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1. DATE OF ORDER
07/31/2012

2. ORDER NUMBER
GST0812BP0061

3. CONTRACT NUMBER
GS-35F-5202H

4. ACT NUMBER
A2466734H

FOR
GOVERNMENT

USE
ONLY

5. ACCOUNTING CLASSIFICATION 6. FINANCE DIVISION

FUND
299X

ORG
CODE
A08VE110

B/A CODE
F6

O/C CODE
25

AC SS VENDOR NAME

FUNC
CODE
C01

C/E CODE
H08

PROJ./PROS.
NO.

CC-A MDL FI G/L DEBT

W/ITEM CC-B PRT./CRFT AI LC DISCOUNT

7. TO: CONTRACTOR (Name, address and zip code)
Keith C. Reynolds
HARRIS IT SERVICES CORPORATION
21000 ATLANTIC BLVD STE 300
DULLES, VA 20166-2496
United States
(321) 726-1152

8. TYPE OF ORDER
B. DELIVERY

REFERENCE YOUR

Please furnish the following on the terms specified on both sides of
the order and the attached sheets, if any, including delivery as
indicated.

This delivery order is subject to instructions contained on this side
only of this form and is issued subject to the terms and conditions of
the above numbered contract.

C. MODIFICATION NO.
000
TYPE OF MODIFICATION:

AUTHORITY FOR ISSUING

9A. EMPLOYER'S IDENTIFICATION NUMBER
521597904

9B. CHECK, IF APPROP
WITHHOLD 20%

Except as provided herein, all terms and conditions of the original
order, as heretofore modified, remain unchanged.

10A. CLASSIFICATION
B. Other than Small Business

10B. TYPE OF BUSINESS ORGANIZATION
C. Corporation

11. ISSUING OFFICE (Address, zip
code, and telephone no.)
GSA Region 8
Kenneth L Moore
PO Box 25526
Denver, CO 80225
United States
(303) 236-7197

12. REMITTANCE ADDRESS (MANDATORY)
HARRIS IT SERVICES CORPORATION
21000 ATLANTIC BLVD STE 300
DULLES,VA 20166-2496
United States

13. SHIP TO(Consignee address, zip code and telephone no.)
Joe Madrid
250 Vandenberg Street, Suite B038
Peterson AFB, CO 80914-3814
United States
(719) 556-9982

14. PLACE OF INSPECTION AND ACCEPTANCE
Joe Madrid
250 Vandenberg Street, Suite B038
Peterson AFB, CO 80914-3814
United States

15. REQUISITION OFFICE (Name, symbol and telephone no.)
Suzanne M. Schuman
GSA Region 8, FTS 8T
P.O. Box 25526
Denver, CO 80225
United States
(303) 236-7565

16. F.O.B. POINT
Destination

17. GOVERNMENT B/L
NO.

18. DELIVERY F.O.B. POINT ON OR
BEFORE 07/31/2013

19. PAYMENT/DISCOUNT TERMS
NET 30 DAYS / 0.005 % 10 DAYS / 0.00 % 0
DAYS

20. SCHEDULE
This is an award in accordance with the request for quote number ID08120016, eBuy number 664562 and Harris IT Services quote dated May 25, 2012.
Option tasks under CLINS 1004, 2004, and 3004 are not awarded. All other option tasks and option years are awarded, but not yet exercised. The Period of
performance is August 1, 2012 to July 31, 2013. Option years are:

Option Year One - August 1, 2012 to July 31, 2013
Option Year Two - August 1, 2013 to July 31, 2014
Option Year Three - August 1, 2014 to July 31, 2015

ITEM NO.

(A)

SUPPLIES OR SERVICES

(B)

QUANTITY
ORDERED

(C)

UNIT

(D)

UNIT PRICE

(E)

AMOUNT

(F)

1000 Base Year 1 lot $9,245,777.00 $9,245,777.00

21. RECEIVING OFFICE (Name, symbol and telephone no.)
US NORTHERN COMMAND, (719) 556-9982

TOTAL
From

300-A(s)

22. SHIPPING POINT
Specified in QUOTE

23. GROSS SHIP WT. GRAND
TOTAL

$9,245,777.00

24. MAIL INVOICE TO: (Include zip code)
Finance Operations and Disbursement Branch
(BCEB)
299X
PO Box 219434
Kansas City, MO 641219434
United States

25A. FOR INQUIRIES REGARDING PAYMENT
CONTACT:
GSA Finance Customer Support

25B. TELEPHONE NO.
816-926-7287

26A. NAME OF CONTRACTING/ORDERING OFFICER
(Type)
Kenneth L Moore

26B. TELEPHONE NO.
(303) 236-7197

26C. SIGNATURE
Kenneth L Moore 07/31/2012

GENERAL SERVICES ADMINISTRATION 1. PAYING OFFICE GSA FORM 300 (REV. 2-93)

Page 1 of 1IT-Solutions Shop

8/1/2012https://was.itss.gsa.gov/rba_modernization/xhtml/view/viewForm300Print.seam?id=500939...
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1. GENERAL DESCRIPTION

The Government intends to award a single Firm Fixed Price performance based Task
Order under GSA Federal Supply Schedule (FSS) 70, Special Item Number (SIN) 132
51, Information Technology Service Management (N2ITSM) in support of The North
American Aerospace Defense Command (NORAD) and United States Northern
Command (USNORTHCOM) Command Control Systems Directorate (N-NC/ J6)
located at Peterson AFB, CO. All quotes in response to this RFQ must -provide a total
schedule solution, including but not limited to labor rates, materials, and other direct cost
items with applicable discounts. Vendors must CLEARLY identify any and all open
market items. Responses that are determined to not comply with this requirement may be
disqualified. This acquisition will be in accordance with FAR Subpart 8.4 – Federal
Supply Schedules.

Services to be provided are outlined in the Performance Work Statement (PWS), under
section 4 of this RFQ and shall be in accordance with the terms, conditions, and
specifications of the Task Order and those contained within the Schedule 70 contract
under which this Task Order will be awarded. The Contractor shall assume total
responsibility for all requirements stated herein and contained in noted attachments as
applicable.

The Government requests that all available discounts be provided for performance under
the Task Order. Proposed discount percentage(s) shall be clearly identified in the
Vendor’s quotation. All HUBZone Small Business, Small Disadvantaged Business,
Women-Owned Small Business, Veteran-Owned Small Business, and Service-Disabled
Veteran-Owned Small Business are encouraged to bid.

ALL CORRESPONDENCE, TO INCLUDE SUBMISSION OF QUESTIONS AND
QUOTATIONS, SHALL BE IN WRITING VIA E-MAIL TO THE CONTRACT
SPECIALIST WITH A COURTESY COPY TO THE CONTRACTING OFFICER.
PHONE CORRESPONDENCE WILL NOT BE ADDRESSED.

2. SERVICES AND PRICE

The Contractor shall provide all services, materials, supplies, supervision, labor, and
equipment except that specified herein as Government-furnished to provide all task
requirements stated herein.

Prices will be based on the Vendor’s Schedule 70 contract rates with applicable
discounts. Vendors should note that some line items will be undefinitized and funded as
required. In scope projects may be presented to the Vendor at anytime and will be a
matter of value engineering for the Task Order. The Vendor will be expected to analyze
the proposed project and present a solution with applicable pricing. Undefinitized
projects will be used to improve and or update the Task Order to ensure NORAD and
USNORTHCOM can support their mission.
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2.1 Labor Categories/Hours/Rates

Vendor’s quotation shall include only technically applicable labor categories,
hours, and rates to support the requirements contained within this RFQ.

Vendor’s shall propose approved, fully burdened labor categories and rates from
their Schedule 70 contract. Labor shall be proposed at Firm Fixed prices and as
the Task Order shall be Firm Fixed Price, it is requested that labor
categories/hours/rates/skill levels be provided to aid in making the determination
that Task Order pricing is fair and reasonable and the Vendor understands the
requirement.

In no case shall the rates exceed the Prime Contractor’s awarded Schedule 70
contract labor rates.

2.1.1 Duty Hours

Normal duty hours shall be established by the Contractor in accordance
with PWS requirements in order to ensure successful performance.

` 2.1.2 Holidays

Government observed holidays are listed below and shall be included in
the number of negotiated awarded labor hours.

New Years Day Labor Day
Martin Luther King Jr. Birthday Columbus Day
President’s Day Veterans Day
Memorial Day Thanksgiving
Independence Day Christmas

2.2 Materials and Other Direct Costs (ODCs)

Material/ODC Contract Line Item Numbers (CLINs) are optional and quantities
(if provided) are only estimates. The Vendor should be aware that some Materials
and ODCs are not definitized and may be presented to the Awardee after award as
required by the client agency.

2.2.1 Materials

The Vendor shall propose materials to support the requirements contained
in this RFQ.

The Task Order expressly allows the inclusion of open market items
below the micro-purchase threshold. For administrative convenience, the
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Task Order may include "open market" items (e.g., items that were not
previously priced, evaluated and awarded on the Vendor’s contract).

Proposed items shall be clearly identified as “open market” and must be
procured in accordance with (IAW) the Federal Acquisition Regulation
(FAR) and as cited under FAR 8.402(f).

The Vendor shall propose a fixed price material handling rate for all open
market items. The negotiated material handling rate shall remain fixed
throughout Task Order performance and shall not exceed the Schedule 70
material handling rate (if available). The Government requests any
available discounts from the awarded material handling rate.

2.2.2 ODCs

ODCs include items directly associated with the performance of the Task
Order and are incidental services for which there is not a labor category
specified in the Task Order, travel, computer usage charges, etc.

Vendors shall propose only those ODC’s which support the requirements
stated in this RFQ.

The Contracting Officers Representative (COR) and Contracting Officer
(CO) shall approve procurement of materials/ODCs/travel in advance via
a Contractor Consent to Purchase Request.

2.2.3 Over and Above Projects

There will be some projects presented to the vendor that will be
considered over and above projects. These projects will be funded as
required.

2.3 Travel

Vendors are expected to quote travel for support in the Bahamas specified in the
pricing sheet (Attachment 02) and for the Optional Task for travel to Washington
Office (also in Attachment 02). Vendor should also be aware that there may be
additional travel required after award however Vendors are not required to quote
future travel that is yet to be defined.

Local travel will not be reimbursed. Local travel is any travel within a 50-mile
radius of any place of performance. Travel outside the local area shall be
reimbursed in accordance with the applicable Travel Regulation.

As stated in the PWS the Contractor shall comply with the guidance in
FAR 31.2015-46 using regulations specified below.
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(1) Federal Travel Regulations (FTR) - prescribed by the General
Services Administration, for travel in the contiguous United States.

(2) Joint Travel Regulations (JTR), Volume 2, DoD Civilian Personnel,
Appendix A. prescribed by the Department of Defense, for travel in Alaska,
Hawaii, and outlying areas of the United States.

2.3.2 Content of Travel Request

Requests for travel approval shall:

 Be submitted in advance of the travel with sufficient time to permit
review and approval

 Be summarized by traveler
 Contain the request date and Travel Authorization Number (TAR)
 Include the requesting individual’s name and e-mail
 Include the Task Order Number, Contract Number, ACT Number
 Specify the Contract and Project Titles
 Specify the traveler, traveler’s e-mail address, title and duty location;
 Provide the purpose and description of travel
 State the destination(s), origin, departure date, return date, and number

of days
 Include travel estimates to include, airfare, lodging, rental car, per

diem, mileage, and any reimbursable items (cab fare, parking,
gasoline, etc…)

 Specify the associated Contract Line Item Numbers (CLINs)
 Provide the Government approving official name and signature or e-

mail attached
 Contain the CO approval or evidence of approval

3. GOVERNMENT TASK ORDER MANAGEMENT AND ADMINISTRATION

3.1 Correspondence

All data and correspondence submitted to the Contracting Officer or the Contracting
Officers Representative (COR) shall reference the Task Order number and the name of
the Contract Specialist and/or COR as appropriate. A copy of all correspondence sent to
the COR shall be provided to the Contract Specialist with a courtesy copy to the
Contracting Officer.

3.2 Contracting Officer (CO)

Stephen P. Nichols Stephen.nichols@gsa.gov
Building 41, Room 240
Denver Federal Center
Denver, CO 80225
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3.3 Contract Specialist (CS)

Joseph Dorsey Joseph.Dorsey@gsa.gov
Building 41, Room 240
Denver Federal Center
Denver, CO 80225

All correspondence shall be directed to the CS with a courtesy copy to the CO.

3.4 Contracting Officer’s Representative (COR)

COR shall be determined and provided at time of award.

The COR is responsible for monitoring performance for the client agency and
supporting the GSA Contracting Officer. The COR has no express or apparent
authority under the Task Order to make commitments for the Government or
authorize changes to their Task Order or Task Order terms and conditions. The
COR will be designated in writing after award.

4. PERFORMANCE WORK STATEMENT

4.1 Please refer to Attachment 01

PLACE OF PERFORMANCE:
Peterson AFB, CO (primary) Bahamas - see PWS Section 2.1.1 (secondary), and
Washington Field Office – see PWS Section 2.1.2 (Optional Task)

Any additional support provided shall be at the contractor’s site

PERIOD OF PERFORMANCE: 12 month base period from date of award
with three (3) One - Year Option Periods

4.2 Detailed Task Description

Refer to Attachment 01. The Technical Library is available in the announcement;
all corresponding documents in the technical library are labeled “Tech 1 - 50”

4.3 Deliverables

4.3.1. Services

4.3.1.1 Contract Data Requirements List (CDRL’s)

The Contractor shall deliver all reports in accordance with CDRL’s
specified in the PWS.
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4.3.1.2 Completion and Acceptance Report

Upon conclusion of Task Order performance, the Contractor shall
submit a report outlining performance conducted. The Government
will evaluate the submitted report. The report shall contain a
synopsis of all performance and shall include:

 General Project Information
 Assessment of Overall Project Performance Against Plan
 How Performance Met Task Order Objectives
 Management Effectiveness
 Quality Control and Risk Management Effectiveness
 Participatory Team Assessment of Project
 Lessons Learned
 Recommendation for future actions (if any)

4.4 Security Requirements

The Contractor and all assigned personnel shall establish and maintain all security
requirements contained in this RFQ throughout performance.

4.4.1 Clearance

The Contractor shall comply with all security requirements specified in the
PWS as well as in the form DD254.

4.4.2 Physical Security

The Contractor shall be responsible for safeguarding all Government
property provided for Contractor use. At the close of each work period,
Government facilities, property, and materials shall be secured.

4.4.3 Homeland Security Presidential Directive 12 (HSPD-12)

Homeland Security Presidential Directive 12 (HSPD-12) was issued to
implement the policy of the United States to enhance security, increase
Government efficiency, reduce identity fraud, and protect personal privacy
by establishing a mandatory, Government-wide standard for secure and
reliable forms of identification issued by the Federal Government to
its personnel and Contractors (including Contractor personnel). Under
this directive, the heads of executive departments and agencies are
required to implement programs to ensure that identification issued by
their departments and agencies to Federal personnel and Contractors
meets the Standard. This policy can be found at the following website:
http://www.whitehouse.gov/news/releases/2004/08/20040827-8.html.
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In performance of services under this task, the Contractor shall insure all
its personnel who require physical access to federally controlled
facilities and access to federally controlled information systems by 27
October 2007, have been issued identification in compliance with
HSPD-12 policy. In their quotations, Vendors shall confirm they will
comply with the Government client’s identification procedure that
implements HSPD-12 policy. The Security/Identification point of
contact for the client agency that is responsible for implementing their
HSPD-12 compliant policy will be furnished at time of award. All
costs associated with obtaining necessary clearances shall be borne
by the Contractor.

4.5 Delivery, Inspection, Acceptance, and Quality Control

The work and services required under the Task Order shall be completed and
delivered in accordance with the delivery dates (if specified) in this RFQ.

4.5.1. Notice Regarding Late Delivery/Problem Notification Report (PNR)

The Contractor shall notify the COR and CO in writing as soon as it
becomes apparent to the Contractor, that a scheduled delivery will be late.
The Contractor shall include the rationale for late delivery, the expected
date for the delivery and the project impact of the late delivery. The COR
and the CO will review the new schedule and provide guidance to the
Contractor. Such notification in no way limits any Government
contractual rights or remedies including but not limited to termination.

4.5.2. Quality Control and Assurance

4.5.2.1 Quality Control Plan

The Contractor shall submit a Quality Control Plan (QCP) that
addresses how the quality requirements will be met under the
performance of the Task Order and shall contain, at a
minimum, the items listed in the PWS. This includes the
automation of specified systems as requested in the RFQ.

The Contractor shall maintain and utilize the approved Quality
Control Plan to ensure the requirements of this Task Order are
provided as specified.

4.5.2.2 Quality Assurance Surveillance Plan (Attachment 04)

The Quality Assurance Surveillance Plan (QASP) provides a
systematic method to evaluate performance for the Task Order.
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The QASP does not detail how the Contractor shall accomplish
the work. Rather, the QASP is created with the premise that
the Contractor is responsible for management and quality
control actions to meet the terms of the Task Order. The
Government will implement the QASP as a surveillance
method to ensure the acceptability of the Contractors
performance in meeting the objectives of the Task Order.

4.5.3 Acceptance/Rejection

The basis for acceptance and the process for rejecting items shall be in
compliance with the requirements set forth in the Task Order, Schedule 70
contract, QASP, and the Vendor’s proposal.

4.5.3.1 Submission of requested Data Deliverables

The Contractor shall provide deliverables using the current version
of Microsoft Office via e-mail attachment or any other means
specified by the Contracting Officer or the COR.

The Contractor shall label each electronic delivery (as applicable)
with the Task Order number and Project Title in the subject line of
the e-mail transmittal.

All Government comments to deliverables must either be
incorporated in the succeeding version of the deliverable or the
Contractor must demonstrate to the Government's satisfaction why
such comments should not be incorporated.

If the Government finds that a draft or final deliverable contains
spelling errors, grammatical errors, improper format, or otherwise
does not conform to the requirements stated within this Task
Order, the document may be immediately rejected without further
review and returned to the Contractor for correction and
resubmission. If the Contractor requires additional Government
guidance to produce an acceptable draft, the Contractor shall
arrange a meeting with the COR.

The Government will provide written acceptance, comments
and/or change requests, if any.

Upon receipt of Government comments, the Contractor shall have
five (5) business days to incorporate the Government's comments
and/or change requests and to resubmit the deliverable in its final
form at no additional charge to the Government.
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4.5.3.2 Non-conforming Products or Services

Non-conforming products or services will be rejected.
Deficiencies will be corrected by the Contractor within the
timeframe specified in the rejection notice. If the deficiencies
cannot be corrected within this timeframe, the Contractor will
immediately notify the COR and the Contract Specialist of the
reason for the delay and provide a proposed corrective action plan
within five (5) workdays.

5. GENERAL REQUIREMENTS

5.1 ITSS Registration

The successful Vendor will be contacted by GSA Federal Acquisition Services
(FAS) Program Manager and instructed to register in the IT Solutions Shop
(ITSS) website. When registering in ITSS, the Contractor’s address to be
entered is the address associated with the DUNS Number the Contractor used
when registering on the Central Contractor’s Registry (CCR). Award will not be
made until the Contractor is successfully registered in ITSS.

Contractors can register in ITSS by following the link
https://web.itss.gsa.gov/Login and selecting "New User Registration".

The subsequent Pre-registration Information page will provide instructions for
completing your registration. Registration of the Contractor Company will be the
first step with subsequent registration of individuals with the authority to sign
contract/Task Order actions within the system. Registration questions can be
answered by contacting the help desk at 877-243-2889 and selecting option 2.

Note: Ensure that the company name and address associated with the DUNS
number used for CCR registration is used. Should the information not match in
both systems award cannot be made.

5.2 Invoicing

5.2.1 Submission

The Contractor is to submit invoices in accordance with paragraph (g) of
FAR 52.212-4, Contract Terms and Conditions-Commercial Items.

The Contractor must submit invoice information for client review and
acceptance electronically via GSA's IT-Solutions Shop (ITSS)
at https://portal.fas.gsa.gov as well as to GSA Finance Division at
http://www.finance.gsa.gov. The Contractor can submit a hard copy
invoice if they so choose, hard copy invoices can be mailed to:
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Finance Operations and Disbursement Branch
(BCEB)
299X
PO Box 219434
Kansas City, MO 64121-9434
United States

Questions can be directed to GSA Finance Customer Support at 817-978-
2408 or at FW-paymentSearch.Finance@GSA.gov. The website provides
registration instructions.

5.2.2 Invoicing Requirements

(a) Invoices shall be submitted in an original only, unless
otherwise specified, to the designated billing office
specified in the Task Order and as stated in section 5.2.1
of this RFQ.

(b) Invoices must include the Accounting Control Transaction
(ACT) number on the order.

(c) In addition to the requirements for a proper invoice specified in
the Prompt Payment clause of the contract or Task Order, the
following information or documentation must be submitted with
each invoice:

GSA Contract Number: TBD
Task Order Number: TBD
ITSS Project Number: ID08120016
Project Title: NORAD and USNORTHCOM IT

Service Management

Invoices for the Task Order shall contain the Task Order
information above to include the applicable performance period
and location.

 All invoice charges/credits must be task item specific (only one task
item) unless concurrent task item periods of performance exist.

 For invoices with concurrent task item periods of performance all
invoice charges/credits must be service month specific (that is one
service month only).

In addition, invoices that net to a credit balance shall not be accepted.
Instead a refund check must be submitted by the vendor.

5.3 Incremental Funding
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The Government, at its discretion, reserves the right to incrementally fund the
Task Order. If incrementally funded, the order shall specify the total amount of
the order, the amount obligated, the estimated performance period based on the
amount of obligated funds and a statement that the Contractor is not required to
perform work nor is the Government obligated to reimburse the Contractor for
work performed in excess of the amount obligated. Incremental funding will be
IAW DFARS 252.232-7007 - Limitation of Government’s Obligation (May
2006).

5.4 Insurance

The Contractor shall be required to have insurance in accordance with the
Vendor’s Schedule 70 contract.

5.5 Organizational Conflict of Interest and Non-Disclosure Requirements

5.5.1 Organizational Conflict of Interest

If the Contractor is currently providing support or anticipates providing
support that creates or represents an actual or potential Organizational
Conflict of Interest (OCI), the Contractor shall immediately disclose this
actual or potential OCI in accordance with FAR Subpart 9.5 –
Organizational and Consultant Conflicts of Interest. The Contractor is also
required to complete and sign an Organizational Conflict of Interest
Statement in which the Contractor (and any Subcontractors, Consultants or
teaming partners) agrees to disclose information concerning the actual or
potential conflict with any quotation for any RFQ relating to any work in
the Task Order. All actual or potential OCI situations shall be handled in
accordance with FAR Subpart 9.5.

Vendors will be required to initiate their own Organization Conflict of
Interest document. Limited to 2 pages.

5.5.2 Non-Disclosure Requirements

All Contractor personnel performing duties under this Task Order shall
sign a Non-disclosure agreement generated by the Contractor and
approved by the CO and COR, a copy of which shall be provided to the
COR and kept on file at the Contractor’s facility, in accordance with
DFARS clause 252.204-7000 Disclosure of Information (Dec 1991).

5.6 Personnel

5.6.1 Qualifications
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The Contractor shall provide qualified personnel with skills that permit
performance of duties as detailed in this RFQ. Contractor personnel shall
have the ability to plan, organize, and direct the compilation of data,
analysis, and to present findings. The Contractor shall possess an
understanding of Governmental and Department of Defense organizational
structures and functions. The Contractor shall have skill in written and oral
communication and the ability to use clear, concise English to
convey/produce directives, policies, and correspondence, and
communicate verbally in briefing preparations and presentation.
Contractor personnel shall possess any licenses, trade certificates, etc.
required for performance under the requirements as specified in the PWS.

5.6.2 Supervision

The Contractor personnel shall remain under the Contractor's direct
supervision at all times. Although the Government will coordinate
directions within the scope of the contract, detailed instruction for the
Contractor's employees and supervision shall remain the responsibility of
the Contractor.

5.6.3 Standards of Conduct

The Contractor shall maintain satisfactory standards of employee
competency, conduct, and integrity.

5.6.4 Contractor Employee Training

The Contractor shall maintain the professional qualifications and
certifications of its personnel through on-going training. Required
professional qualifications and certifications must be in place on or before
time of award and before the period of performance begins. Unless
specifically authorized in the Task Order, the Contractor shall not directly
bill the Government for any training.

The Government will not pay training costs for replacement personnel or
for the purpose of keeping Contractor personnel abreast of advances in
the state-of-the-art or for training of Contractor personnel on equipment,
computer languages, and computer operating systems that are available
on the commercial market. The Contractor shall have full responsibility for
keeping Contractor personnel abreast of advances in the state-of-the-art.

5.7 Unauthorized Work

The Contractor is not authorized to commence Task Order performance prior to
issuance of an awarded Task Order. No conversation, recommendations, or
direction, whether given directly by, or implied by Government personnel, that
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will affect the scope, schedule, or price of the program covered by this RFQ or
any resulting Task Order, shall be acted upon by the Contractor unless specifically
approved by the Government Contracting Officer. Unauthorized work shall not
be paid by the Government.

5.8 Government Property/Information

5.8.1 Protection of Government Property

The Contractor shall provide protection to Government property to
prevent damage during the period of time the property is under the
control or possession of the Contractor.

5.8.2 Transportation of Government Furnished Property

The Contractor shall be responsible for transportation of all GFP between
Government site(s) or places of performance, and as necessary, the
Contractor's place of performance. Pickup and delivery of all materials
shall be in accordance with the schedule defined for each specific
requirement.

5.8.3 Handling Government Furnished Information/Materials

The Contractor shall protect from unauthorized disclosure any materials or
information made available by the Government, or that the Contractor has
access to by virtue of the provisions of this Task Order, that are not
intended for public disclosure.

The material and information made available to the Contractor by the
Government, or that the Contractor comes into contact with during
performance of this Task Order are the exclusive property of the
Government. Any information or materials developed by the Contractor in
performance of this Task Order are also the exclusive property of the
Government. Upon completion or termination of this Task Order, the
Contractor shall turn over to the Government all materials (copies
included) that were furnished to the Contractor by the Government and all
materials that were developed by the Contractor in the performance of this
contract.

5.8.4 Records

The Contractor shall be responsible for creating, maintaining, and
disposing of only those Government required records that are
specifically cited in this RFQ. If requested by the Government, the
Contractor shall provide the original record or a reproducible copy of any
such record within 5 working days of receipt of the request.
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5.9 Privacy Requirements

Work on this project may require that Contractor personnel have access to Privacy
and other sensitive information. The Contractor shall adhere to the Privacy Act,
Title 5 of the United States Code, section 552a and applicable GSA and
Department of Defense rules and regulations. Contractor personnel shall not
divulge or release privacy data or information developed or obtained in the
performance of this Task Order, until made public or specifically authorized by
the Government. The Contractor shall not use, disclose, or reproduce third party
companies’ propriety data, other than as authorized and required in performance
of this Task Order.

5.10 Safety Requirements

In performing work under this Task Order, the Contractor shall have an ongoing
Safety Program in place and shall:

 Conform to the safety requirements contained in this Task Order for all
activities related to the accomplishment of the work.

 Provide protection to Government property to prevent damage during the
period of time the property is under the control or in possession of the
Contractor.

 Comply with all safety provisions listed in the technical specifications,
technical publications, and Federal Occupational Safety and Health
Standards (Title 29 CFR. Part 1910). If there is no applicable Occupational
Safety and Health Administration (OSHA) standard, use other applicable
nationally recognized sources of safety, health, and fire prevention standards
IAW with industry best practices.

 In the event of an accident, take reasonable and prudent action to establish
control of the accident scene, prevent further damage to persons or property,
and preserve evidence until released by the accident investigative authority
through the Contracting Officer.

5.10.1 Local Safety Requirements

The Contractor shall comply with all local safety requirements
implemented at the installation where the work is to be accomplished
provided that they do not conflict with the requirements of this Section.
If conflicts arise, they shall be referred to the Contracting Officer for
resolution.

5.10.2 Accident/Incident Reporting and Investigation

The Contractor shall record and submit promptly to the COR all
available facts relating to each instance of damage to Government



NORAD and USNORTHCOM ID08120016
Information Technology Service Management

Page 19 of 37

property or injury to either Government or Contractor personnel. The
Contractor shall not perform any work on the damaged
equipment/property until released by an authorized Government
representative. If the Government elects to conduct an investigation of
the accident, the Contractor shall cooperate fully and assist
Government personnel until the investigation is completed.

The Contractor shall comply with all reporting requirements
contained within this RFQ, all attachments, and all applicable clauses
and/or provisions.

5.10.3 Subcontractors

The Contractor shall include a clause in all Subcontractor agreements to
comply with the safety provisions of this Task Order as applicable.

5.11 Facility Access

5.11.1 Access Control

The Contractor shall maintain control procedures to ensure common
access cards issued by the Government are properly safeguarded and not
used by unauthorized personnel.

5.11.2 Facility Pass and Identification

The Contractor shall ensure that applicable pass and identification items
required for Task Order performance are obtained for Contractor
personnel and non-Government owned vehicles. The documents may vary
by agency.

5.12 Contractor Performance Assessment Reporting (CPARS)

The successful Vendor shall provide their point of contact responsible for
coordination of applicable information in the Government’s CPARS systems
related to contract performance.

6. LIST OF ATTACHMENTS

6.1 Attachment 01 – Performance Work Statement
6.2 Attachment 02 - Pricing Spreadsheet
6.3 Attachment 03 - Past Performance Questionnaire
6.4 Attachment 04 - Quality Assurance Surveillance Plan
6.5 Attachment 05 – Appendix A Publications

6.6 Attachment 06 – Appendix B Acronyms

6.7 Attachment 07 – Appendix C Glossary
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6.8 Attachment 08 – Appendix D Service Catalog

6.9 Attachment 09 – Appendix D Attachment 1 Service Level Targets

6.10 Attachment 10 – Appendix E Output Specifications

6.11 Attachment 11 – Technical Library Table of Contents

6.12 Attachment 12 – Service Pipeline Projects

6.13 Attachment 13 – Under Pinning Contract Listing

6.14 Attachment 14 – Experience Worksheet

6.15 Attachment 15 – Past Performance Worksheet

6.16 Attachment 16 – DD254

6.17 Attachment 17 – DD1423

6.18 Attachment 18 – Non-Disclosure

Submittals

This section is simply to provide vendors with a brief summary list of items they need to

submit. Submittals are listed again below.

Offers will be required to submit a price sheet, Experience Matrix (worksheet), Past

Performance Questionnaire, Technical Proposal, QASP, (5) Page Cited Experience,

Process Model, Process Artifact, Staffing Plan, Non-Disclosure Agreement, Matrix for

Mapping Service Assets, Conflict of Interest Document, DD254.

7. CLAUSES AND PROVISIONS

The Contractor agrees to comply with any provision or clause incorporated herein by
either full text or by reference to implement Government and/or agency policy as
applicable to the acquisition. All provisions and clauses previously incorporated into the
GSA Schedule 70 contract remain intact under the proposed Task Order. The provision or
clause in effect is based on the applicable regulation cited on the date the solicitation is
issued applies unless otherwise stated herein.

The following provisions and clauses are incorporated either by full text or reference:

FEDERAL ACQUISION REGULATIONS

52.202-1 Definitions (Jul 2004)

52.203-3 Gratuities (Apr 1984)

52.203-5 Covenant against contingent fees (Apr 1984)

52.203-6 Restrictions on Subcontractor Sales To The Government (sep 2006)

52.203-7 Anti-Kickback Procedures (Jul 1995)

52.203-8 Cancellation, Rescission, and Recovery of Funds for Illegal or Improper
Activity (Jan 1997)

52.203-11 Certification and Disclosure Regarding Payments to Influence Certain
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Federal Transactions (Sep 2007)

52.203-13 Contractor Code Of Business Ethics And Conduct (Apr 2010)

52.204-2 Security Requirements (Aug 1996)

52.204-5 Women-Owned Business Other Than Small Business (May 1999)

52.204-6 Data Universal Numbering System (DUNS) Number (Apr 2008)

52.204-7 Central Contractor Registration (Apr 2008)

52.204-9 Personal Identity Verification of Contractor Personnel (Jan 2011)

52.207-3 Right Of First Refusal Of Employment (May 2006)

52.207-5 Option To Purchase Equipment (Feb 1995)

52.208-9 Contractor Use Of Mandatory Sources Of Supply Or Services (Oct 2008)

52.209-6 Protecting The Government's Interest When Subcontracting With Contractors
Debarred, Suspended, Or Proposed For Debarment (Sep 2006)

52.211-5 Materials Requirements (Aug 2000)

52.211-6 Brand Name or Equal (Aug 1999)

52.211-7 Alternatives to Government-Unique Standards (Nov 1999)

52.212-4 Contract Terms and Conditions -- Commercial Items (Jun 2010)

52.215-1 Instructions to Offerors -- Competitive Acquisition (Jan 2004)

52.215-19 Notification of Ownership Changes (Oct 1997)

52.215-22 Limitations on Pass-Through Charges—Identification of Subcontract
Effort (Oct 2009)

52.215-23 Limitations on Pass-Through Charges (Oct 2009)

52.217-2 Cancellation Under Multi-year Contracts (Oct 1997)

52.217-5 Evaluation of Options (Jul 1990)

52.217-8 Option to Extend Services (Nov 1999)

52.217-9 Option to Extend the Term of the Contract (Mar 2000)

52.222-8 Payrolls and Basic Records (Jun 2010)

52.222-12 Contract Termination -- Debarment (Feb 1988)

52.222-14 Disputes Concerning Labor Standards (Feb 1988)

52.222-15 Certification of Eligibility (Feb 1988)

52.222-19 Child Labor—Cooperation With Authorities and Remedies (Jul 2010)

52.222-41 Service Contract Act of 1965 (Nov 2007)

52.222-43 Fair Labor Standards Act and Service Contract Act -- Price Adjustment
(Multiple Year and Option Contracts) (Sep 2009)

52.222-44 Fair Labor Standards Act and Service Contract Act -- Price Adjustment
(Sep 2009)

52.223-17 Affirmative Procurement of EPA-Designated Items in Service and
Construction Contracts (May 2008)

52.224-2 Privacy Act (Apr 1984)
52.225-1 Buy American Act –Supplies (Feb 1984)

52.225-3 Buy American Act – Free Trade Agreements – Israli Trade Act (Jun 2009)

52.225-5 Trade Agreements (Aug 2009)

52.225-13 Restriction on Certain Foreign Purchases (Jun 2008)
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52.225-25 Prohibition on Contracting with Entities Engaging in Sanctioned
Activities Relating to Iran—Representation and Certification (Nov 2011)

52.227-14 Rights in Data -- General (Dec 2007)

52.227-16 Additional Data Requirements (Jun 1987)

52.236-8 Other Contracts -- (Apr 1984)

52.236-10 Operations and Storage Areas (Apr 1984)

52.236-11 Use and Possession Prior to Completion (Apr 1984)

52.237-1 Site Visit (Apr 1984)

52.239-1 Privacy or Security Safeguards (Aug. 1996)

52.242-15 Stop-Work Order (Aug. 1989)

52.242-17 Government Delay of Work (Apr 1984)

52.243-4 Changes (Jun 2007)

52.243-5 Changes and Changed Conditions (Apr 1984)

52.244-6 Subcontracts for Commercial Items (Dec 2010)

52.246-16 Responsibility for Supplies (Apr 1984)

52.246-17 Warranty of Supplies of a Noncomplex Nature (June 2003)

52.251-1 Government Supply Sources (Apr 2012)

52.247-5 Familiarization with Conditions (Apr 1984)

52.247-27 Contract Not Affected by Oral Agreement (Apr 1984)

52.247-28 Contractor’s Invoices (Apr 1984)
52.247-34 F.o.b. Destination (Nov 1991)

52.247-63 Preference For U.S.-Flag Air Carriers (Jun 2003)

52.247-64 Preference for Privately-Owned U.S. Flag Commercial Vessels (Feb
2006)

52.248-1 Value Engineering (Oct 2010)

52.249-2 Termination for Convenience of the Government (Fixed-Price) (Apr
2012)

52.217-8 -- Option to Extend Services.

Option to Extend Services (Nov 1999)

The Government may require continued performance of any services within the limits and at the
rates specified in the contract. These rates may be adjusted only as a result of revisions to
prevailing labor rates provided by the Secretary of Labor. The option provision may be exercised
more than once, but the total extension of performance hereunder shall not exceed 6 months. The
Contracting Officer may exercise the option by written notice to the Contractor within
_30_days_

52.217-9 -- Option to Extend the Term of the Contract.

As prescribed in 17.208(g), insert a clause substantially the same as the following:
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Option to Extend the Term of the Contract (Mar 2000)

(a) The Government may extend the term of this contract by written notice to the Contractor
within _60_days___]; provided that the Government gives the Contractor a preliminary written
notice of its intent to extend at least _60__ days before the contract expires. The preliminary
notice does not commit the Government to an extension.

(b) If the Government exercises this option, the extended contract shall be considered to include
this option clause.

(c) The total duration of this contract, including the exercise of any options under this clause,
shall not exceed ____4_______ years.

DFARS CLAUSES AND PROVISIONS

Incorporated either by full text or reference:

252.201-7000 Contracting Officer’s Representative (Dec 1991)

252.203-7000 Requirements Relating To Compensation Of Former DoD Officials (Sep
2011)

252.203-7001 Prohibition on Persons Convicted of Fraud or Other Defense-Contract-
Related Felonies (Dec 2008)

252.203-7002 Requirement To Inform Employees Of Whistleblower Rights (Jan 2009)

252.204-7000 Disclosure Of Information (Dec 1991)

252.204-7003 Control of Government Personnel Work Product (Apr 1992)

252.204-7005 Oral Attestation Of Security Responsibilities (Nov 2001)

252.204-7008 Requirements for Contracts Involving Export-Controlled Items (Apr 2008)

252.217-7012 Liability and Insurance (Aug 2003)

252.227-7015 Technical Data—Commercial Items (Dec 2011)

252.227-7037 Validation Of Restrictive Markings On Technical Data (Sep 2011)

252.232-7010 Levies On Contract Payments (Dec 2006)

252.239-7000 Protection Against Compromising Emanations (Jun 2004)

252.239-7001 Information Assurance Contractor Training And Certification (Jan 2008)

252.239-7002 Access (Dec 1991)

252.239-7004 Orders For Facilities And Services (Nov 2005)

252.239-7005 Rates, Charges, and Services (Nov 2005)

252.239-7012 Title To Telecommunication Facilities And Equipment (Dec 1991)

252.239-7016 Telecommunications Security Equipment, Devices, Techniques, And Services
(Dec 1991)

252.242-7004 Material Management And Accounting System (May 2011)

252.243-7002 Requests For Equitable Adjustment (Mar 1998)

252.245-7001 Tagging, Labeling, And Marking Of Government-Furnished Property (Feb
2011)
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252.245-7002 Reporting Loss Of Government Property (Feb 2011)

252.245-7003 Contractor Property Management System Administration (May 2011)

252.247-7023 Transportation Of Supplies By Sea (May 2002)
252.251-7000 Ordering From Government Supply Sources (Nov 2004)

252.217-7028 Over and Above Work (Dec 1991)

(a) Definitions. As used in this clause—

(1) “Over and above work” means work discovered during the
course of performing overhaul, maintenance, and repair efforts that
is—

(i) Within the general scope of the contract;

(ii) Not covered by the line item(s) for the basic work under
the contract; and

(iii) Necessary in order to satisfactorily complete the
contract.

(2) “Work request” means a document prepared by the Contractor
which describes over and above work being proposed.

(b) The Contractor and Administrative Contracting Officer shall mutually agree to
procedures for Government administration and Contractor performance of over
and above work requests. If the parties cannot agree upon the procedures, the
Administrative Contracting Officer has the unilateral right to direct the over and
above work procedures to be followed. These procedures shall, as a minimum,
cover—

(1) The format, content, and submission of work requests by the
Contractor. Work requests shall contain data on the type of
discrepancy disclosed, the specific location of the discrepancy, and
the estimated labor hours and material required to correct the
discrepancy. Data shall be sufficient to satisfy contract
requirements and obtain the authorization of the Contracting
Officer to perform the proposed work;

(2) Government review, verification, and authorization of the
work; and

(3) Proposal pricing, submission, negotiation, and definitization.
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(c) Upon discovery of the need for over and above work, the Contractor shall
prepare and furnish to the Government a work request in accordance with the
agreed-to procedures.

(d) The Government shall—

(1) Promptly review the work request;

(2) Verify that the proposed work is required and not covered
under the basic contract line item(s);

(3) Verify that the proposed corrective action is appropriate; and

(4) Authorize over and above work as necessary.

(e) The Contractor shall promptly submit to the Contracting Officer, a proposal
for the over and above work. The Government and Contractor will then negotiate
a settlement for the over and above work. Contract modifications will be executed
to definitize all over and above work.

(f) Failure to agree on the price of over and above work shall be a dispute within the meaning of
the Disputes clause of this contract.

252.232-7007 Limitation of Government’s Obligation (May 2006)

(a) Contract line item(s) TBD through TBD are incrementally funded. For these item(s),
the sum of $ * of the total price is presently available for payment and allotted to this
contract. An allotment schedule is set forth in paragraph (j) of this clause.

(b) For item(s) identified in paragraph (a) of this clause, the Contractor agrees to perform
up to the point at which the total amount payable by the Government, including
reimbursement in the event of termination of those item(s) for the Government’s
convenience, approximates the total amount currently allotted to the contract. The
Contractor is not authorized to continue work on those item(s) beyond that point. The
Government will not be obligated in any event to reimburse the Contractor in excess of
the amount allotted to the contract for those item(s) regardless of anything to the contrary
in the clause entitled “Termination for Convenience of the Government.” As used in this
clause, the total amount payable by the Government in the event of termination of
applicable contract line item(s) for convenience includes costs, profit, and estimated
termination settlement costs for those item(s).

(c) Notwithstanding the dates specified in the allotment schedule in paragraph (j) of this
clause, the Contractor will notify the Contracting Officer in writing at least ninety days
prior to the date when, in the Contractor’s best judgment, the work will reach the point at
which the total amount payable by the Government, including any cost for termination
for convenience, will approximate 85 percent of the total amount then allotted to the
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contract for performance of the applicable item(s). The notification will state (1) the
estimated date when that point will be reached and (2) an estimate of additional funding,
if any, needed to continue performance of applicable line items up to the next scheduled
date for allotment of funds identified in paragraph (j) of this clause, or to a mutually
agreed upon substitute date. The notification will also advise the Contracting Officer of
the estimated amount of additional funds that will be required for the timely performance
of the item(s) funded pursuant to this clause, for a subsequent period as may be specified
in the allotment schedule in paragraph (j) of this clause or otherwise agreed to by the
parties. If after such notification additional funds are not allotted by the date identified in
the Contractor’s notification, or by an agreed substitute date, the Contracting Officer will
terminate any item(s) for which additional funds have not been allotted, pursuant to the
clause of this contract entitled “Termination for Convenience of the Government.”

(d) When additional funds are allotted for continued performance of the contract line
item(s) identified in paragraph (a) of this clause, the parties will agree as to the period of
contract performance which will be covered by the funds. The provisions of paragraphs
(b) through (d) of this clause will apply in like manner to the additional allotted funds and
agreed substitute date, and the contract will be modified accordingly.

(e) If, solely by reason of failure of the Government to allot additional funds, by the dates
indicated below, in amounts sufficient for timely performance of the contract line item(s)
identified in paragraph (a) of this clause, the Contractor incurs additional costs or is
delayed in the performance of the work under this contract and if additional funds are
allotted, an equitable adjustment will be made in the price or prices (including
appropriate target, billing, and ceiling prices where applicable) of the item(s), or in the
time of delivery, or both. Failure to agree to any such equitable adjustment hereunder will
be a dispute concerning a question of fact within the meaning of the clause entitled
“Disputes.”

(f) The Government may at any time prior to termination allot additional funds for the
performance of the contract line item(s) identified in paragraph (a) of this clause.

(g) The termination provisions of this clause do not limit the rights of the Government
under the clause entitled “Default.” The provisions of this clause are limited to the work
and allotment of funds for the contract line item(s) set forth in paragraph (a) of this
clause. This clause no longer applies once the contract is fully funded except with regard
to the rights or obligations of the parties concerning equitable adjustments negotiated
under paragraphs (d) and (e) of this clause.

(h) Nothing in this clause affects the right of the Government to terminate this contract
pursuant to the clause of this contract entitled “Termination for Convenience of the
Government.”

(i) Nothing in this clause shall be construed as authorization of voluntary services whose
acceptance is otherwise prohibited under 31 U.S.C. 1342.
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(j) The parties contemplate that the Government will allot funds to this contract in
accordance with the following schedule:

On execution of contract $ ___TBD__

(month) (day), (year) $ ___TBD__

(month) (day), (year) $ ___TBD__

(month) (day), (year) $ ___TBD__

252.251-7000 Ordering From Government Supply Sources (Nov 2004)

(a) When placing orders under Federal Supply Schedules, Personal Property
Rehabilitation Price Schedules, or Enterprise Software Agreements, the
Contractor shall follow the terms of the applicable schedule or agreement and
authorization. Include in each order:

(1) A copy of the authorization (unless a copy was previously furnished to
the Federal Supply Schedule, Personal Property Rehabilitation Price
Schedule, or Enterprise Software Agreement contractor).

(2) The following statement:

Any price reductions negotiated as part of an Enterprise Software
Agreement issued under a Federal Supply Schedule contract shall control.
In the event of any other inconsistencies between an Enterprise Software
Agreement, established as a Federal Supply Schedule blanket purchase
agreement, and the Federal Supply Schedule contract, the latter shall
govern.

(3) The completed address(es) to which the Contractor's mail, freight, and
billing documents are to be directed.

(b) When placing orders under nonmandatory schedule contracts and
requirements contracts, issued by the General Services Administration (GSA)
Office of Information Resources Management, for automated data processing
equipment, software and maintenance, communications equipment and supplies,
and teleprocessing services, the Contractor shall follow the terms of the applicable
contract and the procedures in paragraph (a) of this clause.

(c) When placing orders for Government stock, the Contractor shall—

(1) Comply with the requirements of the Contracting Officer's
authorization, using FEDSTRIP or MILSTRIP procedures, as appropriate;

(2) Use only the GSA Form 1948-A, Retail Services Shopping Plate, when
ordering from GSA Self-Service Stores;
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(3) Order only those items required in the performance of Government
contracts; and

(4) Pay invoices from Government supply sources promptly. For
purchases made from DoD supply sources, this means within 30 days of
the date of a proper invoice. The Contractor shall annotate each invoice
with the date of receipt. For purposes of computing interest for late
Contractor payments, the Government’s invoice is deemed to be a demand
for payment in accordance with the Interest clause of this contract. The
Contractor’s failure to pay may also result in the DoD supply source
refusing to honor the requisition (see DFARS 251.102(f)) or in the
Contracting Officer terminating the Contractor’s authorization to use DoD
supply sources. In the event the Contracting Officer decides to terminate
the authorization due to the Contractor’s failure to pay in a timely manner,
the Contracting Officer shall provide the Contractor with prompt written
notice of the intent to terminate the authorization and the basis for such
action. The Contractor shall have 10 days after receipt of the
Government’s notice in which to provide additional information as to why
the authorization should not be terminated. The termination shall not
provide the Contractor with an excusable delay for failure to perform or
complete the contract in accordance with the terms of the contract, and the
Contractor shall be solely responsible for any increased costs.

(d) Only the Contractor may request authorization for subcontractor use of
Government supply sources. The Contracting Officer will not grant authorizations
for subcontractor use without approval of the Contractor.

(e) Government invoices shall be submitted to the Contractor’s billing address,
and Contractor payments shall be sent to the Government remittance address
specified below:

AFFARS CLAUSES AND PROVISIONS

Incorporated either by full text or reference:

5352.215-9000 Facility Clearance (May 1996)
5352.242-9000 Contractor Access to Air Force Installations (August 2007)
5352.242-9001 Common Access Cards (Cac) For Contractor Personnel (Aug

2004)

GSAM CLAUSES AND PROVISIONS

552.215-71 Examination of Records by GSA (Multiple Award Schedule) (Jul
2003)

552.216-74 Task-Order and Delivery-Order Ombudsman (Aug 2010)
552.217-71 Notice Regarding Option(s) (Nov 1992)



NORAD and USNORTHCOM ID08120016
Information Technology Service Management

Page 29 of 37

552.237-73 Restriction on Disclosure of Information (Jun 2009)
552.237-71 Qualifications of Employees (May 1989)
552.238-71 Submission and Distribution of Authorized FSS Schedule

Pricelists (Sep 1999)

8. SUBMISSION INSTRUCTIONS AND METHOD OF EVALUATION/AWARD

Vendors shall submit quotations in response to this RFQ not later than the date and time
prescribed in the GSA e-Buy announcement. Submissions received after the prescribed
date and time shall be considered non-responsive, will not be included in evaluations, and
not be eligible for award.

The Government anticipates awarding a Firm Fixed Price (FFP) Task Order to the
Vendor whose quotation is the most advantageous to the Government, prices and other
factors considered. Quotations will be evaluated based on the details described in the
evaluation factors contained in this section. All evaluation factors other than price, when
combined, are more important than price. Award will be made to the Vendor whose
quotation is determined to be the best value in accordance with this RFQ. Award may be
made without discussions utilizing trade-offs between price and technical (non-price)
factors.

Quotation shall set forth full, accurate, and complete information as required by this RFQ
package (including attachments). The penalty for making false statements in quotations
is prescribed in 18 USC. 1001.

 Best Value Evaluation Criteria

By submission of its quote, the Vendor agrees to all RFQ requirements, including
terms and conditions and technical requirements, in addition to those identified as
evaluation factors. Failure to meet a requirement (except the page limits) may result
in an offer being determined technically unacceptable and ineligible for
consideration. Vendors must clearly identify any exception to the solicitation terms
and conditions and provide complete accompanying rationale.

 A best value award will be made

 Technical factors (non-price) when combined are more important than price.

 The final determination to award will be based, in part, on the Government’s
analysis of the realism, reasonableness, and balance of the pricing.

The Government will use best value and may choose to award to other than the
lowest priced Vendor or the highest technically rated Vendor. Pricing will be
evaluated separately from technical factors and used as a trade-off with technical
(non-price) factors.



NORAD and USNORTHCOM ID08120016
Information Technology Service Management

Page 30 of 37

8.1 Documents

Documents submitted in response to this RFQ must be fully responsive to, and
meet with the following:

 The RFQ instructions
 Any limitation on the number of pages

Note: Pages exceeding the page limitations set forth will not be read or evaluated
and will be removed from the quotation. An offer not otherwise in
compliance with the RFQ instructions may be removed from the
competition.

8.2 Quotation Format

The format shall be as follows:

 Quotations shall be submitted in software compatible with Microsoft Office
2003/2007 and/or Adobe .pdf.

 Quotations shall consist of one attachment per Part
 Quotations shall be 8 ½” by 11” paper except for foldouts used for charts,

tables, or diagrams and will not exceed 11” x 17”
 A page is defined as one face of a sheet of paper containing information
 Typing (font) shall not be less than 11 pt
 Smaller font may be used for tables and graphs as long as it is legible.

Elaborate formats, bindings, or color presentations are not desired or required.

8.3 Quotation

Vendor’s quotation shall contain the following parts consisting of one e-mail with
an attachment for each part containing all required information. The parts listed
below are listed in order of importance:

Part I Technical Approach (Submittal)
 Tech approach(Limited to 30 Pages) – Not including title or

cover page
 Vendors must submit a Staffing Plan (Submittal) limited to 15

pages
*Please note that all other requested information (outside of the
staffing plan) is inclusive of the 30 page limit described above

Part II Vendor’s Past Performance
(Should include at least 3 References)
 Past Performance Worksheet (complete the first five columns)

(Submittal)
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 Past Performance Questionnaire (Submittal)

Part III Quality Control Plan (QCP) (Submittal)
(Limited to 15 pages)
 Submit table or matrix for the mapping of service assets

(outside of 15 page limit)
Part IV Vendor’s Experience (Submittal)

(Limited to 5 pages per cited Experience for similar projects) – Not
including the requested attachment - Experience Worksheet
 Submit Experience Matrix Worksheet (Submittal)

Part V ITIL Process Model
 Process model (Limited to 15 pages) (Submittal)
 Process Artifact may be submitted outside the 15 page limit

(Submittal)

Part VI Price
 Price Spread Sheet (Submittal)
 Price Supporting Documentation, if applicable

8.4 Part I Technical Approach

The Technical Approach shall be limited to thirty (30) pages. One (1) attachment
is the Technical approach and one (1) attachment is the staffing plan (staffing plan
is exclusive of the Technical approach).

8.4.1 Submission

 Technical Approach is defined as the Vendor’s proposed solution(s) to
achieve the requirements of the Performance Work Statement/RFQ.

Vendors should tailor and clearly describe, in sufficient detail, their
technical approach in fulfilling the requirements identified in the RFQ and
should address the following:

 The Vendor’s understanding of the requirements
 The Vendor’s technical approach for successful performance of

required tasks.

8.4.2 Evaluation

Technical responses will be evaluated to assess the degree of compliance
of the proposed services according to the PWS. Responses that include
products or services not fully compliant with the applicable technical
standards or that fail to address the required compliance information may
be deemed ineligible for award. Only technical quotations that
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demonstrate compliance will be evaluated and considered for award.
Unless other information is readily available, the Government intends to
rely solely on the information provided by the Vendor in making a
determination.

Tasks

The technical approach considers the quality of the Vendor's technical
approach for the elements below. The Vendor’s Technical Approach
section of the proposal shall not exceed thirty (30) pages, single-spaced,
one-sided, in a standard font sized no smaller than 11 pt. Pages beyond
thirty (30) shall not be evaluated.

Note: Proposals should not include proposals for additional work or
systems not included in the solicitation or referenced standards document.

Technical Approach elements to be evaluated include:

 The Vendor’s understanding of the requirements
 The Vendor’s technical approach for successful performance of

required tasks. Emphasis should be placed on addressing how the
Vendor will design, develop, staff, and sustain an IT Service
Management Infrastructure in accordance with the PWS.

 The Vendor’s ability to meet the ITSM requirements and tasks based on
the scope and complexity of the N-NC IT Environment

 The Program Management Plan that identifies how the Vendor intends
to manage and control cost, schedule, and risks.

 Transition Approach for successful contract transition, (Note: A
transition plan is not required as part of quotes. It will be required from
the awadee 14 days after contract award

 The Vendor’s approach and plan for managing Task Order performance
 Reasonableness and realism of Technical Approach

 Staffing plan that includes, at a minimum, ITIL certified and DoD 8570

compliant positions to accomplish work

 Approach to obtaining required security clearances

Responses will also be evaluated to assess the degree of compliance of the
proposed services according to the RFQ. The Vendor shall address all
tasks and sub-tasks as stated in the PWS. Tasks include:

Task-1 Process Requirements
Task-2 Service Operations Management
Task-3 Service Strategy Support
Task-4 Service Design
Task-5 Service Transition
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Task-6 Continuous Service Improvement
Task-7 Projects

Please note that offerors must also submit quotes and technical
solutions for all optional Tasks. This includes Optional Task 01 and 02
attached to the original announcement. These tasks are inclusive of the
offerors Technical Approach. Optional Tasks are required to be quoted.
Offerors are expected to quote these items on the provided pricing sheet
(Attachment 02). Responses must be included in the 30 page limitation.

8.5 Part II Vendor’s Past Performance

8.5.1 Submission

Vendor shall provide its Past Performance as a prime on similar work
completed within the last five years since issuance of the solicitation.

Vendors should submit at least three (3) references of their similar type work
performed for federal agencies and/or commercial customers within the last
five (5) years. Only references for similar type work are desired and
consideration shall be limited to work completed within five (5) years of
issuance of the RFQ. Relevant work should be similar in scope, magnitude,
and complexity as the effort described in the PWS.

Please note that the Vendor, must complete only the header portion of the Past
Performance Questionnaire (Attachment 03), once completed the Vendor
must submit via email to the designated contract specialist of this project,
Joseph Dorsey – Joseph.Dorsey@gsa.gov. Each reference provided will be
contacted by the Government for completion of the questionnaire. Vendors
should ensure that all points of contact are aware that they will be contacted.

The Government will use information submitted by the Vendor and other
sources such as other Federal Government offices and commercial sources to
assess performance. Vendors may submit the Past Performance of their
subcontractors if the subcontractor performed the work as a Prime contractor
and provides the appropriate references and contact information via the Past
Performance Questionnaire.

8.5.2 Evaluation

Past Performance evaluations will consist of the following:

a) The minimum number of references were submitted
b) Is the reference similar in scope, complexity, and magnitude
c) Was the project completed within five years of issuance of the RFQ (more

recent projects will be rated higher).
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d) Whether referenced responses demonstrate that performance met or
exceeded applicable standards of the requirements of the referenced work

e) Whether Customer Service expectations were achieved during
performance of the referenced work

f) The effectiveness of project management
g) Addresses project quality control, timeliness, problem solving, and
customer satisfaction
h) If Vendors will be quoting as a teaming arrangement (Joint venture) or as
Prime/Subcontractor relationship, the lead team member or prime contractor’s
Past Performance will be rated higher.
i) Similar is not a minimum requirement however Past Performance that is
more similar will be rated higher.

8.6 Part III Quality Control Plan (QCP)

8.6.1 Submission

The QCP shall be limited to fifteen (15) pages.

Vendors shall submit a QCP that, at a minimum, addresses how the Task Order
quality requirements will be met, with specific emphasis on the required tasks
and deliverables stated in the PWS. The Vendors proposed QCP will be
evaluated for the ease and effectiveness of its inclusion to the Governments’
QASP, which in turn, will be used to monitor Contractor performance.

QASP – Attachment 04 – the Mapping of Service Assets as requested in
Paragraph 11 of the QASP does not count towards the limit of 15 pages.

8.6.2 Evaluation

QCP addresses the Vendors quality plan for successful performance of the
required tasks and deliverables stated in the PWS. The Vendor’s QCP shall
address all items included in the QASP (Attachment 04) and plan for
automation of performance measures.

Items to be evaluated are:

 The Vendor’s ability to monitor, measure, and report status of Key
Performance Indicators (KPIs) and Critical Success Factors (CSFs)

 The Vendor’s process to improve the quality of output deliverables

8.7 Part IV Vendor’s Experience

8.7.1 Submission
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The Vendor’s Experience submittal shall be limited to 5 pages per cited
experience. Vendors should submit at least three (3) similar type projects.

Vendors shall provide information citing their experience as it relates to the
requirements contained in the RFQ. Vendors shall provide the following
information for each cited experience in order to aid the Government in
determining the similarity of the cited experience to the work being procured.

 Project Name
 Contract Number
 Organization supported and Technical Point of Contact (POC), alternate

POC, current telephone numbers, and e-mail (can indicate the level and
status of the project within an organization)

 Contract amount at the beginning and at the end of the project
 Type of Contract
 Beginning and end date of the work
 Project description comparing the work cited in the corporate experience

to the requirements of this RFQ, projects should be comparable to
N2ITSM Tasks and Sub-Tasks.

 Security level of the work
 Complexities of the work
 Awards

Only cited experience for similar type projects are desired and consideration
shall be limited to projects completed within five (5) years prior to issuance of
the RFQ. Projects should be similar in scope, magnitude, and complexity as
the effort described in the RFQ. Similarity will be based on the extent to
which the work has more of the tasks listed on the experience worksheet. If
Vendors will be quoting as a team or as Prime/Subcontractor relationship, the
lead team member or prime contractor’s Experience will be rated higher.

Similar is defined as ITIL v3 best practice framework was utilized, ITSM
functions and processes were contracted, managed, and performed end-to-end
in accordance with the N2ITSM Tasks and Subtask requirements and IT
enterprise projects are of comparable complexity.

Vendors will also be required to fill out an Experience Worksheet speaking to
their experience as it applies to the requirement (Attachment 14).

8.7.2 Evaluation

Evaluation of Vendor’s Experience shall take into account the Vendors most
relevant experience that is similar in scope, magnitude, and complexity as the
effort described in this RFQ.
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The below list should not be considered as all inclusive but is best
representative of the items that will be evaluated:

 Cited experience is recent, relevant, similar in scope, complexity and
magnitude

 Similar is not a minimum requirement however experience that is more
similar will be rated higher.

 Vendor is able to display that they have had previous experience in terms
of performing the following task: Process requirements, service
operations, service strategy support, service design, and service transition,
continuous service improvement, projects, and automation of performance
measures.

8.8 Part V ITIL Process Model

The ITIL Process Model documentation shall be limited to fifteen (15) pages.

A Vendor’s submission under this factor should demonstrate the Vendors’
understanding of the ITIL process requirements to perform the tasks in the PWS.
The Vendor shall provide, per Vendor’s choice for any process, at least one (1)
Process model and one (1) related Process artifact (e.g. report or other related
process output) that the Vendor has performed on another contract. The Vendor’s
submission will be evaluated based on the process model requirement in the
N2ITSM PWS.

The Vendor’s Process Model should address:

a) Process Control Elements
a. Process Owner
b. Process Objectives
c. Process Documentation
d. Process Feedback

b) Core Process
a. Process Activities
b. Process Procedures
c. Process Work Instructions
d. Process Roles
e. Process Metrics
f. Process Improvements

c) Process Enablers
a. Process Resources
b. Process Capabilities

8.9 Part VI Prices
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8.9.1 Submission

Vendors shall submit their Price Quotation to include the following:

8.9.1.1 Supplies, Services, and Prices

Vendors shall prepare one Summary Price Schedule which
provides price related information to be charged for each item in
the Pricing Sheet (Attachment 02).

8.9.1.2 Price Supporting Documentation

Vendors are required to provide requested price related
information to support pricing quoted in the Summary Price
Schedule. The information shall be in spreadsheet format with
formulas showing labor categories to be used, fully burdened labor
rates, proposed labor hours by category, discounts from schedule
pricing, and the total price.

8.9.1.3 Optional Tasks

Option Tasks are included in this RFQ. Vendors are required to
quote on all optional tasks on the provided pricing sheet. The
Government reserves the right not to exercise or exercise any of
the aforementioned optional tasks as stated in the PWS. Vendors
must clearly label ALL optional task items in their submitted quote
as optional tasks.

8.9.2 Evaluation

The Government shall evaluate pricing separately to determine the best
price. However pricing must be reasonable, realistic and balanced or may
be rejected by the Contracting Officer.
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PPAARRTT  II  TTEECCHHNNIICCAALL  AAPPPPRROOAACCHH  
11..00  IInnttrroodduuccttiioonn  

Team Harris provides proven Information Technology Infrastructure Library (ITIL) v3 approaches for the 
North American Aerospace Defense Command (NORAD) and the United States Northern Command 
(USNORTHCOM) (N-NC). We are a consistent, responsive mission partner you can trust to drive improved 
performance and lower cost.  

Team Harris was created with the sole purpose of meeting and exceeding the unique requirements and complexities 
associated with your N-NC missions. Every member of Team Harris is currently providing support to a combatant 
commander and his/her staff (N-NC, Central Command, European Command (EUCOM), Africa Command 
(AFRICOM), and Transportation Command (TRANSCOM)) as well as Department of Defense (DoD) entities such as 
the Joint Staff and the Defense Information Systems Agency (DISA). We all have deep experience working in an 
ITILv3 framework and we have exceeded performance requirements in delivering IT support to mission critical 
agencies including, the Federal Aviation Administration (FAA) and the White House. We operate in a coalition and in 
an inter-agency environment across multiple current high-visibility contracts. We congratulate you on your ITIL 
implementation progress and we look forward to working with you to continue to improve these processes. We will 
build the partnership required between the information technology (IT) service provider and the IT user community to 
enable the rigor and discipline of ITIL to fully produce advertised benefits and efficiencies. 
Team Harris ensures low risk through our incumbency on the current N-NC program and current and past 
performance record on similar mission critical programs. We have a large presence already in the Colorado Springs 
area, and demonstrate daily our ability to hire and retain high-caliber performers. We have teammates with proven 
records of improving customer services and reducing customer costs. While we are hardware and software agnostic, 
having Microsoft on our team gives you a capability beyond your customary Premier support to help you better utilize 
capabilities that you already own to improve automated metrics, migration to Windows 7, and replace your expensive 
trouble-ticketing system. The combined skills of our team will increase mission support while decreasing costs 
through improved network reliability and repeatable processes that create standardization and improved enterprise-
wide visibility. All of these capabilities and experience combine to make Team Harris your lowest risk, best value 
provider. 
Our team includes: 

Harris IT Services (Harris) leads our team because of our extensive track record of providing 
superbly managed IT services to DoD and federal agency mission partners.   Harris employs 
over 300 ITIL-certified personnel, with 25 of those certified as ITILv3 experts. Harris has a 

proven record of accomplishment of implementing ITILv3 best practice frameworks and operating standards, 
structuring successful Service Level Agreements (SLA), and measuring performance throughout the IT lifecycle.  In 
addition, Harris has an outstanding track record of providing award-winning information assurance support to Air 
Mobility Command’s (AMC) command and control systems at Scott Air Force Base (AFB), IL. 

Abacus Technology Corporation (Abacus) has a small business classification status under North 
American Industry Classification System (NAICS) Code 517110. Region III Small Business Prime 
Contractor of the Year for 2011 by the U.S. Small Business Administration (SBA), Abacus is an IT 
and network solutions services company delivering ITILv3-conformant processes, technical 

expertise and operational support, information assurance (IA), video teleconferencing (VTC), multi-media 
management, and cyber security to the DoD and civilian Government agencies. Abacus currently leads and operates 
the N-NC service desk and provides configuration management (CM), systems administration, and network 
operations support for N-NC. 

SRA International, Inc. (SRA) is the current Joint Staff, EUCOM, and AFRICOM IT support 
contractor with a superb understanding and perspective of the Combatant Command (COCOM) 
and coalition environments, major DoD initiatives, and the most pressing needs of organizations 
similar to N-NC. Known for its ITIL transformation expertise, SRA has achieved great success 
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maturing and transforming IT service delivery for their customers, and establishing SLAs that provide meaningful 
metrics to evaluate, track, and manage IT service delivery performance and support a proven process for continuous 
service. 

Microsoft Consulting Services (Microsoft) brings to the N2ITSM program a full range of 
project-based technical consulting services customized to the N-NC’s particular needs. 

Microsoft provides access to 4,250 consultants; 3,750 premier support professionals; 4,500 engineers, providing 
support in 44 languages and presence in 82 countries; 586 technical account managers; 7 regional support centers; 
experience across all Microsoft technologies, and additional personnel with ITIL certifications. Microsoft will have a 
major role with projects involving the automation of metrics, Windows 7 migration, and the replacement of the current 
trouble-ticketing system. 
Team Harris Leadership. Mr. Mark Bistline leads Team Harris. He is an experienced Project Management 
Professional (PMP) who is certified as an ITILv3 Expert. He holds a Secret clearance, but he was previously cleared 
to the TS/SCI level. Our Deputy Program Manager (DPM) is Ms. Debbie Neill. She is also PMP-certified and has an 
MBA in Program Management. She also holds a Security+ certificate, she is ITILv3 Foundations certified, and she 
has a current TS/SCI clearance. The experienced leadership of these two will ensure an effective mission partner 
relationship with you and effective oversight of Team Harris operations. 
Team Harris Features and Benefits. Table 1.0-1 represents the features of our offering and the benefits to N-NC: 

Table 1.0-1. Team Harris Features and Benefits. 

Team Harris provides the right mix of experience, skill, and innovative approaches resulting in best value solutions.  

 

  

Team Harris Features Benefits to N-NC 

Responsive mission partner 

We will provide you options for new requirements — “Yes” is our way of 
business Flexibility to support new or changing requirements 

Our Program Manager will work in Building 2 Open communications and effective leadership 

Through our incumbent partner Abacus and former N-NC senior staff at 
Team Harris, we understand and live in your current environment Improved mission services at reduced costs 

We have a strong track record for success with no-mission-impact 
transitions No mission impact during transition 

Support as reliable as a “dial tone” 

Legacy of highly reliable service for our mission partners We will meet or exceed your requirements   

Continual Service Improvement (CSI) implemented through service 
measurement and repeatable processes 

By driving standardization and deep instrumentation, we allow CSI 
plans to drive down costs while improving service availability, 
responsiveness, and stability; increased visibility into service 
performance allows targeted improvement plans. 

We will run all new capabilities through the Test and Integration Lab 
(TIL) and N-NC will be invited to participate Issues identified and fixed before putting in operational environment.  

Improving capabilities and performance 

Exceptional qualifications to identify, plan, and implement 
upgrades/service changes with minimal investment in new capabilities Improves IT services, reduces costs, and increases efficiencies. 

Making ITIL work for N-NC 

Experience to help you mature your ITILv3 processes so they work for 
you 

ITILv3 more effective in supporting your missions and in reducing 
your costs 

ITIL assessment during Transition feeds CSI Identifies gaps early and helps achieve agreement on ITIL 
improvement strategies and goals. 
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1.1 Program Management Plan (PMP) 
The Harris solution is designed to foster a close, collaborative partnership with J6, incorporating management tools, a 
clearly defined governance structure, and targeted training to advance attainment of J6’s goals. Team Harris will 
ensure program oversight using a tailored set of standardized plans that have proven effective across a wide range 
of DoD programs. Key among these plans will be a Quality Control Plan (QCP) that governs our performance, and a 
Risk Management Plan (RMP) that will encompass the complete range of activities required to manage performance 
and risk. More specifically, our PMP establishes three main objectives: 1) provide flexibility to address changing 
requirements, thereby ensuring N-NC success; 2) provide cost effectiveness through emphasis on multi-skilled 
personnel to maximize productivity; and 3) to formally put in place the plans, processes, and procedures by which the 
program will be managed and controlled. Our mature set of shared management processes, as captured in our 
tailored plans, will provide ongoing visibility and control of all program activities. These plans will be tailored to the 
specific N-NC requirements and include the Quality Management System, the Information Technology Service 
Management (ITSM)/CSI Plan, Communications Plan, Security Plan, Subcontracting Plan, Scheduling Plan, HR 
Plan, and Risk Management Plan. The tailoring is already underway, and a complete set of plans will be delivered to 
the Government by the end of the transition period. The full Program Plan, with all of its associated plans, will be 
provided to J6 within 30 days of contract award. All Critical Success Factors (CSF), Key Performance Indicators 
(KPI), outputs, and deliverables—as stated in this PWS (detailed in Part III: Quality Control Plan) and/or required by 
the Government—will be met or exceeded by Team Harris. We will take an aggressive approach to CSI and 
immediately address any shortcomings. Working with the Government, we will help identify any new initiatives to 
increase efficiencies. We have provided our staffing plan, defining our approach for DoD Directive 8570, computing 
environment, and ITILv3 certifications compliance as Attachment 1. 
1.1.1      Cost Management and Control 
The Team Harris Project Control System (PCS) is used for planning, maintaining, and measuring performance for the 
Contract Budget Baseline (CBB), and provides detailed visibility into cost and schedule performance. The CBB 
allows the Team Harris PCS to monitor, report, segregate, and control cost. Harris teammates are fully incorporated 
into the PCS process, including budgets by work breakdown structure (WBS) element, monthly cost performance, 
and variance reporting. Monthly financial review meetings will be held to ensure that program costs are on target. 
The PCS system provides a concise summary of program status, and predicts future cost impacts (under or over run) 
based on current trends. The tool is used to calculate and graph cumulative cost performance, variance trends, and 
cost performance indices. The system provides a mechanism to incorporate contract modifications and perform “what 
if” scenarios. Contract performance data integrated into PCS will generate the required cost performance reporting 
data for analysis and reporting to N-NC. Our cost reports will align with the Government cost-reporting requirements 
and will include a tabletop review at the Government’s discretion. 
1.1.2      Schedule Management 
The Performance Work Statement (PWS), Project Management Schedules, and Budget and Contract Work 
Breakdown Structure (CWBS) comprise the foundation from which our detail planning schedules and work package 
budgets are derived. We have a tightly integrated cost and schedule planning, which ensures the baseline plan 
correctly correlates to the contract baseline and that project performance is accurately assessed. Each detailed 
schedule and corresponding budget is tied to a CWBS number and Task Order (TO) Manager who is directly 
responsible for cost and Schedule Performance (SP). Strict tracking and oversight allows Harris to foresee and react 
quickly to possible issues, as well as to see and capture valuable benefits. We will establish specific lines of 
communication to ensure that the TO will have successful execution and address technical performance, budgets, 
and schedule. With N-NC, we will identify any new initiatives to increase efficiencies. Project schedules, outlining 
specific tasks based on a Critical Path methodology, will be monitored by the project manager who owns the 
schedule to ensure CSF compliance and mitigations for any risk items. 
1.1.3      Risk Management (RM) 
We will develop a RMP tailored to meet the requirements of the N2ITSM implementation. RM is part of our service 
provisioning strategy and is based on the current Harris Service Delivery Model (SDM), which incorporates best 
practices from our successful implementation of RM on programs such as the Navy/Marine Corps Intranet 
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(NMCI)/Continuity of Service Contract (CoSC). The plan also incorporates industry-leading practices for RM 
endorsed by the Project Management Institute (PMI). 
RM will include qualitative and quantitative analysis of N2ITSM risks. After analysis, high scoring risks will be 
assessed further for an avoidance and/or mitigation strategy in order to minimize the probability and impact of those 
risks on the program. The mitigation steps will be included in the project schedule. In addition, a contingency plan will 
be developed in advance of potential risk occurrence so that if the risk should manifest, a plan of action can be 
immediately launched. Our management tools will support what-if scenarios to test the impact on cost and schedule 
to minimize assessment time. Items that impact contract scope will require our contracts organization to work with the 
N-NC Contracting Officer’s Representative (COR) to assess the impact to cost, schedule, and performance, and to 
agree on contractual changes, as warranted. 
1.1.4      Communication Plan 
To foster an N-NC partnership, our Program Management Team (PMT) will build on established J6 relationships, and 
encourage frequent transparent communication, information sharing, and collaborative relationships. As shown in 
Table 1.1.4-1, we will establish specific lines of communication to ensure that the TO will have successful execution 
and address technical performance, budgets, and schedule.  

Table 1.1.4-1. Customer Reporting and Communication. 

Our frequent and transparent communication ensures ongoing situational awareness of status. 

 

ITSM service strategy is important for identifying and integrating IT goals with the J6 objectives and focusing on 
successive work stages. The Service Portfolio, aligned with the J6 vision, will be key drivers of what services to focus 
on in the other ITSM framework processes. IT service design teams will be used to review and capture the IT service 
strategy. We will establish specific lines of communication to ensure the TO will have successful execution and 
address technical performance, schedule, and cost. To ensure we can meet Government requested and informal 
meetings, the Harris Program Manager or DPM will be onsite during regular duty hours and available within two 
hours during non-duty hours. As part of the Team Harris continual improvement commitment, our Program Manager, 
DPM, team leads, and other managers will maintain contact with their J6 counterparts on a regular basis to discuss 
program/task performance and obtain feedback. Harris will work in partnership with the J6 PMO to establish a 
performance evaluation process— as part of our continual improvement process—to obtain constant feedback both 
during and at the substantial completion of a project. Information received on these surveys will be used to improve 
performance and ensure J6 satisfaction on current and future projects. We will also actively consider any team 
member’s suggestions for improvement. These will be submitted to the PMT for action and addressed as described 
below. Harris also continually improves program effectiveness through the refinement and use of QCP elements and 
tools, such as the quality policy, quality objectives, audit results, analysis of data, corrective and preventive actions, 
and management review. We will ensure quality of services is paramount for all employees and teammates. 
1.1.5     Task Order Performance 
During execution of the N2ITSM contract, Team Harris will ensure high-level performance through proactive 
management and continual self-assessments, to include Program Management Reviews (PMR). Utilizing the CSFs 

Table 1.1.4-1. Customer Reporting and Communication. 

Customer Reporting and Communication 
Daily Project Calls. Leads will conduct daily calls to discuss accomplishments, track status, and review the next day’s schedule. These calls 
will cover all operational and technical details. As a quality check, the Program Manager will make unannounced site visits to monitor issues 
and progress details. 
Program Management Reviews. The Harris PMT will meet face-to-face with the N-NC Program Management Office (PMO) to formally 
present and review program status, deliverables, risks, schedule, and any other programmatic issues. Harris will also participate in the N-
NC-hosted steering committee, as invited. 
Internal Weekly Status Reviews/Reports. The Program Manager will meet weekly with all leads and project managers to review status of 
deliverables, schedule, and resources. These meetings result in written status reports that will roll up to provide the information for the 
monthly status review. 
Harris Senior Management Meetings. The Harris N-NC Program Manager will meet with senior executives at Harris on a monthly basis to 
discuss program objectives and overall performance. As needed, senior executives will be available to address critical mission changes or 
issues. 
Weekly Project Brief. Our Program Manager and other key leadership will meet with the Government weekly to provide project and 
operations status. In addition, future activities and potential risks will be addressed. 
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and KPIs described in the PWS as a baseline, we will proactively measure our performance. Through this process, 
we will identify issues, risks, and performance against targets. We will then define solutions, response strategies, 
corrective and preventative actions, and improvement opportunities. 
Being resident onsite at the N-NC location, our Program Manager will have a daily pulse on the performance of the 
team. For the first 90 days of the contract, he will conduct daily touch point meetings with each of his leads to identify 
and develop a response strategy to any performance risks. Issues, risk, corrective and preventative actions, and 
improvement opportunities will be logged and tracked to closure. Approved improvements will be added to the 
Service Improvement Plan (SIP) and implemented according to schedule. As challenges arise, we will work jointly 
with the Government to assess the current situation, and, if required, the SIP. All people, processes, and technology 
will be subject to assessments. The N2ITSM Task Order PWS is organized based on the ITIL framework. Therefore, 
our performance will be judged based on the successful execution of the PWS requirements utilizing the framework. 
Figure 1.1.5-1 depicts the ITSM Service Lifecycle in the ITIL framework. 

 

 
Figure 1.1.5-1. ITSM Service Lifecycle from ITILv3 Service Design Volume.  

Team Harris will drive process effectiveness by utilizing the ITSM framework. 
 

1.2 Transition Approach 
Team Harris has planned transition activities that result in a low risk, on time and on budget contract transition, with 
the lowest possible impact on daily operations. 
1.2.1  Introduction 
A smooth, seamless transition is important to continuity of operations. Team Harris is dedicated to bringing that to N-
NC. Our transition approach commits to a solid partnership with the N-NC leadership; to the retention of qualified 
incumbent personnel possessing critical skills; and to a dedicated transition leadership team. Our transition activities 
culminate in our Team Harris Transition Readiness Review (TRR), which will ensure the N-NC mission the smoothest 
transition possible. The TRR is a “Harris Best Practice,” in which the status of major transition requirements is briefed 
to the customer prior to contract turnover. 
Team Harris has successfully transitioned multiple programs with national significance and global reach, including:  

 Harris’s Patriot program for the National Reconnaissance Office (NRO) 
 Harris’s 505th Command and Control Wing (505 CCW) 
 Harris’s Air National Guard (ANG) Network Operations Security Center (NOSC) 
 SRA’s Army National Guard Enterprise Operations and Security Services (EOSS) program 
 Abacus’s Kirtland Air Force Base (AFB) ITIL-based Command, Control, Communication, and Computers (C4) 

products and services support to 377th Communications Division 
 Microsoft Consulting Services Army 7th Signal Command Theater personnel.  
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This success represents the level of support you can expect from Team Harris. We will be ready and available to N-
NC within 14 days of contract award, as required, and will include our in-depth transition plan and schedule of 
transition activities with milestones.  
1.2.2  Transition Team 
The transition team is responsible for all transition activities and is led by the Transition Manager (TM). The TM 
coordinates all issues related to transition and reports directly to the Program Manager through contract start. Our 
TM, Mr. Daniel L. Caron, PMP, brings outstanding professional and personal Air Force experience transitioning 
critical operations. He spent 21 years in the Air Force working critical communications projects, specifically dealing 
with telephone and Land Mobile Radio (LMR) systems. During his ten years with Harris, Mr. Caron successfully 
assisted the transition of the Network and Space Operations and Maintenance (NSOM) program at Schriever AFB. 
He transitioned the Space Command Digital Integrated Network (SDIN) and Global Command and Control System 
(GCCS) contract on a very short transition schedule, with no mission degradation or lost mission supports. Mr. Caron 
is further supported by Team Harris corporate resources in eight key areas: HR/Personnel, Site Lead, Finance, 
Contracts, Security, Quality Assurance (QA), Training, and Quick Reaction Team (QRT).  
1.2.3  Transition Activities 
The TM will ensure timely completion of all transition activities—to include, but not limited to—a full review and 
transfer of Automated Data Processing Equipment (ADPE) accounts, all safe combinations, administrative accounts 
and passwords, and a full inventory and transfer of all Government-furnished equipment (GFE), including 
Communications Security (COMSEC) materials. Table 1.2.3-1 further identifies other critical activities covered during 
the transition, along with the Team Harris methodology in addressing these activities. 

 

Table 1.2.3-1. Team Harris Transition Methodology. 

Ensures an efficient and seamless transition for N-NC. 

Team Harris 
Transition 
Activities 

Team Harris Methodology 

Program 
Management 
Office Activation 

Upon award announcement, our N-NC PMO is formally activated. While our Team Harris PMO has been working 
pre-award activities since April 2012, upon contract award, our TM assumes formal control and provides direction 
over the onsite team and functional leads and coordinates support from all members of Team Harris. The TM 
coordinates and collaborates with the Team Harris Program Manager to ensure continuity of operations (COOP) and 
a solid hand-off at contract start. 

Quick Reaction 
Team Activation 

One of the key lessons learned from transitioning prior projects is to set up an N-NC QRT for reach-back and 
contingency/COOP. This tailored team is made up of experts in all functional areas. At award, Team Harris will 
activate its QRT. Team members are put on telephone standby, monitor transition activities, and are available to the 
TM as the need arises. 

Security Transfer 

Team Harris’s security managers begin processing security clearances and security clearance transfers as soon as 
the contract is awarded, and upon hiring personnel through our recruitment efforts. The Defense Security Service 
(DSS) recently awarded Harris IT Services its second consecutive “Superior” rating—only 3% of industry achieves 
this rating. 

Visit Authorization 
Requests (VAR) 

We will ensure personnel security clearances are certified to N-NC with a VAR before the end of the transition period 
to ensure timely processing for badges and accesses to work areas. As new technical and management personnel 
are identified and join the N-NC project, VARs are updated. The VAR is created and sent to N-NC security 
managers using the Joint Personnel Adjudication System (JPAS) VAR System, which is instantaneous. 

Badging 
Our team is familiar with the Government personnel and facility badging and vehicle registration requirements. We 
will work closely with local base representatives to ensure all personnel are properly badged. Company badges are 
completed IAW local company policies. 

GFE Asset 
Management 
Transfer 

Team Harris will conduct joint, 100% inventories of GFE, software, documentation, and support equipment in 
conjunction with incumbent and Government representatives. Inventories are scheduled twice: the first time for initial 
location and count, and a second time during the final week of transition for Team Harris to formally sign for the 
GFE. Dual inventory counts are a Team Harris best practice, ensuring the inventory accuracy of all items, including 
those items not in use every day (i.e., storage, spare parts, etc). 

Full Contract 
Compliance 

Team Harris conducts the TRR prior to contract start. At the TRR, Team Harris will present the status of hiring 
actions, security, GFE equipment transfer, knowledge transfer, in-flight task cutover, facility badging, training, and 
other phase-in requirements. The result of the TRR is a Government Go/No-Go to initiate contract start. 
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Improving Capabilities and Performance  

On the Patriot program, Harris attained a 30% decrease 
in costs after there was a 25% increase in services 
provided because of their ITIL implementation. 
 

On the Joint Staff Information Network (JSIN) contract, 
Team Harris delivered significant improvements by 
applying ITIL processes. 
 

At Kirtland AFB, Team Harris designed and 
implemented the Kirtland C4 Response Center 
(KC4RC) leveraging ITIL best practices. 

Making ITIL Work 

On the Fort Bliss Network Enterprise Center (NEC) 
contract, Team Harris developed standard, repeatable 
process documentation, including policies and process 
plans, and over 35 tactics, techniques and procedure 
documents, one per active service, as defined in the 
Service Catalog (C4IM). 
 

On the Patriot contract, Team Harris generated 
standard operating system baseline configurations, in 
coordination with MSD Security. We maintained NRO 
SOPs, as well as Network Instruction (NI) and Network 
Standards (NS) in support of the Mission Operations 
Directorate/Network Operations Group/ Enterprise. 

1.2.4  Transition Communications Plan 
Transparent, open, and frequent communication is a hallmark of our successful transition past performance. We will 
conduct meetings with the Government N-NC Program Manager, onsite Government customers, and incumbents to 
ensure full understanding and cooperation of our transition activities. 
1.3 Task-1: Process Requirements 
Team Harris will leverage our experience working with customers developing and designing ITIL processes to refine 
the current N-NC ITIL environment. Our approach to defining process requirements includes interviews with N-NC 
leadership incumbents, customers, and end users. Using ITILv3 best practices, we will identify a service lifecycle 
consistent with delivering desired service results. 
1.3.1 Sub-Task 1:  Process Models 
Team Harris has experience implementing and improving process 
models across multiple accounts. Upon award, we will conduct a 
current state assessment to identify gaps and implement quick 
fixes that will enable improved process function and production of 
outputs. Our implementation plan, provided to the N-NC leadership 
team 30 days after award, will allow us to demonstrate our 
approach to meeting the PWS requirements and identify the 
systems and technologies used for facilitating and mapping 
processes and automating Operational Metrics (OM) for report 
production. We have provided our staffing plan, defining our 
approach for DoD Directive 8570, computing environment, and ITILv3 certifications compliance as Attachment 1. We 
will submit the final plan within 15 days of contract award. To ensure process accountability and management, we will 
include our optimized organizational structure recommendations, including service and process ownership, in the 
staffing plan.  
We have extensive experience designing and implementing ITIL processes based on process models. As part of our 
current state assessment during transition, we will gain an understanding of which processes need to be re-
engineered and which need to be optimized. Our solution for OM reporting provides the N-NC leadership with the 
interaction necessary to understand status of the CSFs/ KPIs/OMs 
for the processes and services Team Harris provides. Our RACI 
(Responsible, Accountable, Consulted, Informed) models described 
in the Service Catalog clearly define ownership, accountability, and 
responsibility for core services and service level packages. This 
identifies direct POCs for N-NC leadership questions or concerns. 
1.3.2 Sub-Task 2:  Process Outputs 
Our process models include process frameworks, controls, 
enablers, activities, OMs, roles, RACI matrices, procedures, and 
work instructions. We will draft these within 30 days of contract 
award. Recommendations for process improvements, identified as 
part of the current state assessment, will route through the process 
model for N-NC leadership approval. Contractual process models will be maintained in the Knowledge Management 
System (KMS) (CDRL A002). 
Our processes are compliant with applicable Government policy and IT governance best practices. In the absence of 
policy or standards, Team Harris will leverage industry best practices from industry leaders. To minimize risk of 
negative business impact, changes to the ITSM PWS policy will be managed through the Change Management 
process and approved by the Change Advisory Board (CAB) or N-NC POC prior to release. The Team Harris 
approach ensures we are responsible for all services in the Service Catalog. 
The ITIL framework stresses the importance of business/mission/IT alignment and the critical need to ensure the 
appropriate CSFs/KPIs/OMs are gathered and reported upon. Therefore, we will continually analyze all gathered 
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Improving Capabilities and Performance 

On the FTI program, Team Harris reduced operating 
costs for the call center by 65% by implementing a 
customized ticketing system with automated controls. 

Responsive Mission Partner 

On the 50 Space Wing’s Mission Communications 
Operations and Maintenance (MCOM) contract, the 
Team Harris last 3 Award Fee Scores were 99.5%, 
100%, and 100%. Our last 3 Contractor Performance 
Assessment Reports (CPAR) were rated as 
“Exceptional.” 

OMs to ensure we are measuring what is important. Team Harris will conduct workshops with the key stakeholders 
within N-NC to identify and isolate the mission-appropriate CSFs/KPIs/OMs to ensure they are correctly targeted. 
Once Team Harris identifies and isolates N-NC specific CSFs/KPIs, we will produce of a portal-based dashboard that 
pulls raw data from original record sources, calculates the OMs for a variable period, and displays CSF satisfaction 
information without human intervention. Our approach leverages N-NC-owned software and solutions, specifically 
Microsoft products. Our solution enables the proper use of business intelligence by providing business insight to all 
key N-NC stakeholders leading to better, faster, more relevant IT decision making. This solution pulls data from 
System Center Operations Manager (SCOM), System Center Service Manager (SCSM), System Center Virtual 
Machine Manager, and System Center Configuration Manager (SCCM) to provide a comprehensive view of N-NCs 
environment. SCSM also allows for direct publishing to the Data Warehouse (DW) from custom sources, which 
accommodate any future cost saving moves to consolidate redundant systems. The Harris solution as shown in 
Figure 1.3.2-1 enables self-service reporting and dashboard authoring w/ Online Analytic Processing (OLAP) cubes, 
powered by the proven system center management pack model. Report authoring is facilitated for knowledge 
workers via Microsoft Office integration (Excel, Word), and SharePoint—all common and friendly user interfaces. 

 

 
Figure 1.3.2-1. OLAP Cube. An OLAP Cube is a data structure that overcomes limitations of relational databases by providing rapid analysis 
of data. Cubes can display and sum up large amounts of data while also providing users query able access to the most granular of data so it 

can be rolled up, sliced, and diced as needed to handle the widest variety of questions germane to a user’s domain of interest. 

1.4  Task-2: Service Operations Management  
Team Harris provides N-NC the expertise in ITIL service operations 
needed for complete mission success. Because of our team’s 60-
plus years of providing service operation and maintenance (O&M) 
support for enterprise DoD missions, we know just how critical a 
robust service operations approach is to supporting N-NC’s mission 
of aerospace warning and control, maritime warning, and homeland defense. We understand that Team Harris must 
not jeopardize these missions for any reason; they are vital to North America’s security. We will provide a lifecycle 
oriented IT service operations approach/model based on industry 
best practices that allows for high quality, measurable performance 
of IT services in support of these missions. 
As testimony to the success of this service operations model,  
Team Harris has used it since 2004 for our 10-year $75 million, 
performance-based services contract for the Air Force’s 377th Air 
Base Wing at Kirtland Air Force Base, NM. Similar in size, scope, 
and complexity to N2ITSM, this contract provides critical 
NIPRNET/SIPRNET C4 support for 27,000-plus customers and 50-plus tenant organizations. Diverse missions and 
organizations supported include the Air Force Nuclear Weapons Center, the Air Force Research Lab, the Air Force 
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Improving Capabilities and Performance  

TEAM HARRIS’S LIFECYCLE SERVICE 
OPERATIONS MANAGEMENT APPROACH WILL 
ALLOW N-NC TO: 
 Maintain quality IT services 
 Improve user satisfaction 
 Provide effective communication with users  
 Provide effective and efficient IT service 

management 
 Improve N-NC mission productivity with IT services 
 Deliver accurate and timely IT services 
 Maintain IT security compliance 
 Protect and defend IT services from threats 
 Minimize user impact to service disruptions 

Operational Test and Evaluation Center, the 58th Special Operations Wing, and the Space Development and Test 
Directorate. Our CPAR ratings have been exceptional, with over 200 letters of appreciation and a consistent 
customer satisfaction rating of 98%. We will conduct our service operations approach by: 

 Identifying, integrating, and employing existing N-NC good and best Net-centric practices into our Service 
Operations approach—take advantage of existing N-NC service operations strengths 

 Assessing, developing, maintaining, and updating service operation process documentation (e.g. work 
instructions) for missions being supported by or transitioning to N-NC 

 Integrating N-NC NETOPS senior leadership strategy/vision and creating enterprise-standard practices with 
tailored procedures and thresholds specific to N-NC 

 Providing ITIL training and facilitating knowledge transfer among contractor and Government personnel 
 Documenting and consolidating service operation process specific information into a readily accessible KMS and 

a SharePoint collaboration portal—information key to ITIL success for N-NC  

 As part of the approach, our team employs best practices to 
“stabilize” new/existing N-NC services and improve our value over 
the life of the contract. We will consider a service “stable” when it 
resides in the Service Operations phase and has defined SLAs that 
are being met or exceeded. Based on our expertise running large 
enterprise service operations similar to N-NC, we are extremely 
confident that Team Harris has the right people, processes 
(specifically CSI), tools, and technology to ensure premier service 
operations support for N-NC customers. We will meet or exceed all 
specified Government outputs, OMs/KPIs/CSFs, and target service 
levels in the service catalog and Appendix D – Attachment 1 
Service Level Targets. To validate these accomplishments, we will 
host monthly reviews (at a minimum) with N-NC to evaluate and 
score our progress (scorecards). Each service owner will 
prominently display their monthly service targets and accomplishments and be accountable for any missed targets. 
Service goals will be embedded within employee labor categories and employee performance will be evaluated as 
part of the annual performance appraisals. 
1.4.1 Sub-Task 1:  Service Desk (SD) 
Team Harris provides a Service Desk (SD), which acts as a single point of contact (SPOC) for the end user for all 
service and incident requests. This includes all modes of incoming requests: walk-in, phone call, email, web, etc. By 
doing so, we will provide a customer focused interface for all users, allowing the efficient use of IT services, assisting 
in the restoral of normal services as soon as possible, and providing information about potential service interruptions. 
Our SD personnel are technology trained, ITIL certified, and responsive to end users to ensure we will maintain a 
high first call resolution percentage, correct routing during escalation, and quick resolution of incidents. We will follow 
the existing N-NC customer prioritization schema, assigning the highest priority users a higher priority in scheduling 
resources. All these factors combine to ensure we will maintain high customer satisfaction. 
Team Harris is no stranger to SD operations; we have successfully supported such operations for the past two 
decades for numerous DoD and federal agency customers. Collectively, our team now supports over a dozen SDs 
and almost five million users—just within the DoD. Teammate Microsoft alone provides software support for 
approximately 4.9 million federal customer workstations across 157 major accounts. Of these customer PCs, 
Microsoft provides service desk services to nearly 4.2 million, including 720,000 PCs for the U.S. Army, through 
Premier Support. Our knowledge base includes all aspects of the people, processes, tools, and technology 
necessary for robust Self-Service/Tier 1 through Tier 3 SD support. Team Harris has successfully supported the 
current N-NC SD since 2010 (approximately 6,800 users). We will take advantage of this incumbency and capitalize 
on the entire team’s capabilities to institute optimized and streamlined SD operational practices starting Day One of 
the contract. The Team Harris incumbency, coupled with the rest of our team’s SD capabilities, will bring a fresh 
perspective to N-NC SD operations, one that specifically focuses on improving customer service and communication. 
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Improving Capabilities and Performance 

On the Joint Task Force (JTF) Bravo contract, Team 
Harris improved the mean time to resolve OM from 70% 
to over 90% for all service towers. 
 

On the NMCI contract, Team Harris improved the mean 
time to resolve OM to less than 18 minutes for Severity 
1 incidents through CSI activities focused on IM. 
 

Responsive Mission Partner – Reliable as a Dial Tone 

Team Harris provided service desk support (as part of a 
successful five-year, $20M NOSC contract), for Air 
Education and Training Command (AETC) Director of 
Communications and Information (HQ AETC/A6), 
Randolph AFB, TX. This included rapid, affordable, and 
innovative communications and computer services 
support for both NIPRNET and SIPRNET, providing Tier 
0/1/2/3 type SD support for 100,000+ personnel 
spanning 13 Air Force bases. 

Figure 1.4.1-1 depicts our overall SD approach. 
 

 
Figure 1.4.1-1. Team Harris SD Approach. The Team Harris approach provides effective efficient service desk services at all levels. 

Beyond providing Tier 1/2/3 support, Team Harris also proposes the 
use of a web-based portal capability for users/customers to submit 
incidents or service requests (I/SR). If accepted by the N-NC, we 
will provide web-based self-help and troubleshooting checklists (i.e. 
password reset, frequently asked questions (FAQ) sheets, etc.) and 
procedures that enable N-NC customers to resolve I/SRs on their 
own. The function will provide service request support for moves, 
adds, and changes (MAC) when possible. For those items that 
cannot be resolved at the self service level, we will generate and 
process tickets at the Tier 1 level by our SD technicians. Our 
experience shows that the use of a web-based portal provides for more effective and targeted communication with 
users/customers and their issues, and provides the means to inform, report, and solicit feedback. Once approved, 
our staff can work with N-NC to establish the portal and ensure it seamlessly interfaces with N-NC’s existing ticketing 
system. As shown in figure 1.4.1-1 above, we will receive, process, and escalate incidents/requests through various 
tiers of expertise for resolution IAW N-NC prioritization levels (e.g. 1A, 1, 2, and 3). We will close them out and solicit 
performance feedback from customers so we can continually improve our service delivery. Using our Incident 
Management (IM) process (discussed in more detail below), we will log, categorize, and prioritize all relevant 
incident/service requests and provide first-line investigation and diagnosis. Our SD personnel provide resolution 
support and escalate items that require more extensive subject 
matter expertise as needed, while keeping users informed of 
progress. Incidents/requests are closed, and satisfaction surveys 
conducted. Our goal is to communicate with users—keeping them 
informed at all times of progress, and notifying them of impending 
changes or scheduled outages. Team Harris is prepared to also 
provide onsite support to alternate locations, such as Tier 1 support 
to the estimated 25 users at the Washington Field Office. 
1.4.2 Sub-Task 2:  Incident Management (IM) 
Paramount to our service operations approach is our ITIL framework IM process. Through this process, we will 
restore normal service operation as quickly as possible within N-NC SLA thresholds and minimize the adverse effect 
of service disruptions to N-NC operations. Using our IM process, our qualified staff will manage, configure, install, 
troubleshoot, maintain, and upgrade all required N-NC IM systems and ensure they are available for Government 
access, use, and review at all times. All incidents will be resolved for N-NC users within required restoration 
thresholds and priorities, and we will meet all IM reporting thresholds specified in the service catalog and the PWS. 
All Core Service Packages will be accompanied by a major incident model— no exceptions. 
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Reliable as a Dial Tone 

Within the Harris Assured Infrastructure Management 
(AIM) organization, we attained a 95% success rate in 
exceeding SLA for priority 1 access requests. 

Improving Capabilities and Performance 

Team Harris managed an average of 150 planned 
maintenance actions per month at each NOC. With 
each change, the configuration modification could 
inadvertently result in the network being non-compliant 
with NMCI standards. To address this, we created a 
solution that enabled our team to constantly query 
devices and confirm those devices adhered to the 
appropriate standards. Depending on the severity of the 
issue, the tool used could either report the issue to 
appropriate personnel or correct the problem directly. 

Our IM process begins with detecting and accurately logging or recording (ticket creation) all incidents at the Self-
Service/1 SD level. This also entails categorization and prioritization (e.g. priority 1A, 1, 2, and 3) of all incidents 
based on established standard operating procedures (SOP), and initial diagnoses, troubleshooting, and escalation (if 
required) to subject matter experts with the correct skill levels to quickly restore normal services. We will resolve 
incidents at the Self- Service/1 level to the greatest degree possible to enable faster resolution, satisfying and 
surpassing SLAs. Each incident ends with verifying customer 
satisfaction and incident closure documentation. Our SD 
technicians determine workarounds to return systems to operation, 
and provide information for our specific Problem Management 
process capabilities to resolve underlying causes of incidents. 
With respect to the automated tools used in our IM approach, Team 
Harris is product agnostic, and we possess the skills and knowledge to use any suite of Government-provided tools 
for IM. We understand that N-NC is currently evaluating and integrating the Microsoft Systems Center (MSC) suite of 
products for IM support in lieu of the current BMC Remedy suite of modules; more specifically, the use of SCOM and 
SCCM. Team Harris is uniquely positioned to aid N-NC in the successful integration and use of these tool sets, as 
Microsoft is one of our team members. Therefore, through Team Harris, N-NC will have direct access to MSC subject 
matter experts who can readily assist and advise in the use of these products. In collaboration with N-NC, Team 
Harris is confident we can improve support in the area of providing real time or near real time status of network 
assets (enterprise status accounting) and the fine-tuning of SCOM alerts for more effective system and network 
administration. 
1.4.3 Sub-Task 3:  Request Fulfillment  
For Request Fulfillment (RF), we will provide N-NC customers, 
through the SD, a channel to request and receive standard services 
(including a self-service capability), request information for 
obtaining services in the service catalog and their availability, 
request the delivery of components related to desired services, and 
provide general information to customers (e.g. scheduled/ 
unscheduled outages, maintenance windows, special events, etc.). 
Within 30 calendar days of contract start, Team Harris evaluates 
the standard request model for each service model and provides N-
NC with any required models. We will also provide recommended 
changes to existing models. Each model includes items such as approval authority, provisioning steps, associated 
costs, funding approval steps, service assets, the Core Service Package and any associated Service Level 
Package(s) for any differentiated offerings. Quarterly, we will update these models as necessary. Once received and 
validated, we will work closely with the N-NC CAB to plan for the proper release and deployment of a service request. 
As we receive requests, our SD personnel ensure that all proper priority levels and fulfillment requirements are 
strictly followed (unless the Government approves variances) and all required information elements are provided. 
Through our RF process, we will properly detect and record all requests and fulfill them in a timely manner based on 
policy, SOPs, and established SLAs. Service requests will be initially assessed and then distributed to all appropriate 
N-NC personnel for review, including the CAB, if required. There may be some unique requests for N-NC, for which 
we will identify, document, and establish unique fulfillment SOPs. We will accomplish all RF activities in close 
coordination with our other ITIL processes, such as IM and SLM. Using our RF process, we will meet or exceed all 
required service performance threshold specified in the PWS—no exceptions. 
 1.4.4 Sub-Task 4:  Access Management  
Using the Team Harris Access Management (AM) process, we only grant authorized users the right to use an N-NC 
service (from the service catalog), while preventing access to non-authorized users. Key activities within our AM 
process include: 

 Access request management—used for properly managing request for change/service request 
 Verification management—ensure proper username and password and/or organizational approvals 
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Reliable as a Dial Tone – Making ITIL Work 

On the NASA Kennedy Space Center (KSC) contract, 
Team Harris provides IT and communication services 
for 10,000 users. We provide ITIL processes for all KSC 
wired and wireless voice/data/video transport, circuit 
management, VTC, disaster recovery, COOP, and SD. 
Further, they provide support for 24x7x365 data center 
services (200+ applications, 1,000+ web pages, 170TB 
SAN, 500 databases, and 520 servers; 255 of which are 
virtualized), configuration management, software, 
systems, and network engineering support, and Cyber 
Security. 
 

 Rights management—access or restriction enforcement 
 Identity status management—enforcing access restrictions when roles change 
 Access logging and tracking—enforcing proper use of access rights 
 Rights removal or restriction—revoking access rights 

While we are product agnostic in terms of providing AM services, Team Harris has access to a wide array of vendor 
products and approaches for such services. For example, via team member Microsoft, we will have access to in-
depth expertise and a robust suite of identity and AM products and solutions, such as Active Directory Rights 
Management Services, Active Directory Federation Services, Forefront Unified Access Gateway, Forefront Identity 
Manager, and Windows Identity Foundation. We can leverage this experience, as well as our experience in the 
Microsoft suite of products owned by N-NC, such as MSC. We will make use of these products in order to assist N-
NC to better manage risks, and empower customers and users with access to information they need to get their jobs 
done. 
As part of our AM process, we will conform to DoD Directive 8570.01-M, and will ensure that access rights are 
terminated or restricted as needed (e.g. upon death, resignation, dismissal, role change, etc). For N-NC, we will 
change administrator passwords and service accounts IAW DoD and N-NC policy, and use a password book for 
documenting service account passwords and maintaining detailed procedures for changing the passwords for catalog 
services. At all times, we will promptly coordinate with Telephone Control Officers (TCO) to ensure users of smart 
phones, cell phones, and other wireless devices are still active and assigned to N-NC. This will ensure wireless 
accounts are not continued after a user is terminated, transferred, and/or released. We will maintain accurate 
documentation for users with elevated rights, including system, network, and storage administrators, and document 
the specific rights delegated to and/or roles held by each user and service account. All personnel with elevated rights 
will be certified on each service asset they have elevated access to, and we will maintain a personnel database with 
all required certification information and make the database available for Government access, as needed. 
1.4.5 Sub-Task 5:  Technical Management—Network and Infrastructure  
Team Harris is very experienced in providing technical 
management support to large, enterprise organizations with critical 
mission requirements like N-NC. For example, our team currently 
provides outstanding (demonstrated through numerous awards) 
technical management support for the NASA Kennedy Space 
Center; network/infrastructure support for 10,000 customers 
supporting manned and unmanned space launch operations (see 
callout box at right for more details). From experience, we believe 
the key to success in performing the N-NC contract (with its diverse 
technical requirements) is to ensure we provide the right people, 
processes, and tools/technology to get the job done right. For this 
engagement, success starts with Team Harris providing the 
following: 

 The trained, certified, and highly skilled resources needed to support any ongoing network and infrastructure 
requirements, particularly with respect to the design, testing, release, and improvement of N-NC services. We 
will ensure all our personnel (regardless of company affiliation) possess the certifications and skills to do their 
job, beginning at contract start and continuing through the life of the contract. 

 The ITIL framework is used to shape all five ITIL phases (Service Strategy, Design, Transition, Operations, and 
CSI) needed to ensure effective and efficient delivery of services. Team Harris fully embraces ITIL (the most 
widely used framework worldwide for conducting O&M requirements). We will provide N-NC the proper ITIL 
documentation and process knowledge (templates, checklists, process diagrams, SOPs, policies, and practices) 
to do the job right. 

 The tool and technology expertise, and forward-looking insight to successfully operate, sustain, and plan for the 
proper use of N-NC GFE. From our team’s previous O&M engagements, we have broad and diverse expertise in 
managing the tool sets N-NC currently uses. In addition to these tools, our Program Manager will ensure we 
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Improving Capabilities and Performance  

The Crisis Management System (CMS) is a Top 
Secret/Special Compartmented Information (TS/SCI) 
system that provides Executive-level VTC, internet 
protocol (IP) voice communications, and secure 
facsimile over IP. CMS sites are geographically 
dispersed with 142 total, of which 137 are CONUS, and 
five are OCONUS. 
 

CMS VTC has therefore grown to more than double its 
pre-9/11 complement of sites, to a current total of 246, 
with Team Harris providing the service. Team Harris has 
significantly exceeded the contract availability 
requirement during the entire program, steadily 
improving to more than 99% at present. The CMS 
program has consistently been awarded 99-100% 
award fees. 
 

As technology has progressed, Team Harris has helped 
CMS move from VTC technology dominated by 
proprietary communication protocols and very poor 
video quality to IP-routed networks and interoperability 
among all mainstream vendors' offerings. 
 

Reliable as a Dial Tone – Making ITIL Work 

Team Harris received the NASA Kennedy Small 
Business Prime Contractor of the Year Award for 2009 
and 2011, and was identified by the Small Business 
Administration as the Top Region III Small Business 
Prime Contractor for 2011. 

Reliable as a Dial Tone – Improving Capabilities  
and Performance 

Our team of network, architecture, design, engineering, 
implementation, installation, and operations engineers 
helped transform the NMCI legacy network environment 
into a single enterprise-wide Navy/Marine Intranet. This 
newly transformed environment increased network 
performance by managing the Regional Network 
Operation Centers to efficient SLAs related to the IT 
infrastructure. Presently, Team Harris manages more 
than 22,500 NMCI network devices and 5,500 legacy 
devices as part of a performance-based (PB) contract. 

provide technology refresh planning on a consistent basis to take advantage of newer technologies and tools 
that are within N-NC budget thresholds. 

Leveraging O&M expertise from our team members, the Team 
Harris Program Manager will oversee a staff that delivers service 
that meets or exceeds all N-NC specified service outputs, CSFs/ 
KPIs/OMs. “Premier” Tier 3 support (for all required locations) will 
be the norm, not the exception. We will meet all service catalog 
thresholds for network, server, storage area network (SAN), and 
database administration and provide for robust COMSEC service 
support, circuit actions, VTC/audiovisual support, infrastructure 
support (e.g. cabling and wiring), data storage, continuity, and back 
up support without failure, using applicable ITIL processes, 
activities, and specified N-NC SOPs and directives. 
We will provide experienced COMSEC personnel who will successfully operate, monitor, secure, and sustain N-NC 
encryption services within expected service performance thresholds. Our team has extensive experience and 
expertise with the management support of encryption devices like the KIV-7M and the KG-175D (Micro TACLANE). 
For example, at Kirtland AFB, Team Harris provides encryption services for 350-plus mission essential secure voice 
and data service endpoints using secure devices such as the STU-
III, STE, KIV-7, and KG-175. We will control all COMSEC material 
held in the N-NC COMSEC account(s) and help develop and 
enforce established procedures, policies, and regulations for the 
protection of COMSEC equipment, materials, and aids. 
We will procure and manage all long haul telecommunication 
services and circuits, and effectively manage all telecommunication 
requests (TR), tracking, and budgeting requirements. Monthly, we 
will provide the ITSM Budget Report detailing circuit expenditures. 
We will create and maintain Circuit History Folders in accordance 
with AFI 33-116, Para 3. Forty-five days after the start of the 
contract, we will create and maintain the Circuit Database.  
All VTC and audiovisual related services and equipment will be 
properly serviced and maintained. In addition to installing, operating, 
and maintaining VTC, AV, and CATV systems in the N-NC HQs and 
CMAFS, we will also operate the four simultaneous MCU VTCs—
three on SIPRNET and one on NIPRNET. Team Harris is prepared 
to execute the Optional Task for VTC and Conference Room 
Scheduling. If the optional task is exercised, we will manage the 
scheduling of conference rooms requiring VTC and/or IT support 
using MS Outlook calendar features. We will schedule the conference room facilities based on user VTC and/or IT 
Support requirements and resolve scheduling conflicts using MS Outlook resourcing. We will ensure the VTC and/or 
IT support equipment is functional and operational prior to scheduled use b y performing function checks 15 minutes 
before scheduled meetings. We will have onsite technicians monitor the approximate 2,200 VTCs per year during 
scheduled meetings to resolve connectivity or VTC functionality issues. We understand the 24x7 structure of 
operations at N-NC and we have supported similar operations at 
Los Angeles AFB and Schriever AFB. Team Harris brings far-
reaching VTC and conference room scheduling knowledge and 
support to N-NC. Services provided at other bases, such as 
Schriever AFB, maintained current success rate of 99.5% through 
personnel who are appropriately cleared and trained on VTC 
equipment. The Government benefits significantly through Team 
Harris’s diligence in ensuring top personnel are hired and trained for these positions. Other tasks we will successfully 



 

Use or disclosure of data contained on this sheet is subject to the restriction on the title page of this proposal.  Part I-14
 

Making ITIL Work 

At Kirtland AFB, the Team Harris Kirtland C4 Response 
Center Service Desk uses ITIL best practices that include 
a Problem Management process. This process is 
integrated with their change, release, and IM processes 
and has led to a customer satisfaction rating of 98% and 
200+ letters of appreciation for their contract. 

Improving Capabilities and Performance 

FTI’s successful integration of 55 distinct commercial 
off-the-shelf (COTS) software packages into a secure 
system that automates accounting, configuration 
management, and monitoring was accomplished. The 
production software includes 590,000 service lines of 
code and was developed IAW the industry best practice 
phase methodology using a set of integrated tools that 
support all phases of the product lifecycle. Products are 
based on an open system architecture concept and use 
object-oriented technology to produce high quality, 
maintainable software with low lifecycle costs. 

perform under technical management include cable and wiring, virtual infrastructure support, data storage, continuity 
and back-up, and effective management of all communication TOs. Team Harris has extensive experience and 
expertise with the technical management of networks and IT infrastructure, and we will ensure all required 
performance parameters are met for these requirements in the PWS. 
1.4.6 Sub-Task 6:  Problem Management  
The objective of our Problem Management process is to manage 
the complete lifecycle of a problem, from inception to closure. We 
want to prevent problems and resulting incidents from happening, 
eliminate recurring incidents, and minimize the impact of 
incidents that do occur. As part of our Problem Management 
process approach, we will identify the root cause of incidents and 
problems, and initiate actions to correct the problem within 
expected N-NC SLA parameters. More specifically, we will 
accurately identify/receive, log/record, categorize, prioritize, investigate and diagnose, update the known error 
database (KEDB), escalate and assign problems to our subject matter experts as needed, and resolve and close 
problems. We will update the KEDB to assist in root cause analyses, pass changes required to correct the underlying 
cause of problems to our change and release management process, and establish workarounds when they can be 
determined. 
We will also take preventive action to reduce potential problems (e.g. follow trend analysis of incident volumes and  
types), and ensure we have up-to-date information on known errors and corrected problems for use in our IM 
process. Finally, we will document and conduct a review of our actions and formally close all problem tickets. As part 
of the review, we will determine what was correctly done, done wrong, what could be done better in the future, 
determine how to prevent a recurrence, and determine if there is any third party responsibility requiring follow-up 
action (possibly with other vendors). As a routine practice, we will also employ our N-NC methodology to sustain an 
optimized Problem Management process. To make sure that N-NC IT service availability and quality are increased, 
we will ensure close collaboration and seamless interaction between our problem, change, release, and IM 
processes. This interaction of processes for N-NC provides for higher availability of services and higher productivity 
of N-NC staff. It also helps reduce the expenditure of resources to workarounds or fixes that do not work—reduce the 
staff resource drain caused by “fire-fighting” or resolving repeat incidents. 
1.4.7 Sub-Task 7:  Application Management—Commercial and Government Off-the-Shelf  
Team Harris views applications as a component of services; 
therefore, we will manage all applications and related assets from a 
lifecycle perspective—the same as we do for services. Through our 
N-NC application management approach, Team Harris uses our 
ITIL best practice service operations processes and activities to 
oversee the daily system administration actions needed for all N-
NC applications (e.g. those in the service catalog, software service 
and asset catalog, and Appendix D of the PWS) in such a way as 
to meet or exceed all required service levels. At all times, we will 
provide the required system administration training, awareness, 
and experience to maintain applications within SLA performance 
thresholds. We will also share our staff’s skills and knowledge with 
N-NC Government service owners through on-the-job training (OJT) programs, ad-hoc and scheduled presentations, 
or via “brown bag” lunches and technical interchange meetings. At the discretion of Government service owners and 
management, we will also report application issues relevant to their area of responsibility. Before going to the 
Government, our Program Manager will verify and validate the reports and conduct a complete quality check of the 
report data to ensure its accuracy and completeness. Our Program Manager will also ensure our staff work through 
the appropriate business relationship manager (BRM) to identify the utility, warranty, and funding constraints for new 
software assets or major version changes. Our application analysts will monitor and seek out major software version 
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Improving Capabilities and Performance 

For the U.S. Department of Agriculture (USDA), Team 
Harris supported cloud-based messaging and 
collaboration by consolidating 21 mail systems, and 
migrated 125,000 mailboxes to cloud-based mail, based 
on Microsoft O365 with greater than 99.9% availability. 

updates for new software and submit all required change requests within 30 days after commercial release, with 
appropriate Service or Service Improvement Package documentation. In conjunction with our service operations 
processes, we will also apply application lifecycle support activities and SOPs that encompass and fully support the 
design, build, testing, release/ deployment, training, operation, and optimization of all enterprise application services 
(new or modified). This support includes maintaining the most current version and patch level of all specified N-NC 
applications. Our application management approach seeks to attain five key objectives for N-NC: 

 Provide well-designed, resilient, and cost-effective applications—Commercial off-the-shelf (COTS)/Government 
off-the-shelf (GOTS), new, or modified. 

 Ensure that required applications functionality is available to achieve the required mission outcome. 
 Properly manage the technical skills and staff to maintain N-NC operational applications at their optimum level. 
 Provide, at any time, the use of our staff’s technical skills to diagnose and resolve any technical problems that 

occur. 
 Provide the expertise needed to help N-NC determine whether it is more effective to buy a COTS/GOTS product 

or build a new application (i.e. analyzing requirements, determining application size and workload forecasts, 
integration requirements, and projected number of users and use of the application) 

1.4.8 Sub-Task 8:  IT Operations Management  
Team Harris has extensive and extraordinary credentials in IT Operations Managements to bring to N-NC. From 
incumbent personnel within N-NC to DeCA, NMCI, the Joint Staff, EUCOM, AFRICOM and more. The Team Harris 
IT Operations Manager will ensure that day-to-day operational activities are carried out in an efficient and reliable 
way.  
We bring a proven record of compliance with all DoD directives, including—but not limited to—the following: 

 Cyber Task Orders (CTO) 
 Cyber Warning Orders (WARNORD) 
 Fragmentary Orders (FRAGO) 

When these orders are issued, Team Harris will promptly assess the needed implementation strategy, test the 
implementation in the TIL, and roll implementation to production. These steps will be fully documented and 
completed in advance of each required by date. Proactive, responsive, sustainable, and repeatable processes will be 
implemented to ensure monitoring and reporting that drive efficient and effective N-NC IT Services. Executive 
Summary and closure reports will be provided for every major incident. Team Harris will brief the Government, as 
required. In addition, Lessons Learned documents will be created and assessments performed to ensure that root 
cause is determined, and that those risks are avoided or mitigated on future projects. Processes will be evaluated 
and improvements incorporated to ensure that the N-NC IT services are being provided at peak efficiency.  
1.4.9 (Optional Task) Network Operations Center Support 
Team Harris will utilize its vast experience in Network Operations 
Center (NOC) support to provide N-NC with top level IA/Computer 
Network Defense (CND), network monitoring, compliance, and 
liaison capabilities. We will monitor the health of all N-NC services 
and provide status of these systems using the prescribed methods, 
e.g. Situation Report (SITREP), Communication Status 
(COMSTAT), and Communication Spot (COMSPOT). Team Harris 
will also provide a status for all security domains. Technical and mission impact assessments will be provided as 
needed, and communication with the NOC, Theatre Network Operations Control Center (TNCC), and Combined 
Forces Command (CFC) for all service outages, incidents, problems, and maintenance will be performed in a timely 
fashion. OMs will be automated where possible and made available to N-NC. All network and service monitoring 
tools and IA/CND tools will be configured, optimized, and tuned to ensure proactive and efficient network support and 
safety. We will report to the NOC within 30 minutes of any isolation and or degradation of any N-NC service, CND 
device, or networks. CND events will be responded to within 30 minutes. Team Harris will comply with the current 
USNORTHCOM Communication TOs for all IA/CND directives, to include the TASKORDs, CTOs, FRAGOs, 
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Making ITIL Work 

On the Joint Staff contract, Team Harris implemented a 
service catalog and approved software list to drive the 
request fulfillment and change management processes. 

Making ITIL Work 

Proven experience developing and maturing portfolio 
management strategies and processes for other 
COCOMS and DoD environments: MDA, 
EUCOM/AFRICOM, Army Guard, Joint Staff, and more. 
 

Improving Capabilities and Performance 

Team Harris owns and operates Network Operations 
Centers (NOC), Secure Operations Centers (SOC), call 
centers, secure data centers, and teleports around the 
globe. We have honed our skills running some of the 
largest, most complex networks in the world, such as 
the following: FAA FTI, NMCI, ONE-NET, MCOM, 
DeCA, C4S, AFRICOM, COCOM, and more. 

WARNORDs, Information Assurance Vulnerability Alerts (IAVA), 
and MTOs and monitor for changes 24X7X365. We will monitor, 
analyze initiate response, and report on IA/CND events using 
configured tools. Team Harris will perform traffic analysis and 
validation, network and system log analysis (e.g. firewalls, routers, 
IDS, proxies, directory services, filters). Team Harris will participate 
in operational briefings and meetings to provide situational 
awareness and status for IA/CND, network monitoring, compliance, 
and liaison capability. We will also participate in J6 Daily Ops Briefing and the classified NOC Weekly Defense 
Connect Online conferences. 
1.4.10 Sub-Task 9:   Event Management 
Team Harris will implement effective process in concert with utilizing existing hardware and software to monitor all 
events that occur throughout the N-NC enterprise IT infrastructure and ensure that proper notification, warnings, and 
actions occur as needed. We will maximize the use of automation to monitor service assets throughout the enterprise 
to ensure the efficient and effective response to events within the network, as well as provide audit data to analyze 
and determine recommendations for the best path forward. Team Harris will always work with N-NC staff to assist in 
all areas in which the Government requires assistance. Team member Microsoft will be integrally involved in ensuring 
the optimal mixture of software and hardware are properly and efficiently deployed to the benefit of the N-NC 
mission. 
1.5 Task-3: Service Strategy Support 
Team Harris brings a wealth of experience in maturing and evolving service strategy support for our clients. We 
understand the critical role successfully managing the service portfolio lifecycle plays in fielding leading edge 
technologies and capabilities to ensure mission success. We will utilize processes and methods proven in similar 
environments for portfolio management in partnership with N-NC to 
efficiently manage their service offerings. In today’s environment of 
cost efficiencies, we understand the requirement to manage 
existing and future ITSM investments, while still driving forward with 
the deployment of new capabilities to better support the mission. 
1.5.1 Sub-Task 1:  Service Portfolio Management 
Team Harris will provide, integrate, execute, and manage the entire service pipeline within the portfolio. We will 
establish a robust and efficient mechanism for quickly assessing the feasibility, scope, and priority of new service 
portfolio requests. We will partner with the N-NC leadership to evaluate the existing Service Portfolio Management 
SOPs and recommend potential enhancements or modifications to streamline the process, while still ensuring 
appropriate oversight and fiscal management of the portfolio lifecycle. In collaboration with the N-NC leadership, we 
will facilitate the portfolio management lifecycle: coordinating, scheduling, and administering all supporting meetings, 
discussions, and processes. 
We will develop and maintain a service portfolio status briefing toolset to enable the N-NC leadership to have real 
time visibility of the current state of the service portfolio. Our internal processes and recommended and implemented 
toolsets can be tailored to integrate and support the existing 
Government Service Portfolio Management processes, to include 
the C4 Integration Process and Service Portfolio Management 
SOPs. We have developed and used Service Portfolio 
Management tools effectively in EUCOM, JSIN, Missile Defense 
Agency (MDA), and the Army Guard to streamline communications 
and increase visibility. This combination of technology and 
processes is essential for successful service portfolio management. 
A strong communication channel is also critical to all partnerships, and Team Harris believes this communication 
needs to be nurtured at all levels of the organization. By publishing an updated service catalog to the user 
community, we will promote an environment of greater self-service access. The end user will be able to determine if 
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Improving Capabilities and Performance – Making 
ITIL Work 

By consolidating 2,700 physical servers in data centers 
down to 300 servers, the U.S. Navy saves $1.6 million 
in energy costs annually, and eliminates nearly 7,000 
tons of carbon emissions for the Navy on NMCI. 
 

On the Patriot contract, Team Harris ITIL 
implementation resulted in a 30% decrease in costs, 
even after a 25% increase in services provided. 

the capability they require is currently within the service catalog, and, if not, will be able to quickly navigate and 
complete the non-standard request process. 
All SD team members will be trained to identify via the service catalog if a given service request is standard or non-
standard. If the new service request is non-standard, our SD team members will be able to route the request to the 
next step in the non-standard request process. Requests that are determined to be candidates to become future 
standard requests will be routed to the CAB for vetting and approval. Non Standard Requests will have an initial 
assessment done using the Non Standard Request Analysis Report. This initial assessment will determine 
approximate scope, costs, and resourcing required. A recommended course of action for the request will be briefed 
at the next bi-weekly status update. Changes classified as minor (minimal additional investment, able to be executed 
with existing resources) will move on to the next step in the process and a Service Package will be developed for 
them. We will note the timelines described in the N-NC process and will comply with them. Major changes to services 
or request of new capabilities requiring significant investment or additional staffing resources or tradeoffs in current 
service pipeline activities will be vetted monthly by the N-NC leadership to determine priority and resource allocation. 
This will allow focus on existing pipeline activities and a calculated re-prioritization of new additions/changes to the 
service portfolio. Once a given request is approved, prioritized and resourced, it will flow onto the Service Design 
phase. In the event that a given request is not approved, the customer will be notified of the decision and rationale for 
the denial. If the optional task to schedule, coordinate, develop, and produce mission cases is exercised, we will 
produce up to 10 additional mission cases a month for new/changed services, which will be developed for input into 
the Service Package. 
1.5.2 Sub-Task 2:  Financial Management 
Financial Management enables accurate, cost effective 
stewardship of N-NC IT resources and capabilities. It allows us to 
plan, control, and recover costs expended in providing the 
capabilities negotiated and agreed to in the SLA. Team Harris will 
use three sub processes for proper financial management: 
budgeting, accounting, and charging. Our financial management 
processes also enable monitoring targets of expenses and billing 
customers for services provided. Team Harris has taken strict 
precautions to ensure the N-NC remote access service was 
designed IAW all provided financial management requirements. 
Budgeting enables N-NC to plan future IT spending, reducing budget risks and ensuring finances are available to 
cover the predicted expenses. It allows us to compare actual costs with previously predicted costs in order to improve 
the reliability of budgeting predictions. Team Harris will use the ITSM Budget Forecast reports to track the following 
expenses at requested intervals: infrastructure, software, workstations and peripherals, video teleconferencing, long-
haul communications, contract labor, contract travel, underpinning contracts, and the Microsoft True Up Bill, service 
package implementation, and sustainment costs. Team Harris is fully experienced in tech refresh. We will employ a 
process to evaluate the current Technical Refresh process, evaluate two years’ prior budget/actuals/variances, 
evaluate authority to operate (ATO) process(es), and define improvements to better align process to ITSM best 
practices. Best available industry analysis and Government procurement guidance will be used to determine effective 
end-of-life timelines for IT service assets. Configuration and asset data will be updated to reflect these timelines. A 
quarterly review of the Configuration Management Database (CMDB)/asset database will identify all components 
marked for refresh 12 months out for inclusion in the upcoming budget cycle. Team Harris developed, implemented, 
and managed IT Lifecycle management in support of the 50th Space Wing under the Site Integration and Support 
Contract and the MCOM contract. Team Harris developed a technical refresh plan that centralized procurement, 
established standardized baseline IT configurations, and working with vendors, reduced per unit costs. Standardized 
IT configurations also reduced man hours required to maintain the IT assets due to fewer configurations to manage 
and maintain. Team Harris will bring our extensive experience in Lifecycle Management to N2IT, providing future 
budget analysis, comprehensive recommendations on asset upgrades and replacements, and implementation of 
approved replacement decisions in the most cost effective way. 
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Making ITIL Work 

As part of their $173M FFP task order for the Army 
National Guard (ARNG) Enterprise Operations and 
Security Services (EOSS) contract (services almost 
identical to N-NC), Team Harris used their ITIL-based 
Demand Management process to reduce uncertainty in 
demand and excess capacity. We achieved a 37% 
reduction in maintenance costs over the life of the 
contract, saving the ARNG over $1M. 

As prime on the MCOM contract, Team Harris coordinated with local base squadrons to refresh computer equipment 
at the rate of one-third of base equipment each year. Technicians from the SD would notify the squadron ADPE 
custodians that their systems were close to the warranty expiration date and a tech refresh was required. Systems 
were ordered through the Base Equipment Custodian Office (BECO) with a “one for one” swap process and were 
imaged by MCOM technicians. Any additional software to be installed on the systems was sent as Software Load 
Request (SLR) forms provided by the ADPE Custodian and approved through Configuration Management prior to the 
system being imaged with the Standard Desktop Configuration (SDC). Software was then installed by the 
technicians. When systems were ready to be installed in the work center, BECO would coordinate with SD and 
squadrons for delivery. The technicians were onsite to ensure end users were are able to log on to the machine, 
access any application they require, and assist with any issues that may arise, as well as ensure removal of old 
machine. Customer satisfaction was incredibly high because of the personal touch of having the individualized 
software already installed on the machines, as well as having SD personnel onsite during delivery of the machines, 
which ensured a smooth transition to the new equipment. This is the level of support we will bring to N-NC. 
1.5.3 (Optional Task) Sub-Task 3:  Demand Management  
Demand management is a key process within Team Harris’s 
Service Strategy approach. Using this process, we will effectively 
and efficiently manage N-NC customer service demand to ensure 
the proper amount of infrastructure capacity is in place to support 
tactical and strategic mission requirements. Ensuring N-NC has a 
solid demand management process is important because 
improperly managed infrastructure capacity results in a “risk” to the 
N-NC infrastructure, in terms of unknown or reduced network 
capacity and/or availability (not knowing for sure if the infrastructure 
can support short fuse mission needs). Another effect is that of 
excess capacity— N-NC unnecessarily spending O&M dollars on the infrastructure with no benefit (paying for 
something not needed). 
Through demand management related process activities, Team Harris will reduce uncertainty in N-NC demand 
(capacity will be there when it is supposed to be there) and excess infrastructure capacity (eliminate waste). We will 
do this by using SLAs and differentiated service offerings, segmentation (categorizing users/customers), demand 
forecasting—i.e. identifying user profiles or patterns of business activity (PBA)—and planning/scheduling and close 
coordination with N-NC customers. For example, for a new or modified service offering coming into the Service 
Strategy phase of our overall ITIL approach, we will research PBAs associated with the offering and forecast/plan for 
additional capacity needed within the infrastructure to support the service. Information from this step flows (via a 
formal Core and/or Service Level Package) into our Service Design phase, where we will use it to optimize 
network/application designs to suit N-NC user/customer demand patterns. This allows us to use the Service Catalog 
to map demand patterns to the appropriate N-NC services offered, and use our Service Portfolio Management 
process to optimize N-NC investments in additional infrastructure capacity, new services, or changes to services. 
Then, using our Service Operation processes, we can adjust the scheduling and allocation of resources to 
accommodate the service, and identify opportunities to consolidate demand by grouping similar user/customer 
demand patterns (synchronizing and balancing demand against capacity).  
1.5.4 (Optional Task) Sub-Task 4:  IT Enterprise Architecture 
Team Harris will provide N-NC the enterprise architecture expertise and approach needed to comply with the 
guidance in the DoD Architecture Framework (DoDAF) Version 2.0. We understand the DoDAF provides for an 
overarching, comprehensive framework, and conceptual model, enabling the development of architectures to 
facilitate DoD managers at all levels to make key decisions more effectively through organized information sharing 
across department or program boundaries. Our architecture development approach, using the DoDAF, provides a 
disciplined process for defining the purpose, scope, and information requirements of architectures up-front, followed 
by data collection IAW a standard vocabulary. We will deliver the data we collect through the architectural process in 
either standard models or “Fit for Purpose” presentations. We are very familiar with all three volumes of the DoDAF 
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(Manager’s Guide, Architect’s Guide, and Developer’s Guide), and will use them to ensure delivery of compliant 
architectural information at all times. 
Our approach as shown in Figure 1.5.4-1, follows the DoDAF guidance and provides an architect along with an 
architecture development team to create a 
valid, sustainable N-NC architecture. Our 
architect will oversee development of the N-
NC architecture, and ensure that the 
requirements and visual representations of the 
architecture meet process owner requirements 
and are conformant with DoDAF guidance. 
Through this conformance, we will ensure the 
sharing of information, architecture artifacts, 
models, and viewpoints throughout N-NC with 
common understanding. We will tailor all 
architectural descriptions so that we can 
address specific, well-articulated N-NC 
mission/process purposes and collect needed 
data at the appropriate level of detail to 
support specific decisions or objectives.  
Using our enterprise architecture expertise and 
following the guidance in the DoDAF, we will 
document and provide all architecture products 
using Microsoft Visio to N-NC within six 
months of contract start—no exceptions. In all 
cases, we will coordinate with appropriate 
process owners, project managers, and third-
party contractors to ensure data is current and accurate. As needed, we will provide target and vision architectures, 
assess future operational capabilities (from an architectural perspective), and conduct appropriate system to mission 
mapping. We will also identify capability gaps, shortfalls, or duplication of services and technologies in the N-NC 
enterprise, promptly attend all required architectural meetings, and participate in required architectural conferences to 
provide reviews, analysis, and recommendations on enterprise architecture products and updates. 
1.6 Task-4: Service Design 
Solid, efficient, and repeatable processes are the cornerstones to effective design. Team Harris has a vast amount of 
experience in the adaptation and tailoring of ITIL processes to fit DoD and the COCOM environments similar to N-
NC. By first assessing existing processes and then suggesting modifications, additions, or changes to solidify and 
enhance the service design process, Team Harris will be able to build a solid foundation upon which the N-NC 
command will be able to grow and quickly provision new capabilities. 
1.6.1 Sub-Task 1:  Design Coordination 
Team Harris, in partnership with the N-NC leadership, will own the design coordination process, developing, 
implementing, and overseeing the entire design lifecycle for all N-NC -sponsored projects, including those staffed by 
third party contractors, vendors, or partners. We will ensure that all projects utilize a unified, best practice based 
methodology and process for the entire service design lifecycle. Our robust design coordination processes and 
methods will provide for a consistent set of design and test artifacts, effectively and efficiently transitioning a given 
capability thru the design lifecycle into the N-NC Service Catalog.  
 Building on the Chartered Service Package created in the service strategy phase, the engineers and architects 
within the Service Design group will develop an iterative Service Design Package (SDP) that is further refined as the 
project moves through the lifecycle. The SDP will account for all aspects of the design lifecycle. All SDPs will capture 
a core set of elements from requirements gathering and analysis. This will ensure both functional and service level 
requirements (SLR) are captured; the development and maintenance of the requirements traceability matrix, 

 

Figure 1.5.4-1. DoDAF Processes combined with ITIL. The Team Harris 
approach combines DoDAF processes with ITIL best practice. 
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Responsive Mission Partners – Improving 
Capabilities and Performance 

The Defense Commissary Agency (DeCA) contract 
success is measured by SLA and customer satisfaction 
survey results. Over the past 1.5 years, the customer 
satisfaction survey has consistently produced a 
satisfaction score of 4.99 out of 5, and over the past 7 
years, we have exceeded contract requirements. Eight 
out of the past 12 months, Team Harris team scored a 
perfect 5 out of 5. During the same period, the customer 
SLAs exceeded the established contracted percentages 
for call response, call resolution, and all other evaluated 
factors. 

Responsive Mission Partner 

Team Harris understands each customer’s unique and 
varied requirements at Kirtland AFB. They have 
developed separate SLAs that define 50+ tenant units' 
specific requirements and performance levels for 
network support. To maintain CSI, they meet regularly 
with each customer to identify changing requirements 
and provide ready tracking, along with follow-up on all 
action items to ensure timely resolution. 
 

On JTF Bravo, Team Harris implemented IM, Problem 
Management, and SLM—and delivered SLA reports—all 
within two months. 
 

translation of functional requirements into technical specifications, 
service acceptance criteria, security assessments, to include ports, 
protocols, data flows, functional and vulnerability test results, 
detailed implementation plans, drawings, build sheets, and 
modification or creation of appropriate SOPs and maintenance 
checklists. SDPs will be presented to the Government for review 
and acceptance by the Engineering Review Board. As partners with 
N-NC, Team Harris will actively investigate and recommend ways to 
leverage existing technology and other resource investments in 
current and future service designs. Team Harris will draft additional 
service design packages if the optional task is executed. Our 
service package output is a template, which will require N-NC’s 
approval for use. Our template will include, at a minimum, a service 
package name, the name of the primary service owner, identified customers or stakeholders, a summary of the 
mission/business case, a benefit/cost ratio and a high level estimated timeline for service design, and transition with 
an estimated date for operational use. 
1.6.2 Sub-Task 2:  Service Level Management (SLM) 
SLAs and performance metrics are key measures of success. Well thought-out SLAs function as a useful tool for N-
NC to measure both performance of the N-NC-provided services and the success of Team Harris’s execution by 
focusing performance assessments on meaningful and measurable outcomes. They also reduce N-NC leadership 
and the Contracting Officers Technical Representative’s management time spent measuring explicit contractor effort 
in areas covered by the SLAs. Other benefits of SLM include: 

 Simplified management reporting provides rapid, concise insight into the issues that affect user productivity and 
performance.  

 Management metrics are aligned with organizational goals and objectives.  
 Easily tailored agreements help meet the evolving needs of the enterprise. 
 SLAs provide sound baseline for evaluating future performance, new initiatives, and investments to improve 

performance in critical areas. 

Upon initiation of the contract, Team Harris will assess and capture program objectives and evaluate the existing 
infrastructure. Once we have gathered this baseline data and determined the performance requirements, standards, 
and indicators, we will coordinate and refine for Government-approval SLAs for all services maintained in the N-NC 
service catalog within the first 90 days post contract initiation. SLAs will be tailored for each service based on incident 
and customer type. We have a well-established track record of 
being responsive to our customer’s needs and working with them 
to set SLAs fitted to the specific customer needs. For example, for 
a two-month period, during AFRICOM’s Operation Odyssey Dawn 
(OOD) in support of the Libya campaign, Team Harris met or 
exceeded SLAs that required all Incidents related to OOD have a 
five-minute response time. 
We will also develop and negotiate the appropriate operational 
level agreements (OLA) between the N-NC/J6 and service 
providers, subordinate organizations, and third-party entities, upon 
which an N-NC service relies on shared technical and application 
management responsibilities. We will draft and coordinate these 
OLAs for the Government’s review and approval within the first 90 
days post contract initiation. 
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 1.6.3 Sub-Task 3:  Service Catalog Management 
Team Harris understands the need for the service catalog to be the single source, real time accurate, shopping list of 
services provided to the N-NC community. In order for this listing to provide the most value to our customers, the J6 
must be able to have the service catalog published online and easily accessible to the user community, as well as be 
integrated and reflected within the self-service ticketing system. An end user will be able to easily access the catalog 
of services and determine what services are available to them, the service level they can expect for that service, and 
key stakeholders for each service. 
Team Harris will leverage our past experience in the development, and evolution of service catalogs for other DoD, 
COCOM and other federal organizations (e.g. Federal Deposit Insurance Corporation (FDIC), Government 
Accountability Office (GAO), Defense Technical Information Center (DTIC)) to deliver the next generation service 
catalog to N-NC. We will utilize the portal to publish, advertise, update, and maintain the service catalog to the N-NC 
user community. Active advertising and promoting ease of use of the service catalog will facilitate an environment of 
greater self-service and empowerment of the user community. Users will be able to search for capabilities by service 
or technology (e.g. messaging, email or exchange). 
In order to facilitate the refresh and validation of the service catalog, Team Harris will develop and maintain business-
service mappings for all N-NC mission areas, as well as service to asset mapping for all hardware, infrastructure, and 
software assets. Service level packages will be established for all active services within the specified time frame. 
1.6.4 Sub-Task 4:  Supplier Management 
Our supplier management solution is closely integrated with our SLM solution to ensure a monitored service 
provisioning capability. Because Team Harris will be reporting performance of third-party providers for services 
identified in the N-NC Service Catalog, we will ensure the preexisting, current, and future contracts are aligned to 
business needs and SLAs. As part of our reporting solution, we will identify outputs, CSFs/KPIs/OMs and report 
exceptions to N-NC. As part of our PMR, we will summarize our Monthly Supplier Management Report (CDRL A003), 
procurement packages based on data from service strategy and design, usage, and make recommendations for 
changes to underpinning contracts (UC) to ensure third-party providers can meet current and future SLRs and SLAs. 
Integrating and aligning our supplier management policy, plan, and procedures to the N-NC supplier management 
policy will allow N-NC leadership a governance capability for services provided. 
As new/changed services are identified as part of Change Management, new service assets are procured via 
supplier management to determine if an existing supplier can provide the service asset or a new supplier needs to be 
identified. As part of our supplier evaluation and recommendation activity, we will conduct analysis of UCs 150 days 
prior to contract expiration to provide feedback to N-NC leadership on best value and lowest cost options for potential 
suppliers. We will integrate our Supplier Management process with Financial Management process to allow 
recommendations for future spending on maintenance and warranty agreements to be input into the organizational 
budget. Recommendations will be made annually by the end of the second quarter of the fiscal year. 
Based on the total number of procurement reports and requests received from Change Management, we will identify 
the total number of procurement reports delivered on time and delayed. Based on data from the Service Catalog, we 
will report the total number of SLAs and UCs, including those surveyed for use. After reviewing SLM data, we will 
examine SLA breeches and research to determine if the breach was due to an OLA violation, an SLA violation, or a 
UC violation. On a monthly basis, we will review the total number of UCs identified in the Service Catalog and create 
an expiration report of all UCs expiring within the next 180 days, both validated and not validated. We will document 
all expiration dates in the supplier and contract database to identify UCs within 150 days of expiration. Procurement 
packages from Change Management will be available on portal to identify the number packages submitted, 
forecasted, and provided incomplete to the supplier management team. 
The supplier management team will report as required on OMs and KPIs to confirm achievement of CSFs: 1) 
maintenance of quality IT services; 2) improvement in the quality of ITSM decisions; 3) accurate and timely delivery 
of IT services. 
1.6.5 Sub-Task 5:  Information Security Management (ISM) 
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Reliable as a Dial Tone 

On the Air Force Materiel Command (AFMC) contract, 
Team Harris received the highest grade to date during 
their February 2012 DISA inspection, making them the 
most compliant AFMC base. 

Improving Capabilities and Performance 

On the EOSS contract, Team Harris delivered 
significant improvements by implementing an extended 
system management plan and conducting vulnerability 
assessments to cross-forest domains. We equipped 
state administrators with the necessary tools to manage 
DLP classrooms to enhance GuardNet XXI’s security 
posture. 

Reliable as a Dial Tone 

Team Harris manages logistics & systems at Scott AFB 
for TRANSCOM mission-critical defense networks and 
secures them from hackers and other cyber-threats 
24x7x365).  
 

Team Harris’s AMC Enterprise Security Services 
contract provides outstanding IA support to AMC’s 
command and control systems.   
 AMC Major General Harold M. McClelland Award 

2004, 2006, 2009, 2010 & 2011 
 Air Force Outstanding Information Assurance 

Element 2007 & 2009 
 National Security Agency Rowlett Organizational 

Trophy for Information Assurance – Runner-up 
Award 2002 & 2010 

 Team Harris’s AMC Enterprise Security Services 
contract provides outstanding IA support to AMC’s 
command and control systems.   

Team Harris understands the importance of effectively 
incorporating information security in all service and service 
management activities related to the confidentiality, integrity, 
availability, authentication, and non-repudiation of information 
systems and data. This includes the security of hardware and 
software components, documentation, and security procedures 
across the enterprise. We have a proven track record in providing 
IA/CND services and supporting the requirements dictated by USCYBERCOM. Our experience will help N-NC 
ensure the confidentiality, integrity, and availability of all systems. 
Team Harris is knowledgeable in providing security services to protect information systems, communities of interest 
(COI), and information content. Our goal is to prevent the 
disclosure, alteration, and destruction of information and systems 
within N-NC. We understand that all services provided must follow 
USCYBERCOM directives and mandates. We will be responsible 
for the validation that N-NC services meet all DoD IA requirements. 
We have extensive experience in assessing and adjusting day-to-
day operations and procedures in support of the current INFOCON 
levels to meet enhanced security requirements. Team Harris has 
experience in incident reporting and working with the appropriate 
Government representatives to provide timely updates and accurate assessments. All CTO, WARNORD, ODM, 
INFOSPOT, SITREP, and FRAGO message traffic/directives will be read daily. Once the required technical solution 
has been identified and reviewed internally, it will be provided to the Government oversight for approval and then 
enacted. The state of compliance with these directives will be accurately reported and depicted to ensure the correct 
level of risk is presented to all entities. Team Harris has extensive experience in accomplishing remediation tasks 
within the set timeframe. 
Team Harris will ensure strategic security services are in place to support technical and non-technical measures that 
promote confidentiality, integrity, availability, authenticity, and non-repudiation. We have extensive experience in 
implementing encryption mechanisms, proper access controls, user 
identification and authentication, malicious content detection, audit, 
and physical and environmental controls. We understand that 
access controls should be developed with the concepts of least 
privilege, separation of duties, and rotation of duties should be 
applied when applicable. Team Harris has successfully 
implemented services used for monitoring for malicious activity, 
including, but not limited to, HBSS, IPS, Firewalls, system level 
auditing. Team Harris is aware of the requirement to provide 
information feeds to support Government oversight, provide 
accurate reports, and use historical data for trend analysis and 
reporting. As the threats facing DoD systems continue to develop 
and change, Team Harris will provide the Government with 
proposed recommendations and changes in architecture, 
configuration, technology, and other areas as identified to the 
Government for review and approval in support of providing a high 
level of vulnerability management for systems. Team Harris has 
successfully implemented trending and analysis practices to identify and react to potential new threats facing DoD 
networks. We understand the need to simulate internal and external threats to ensure proper test site security 
configuration and the readiness of teams. In addition to these practices, we understand the need for all Red, Blue, 
and Green teams to participate within the established rules of engagement once approved in advance. Simulated 
attacks will utilize DoD-approved pen-testing software and vulnerability assessment scanners. All activities to identify 
potential weaknesses in a site produce a technical document that provides insight into countering, remediating, and 
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Reliable as a Dial Tone – Improving Capabilities and 
Performance

Core services for the EUCOM and AFRICOM 
infrastructures and DeCA maintain three “9s” (99.9%) 
uptime or better. 

Reliable as a Dial Tone 

Under the FAA Telecommunications Infrastructure (FTI) 
program, Team Harris’s network solutions boast 
99.9999% reliability and uptime, ensuring more than 
87,000 flights per day and 2 million air passengers 
arrive safely to their destinations by executing a 
disciplined Change Management process. 

Improving Capabilities and Performance 

On the Commander Navy Installations Command 
(CNIC) contract, Team Harris fully designed and 
implemented all Information Security Management 
Processes to ensure the safety and security of all CNIC 
assets. While on this contract, Harris maintained 100% 
compliance will all DoD and Navy IA directives. 

mitigating identified weaknesses. Team Harris understands that it is also necessary to have personnel adequately 
trained to prevent elements of human attack, such as social engineering. We will assist in developing lessons learned 
documentation to ensure N-NC sites can continue to improve and build upon their security posture based on these 
activities to make them meaningful. All personnel participating in war games, Red/Blue/Green team exercises, and 
other activities will be required to hold proper certifications, ensure all required authorization paperwork is established 
in advanced, and follow all established rules of engagement. We understand the requirements of providing initial 
tests, monthly tests, annual tests, and tri-annual recertification testing. Team Harris will provide other testing and 
remediation support as required due to changes in policy, legal requirements, war game/pen testing engagements, or 
any other directives requiring such. 
Team Harris has extensive experience in utilizing Gold Disk, eEye Retina, running SRRs for UNIX based systems, 
and running through manual checklists to support items unable to be identified using automated means. We 
understand it is important to provide both the results of automated scanning reports and manual checklists to ensure 
the raw results are provided to establish traceability. Team Harris 
will support N-NC in interpreting the results of such tests and 
remediate or mitigate all open findings to ensure adequate security 
measures are in place to protect the DoD assets with a low level of 
risk. A current, accurate, and approved certification and 
accreditation (C&A) package is critical to ensuring the safety of N-
NC information, as well as guaranteeing the ability of the system to 
run on a DoD network. We have a proven track record of being 
ahead of the curve in implementing IA solutions in compliance with both technical and accreditation requirements as 
provided by DISA IA directive. Our team will conduct compliance validation to review and assess N-NC systems, 
networks, and applications as assigned by the Government. We will utilize our extensive experience working with 
information systems to review, assess, and assist the site in creating and maintaining accurate documentation and 
provide remediation/mitigation support of open findings in a timely manner. C&A risk assessments will be performed 
and met within the determined timeframe. Written risk assessment reports that include overall risk analysis and 
recommendations will be provided to the site IA manager and the Government. 
1.6.6      Sub-Task 6:  Availability Management 
Service availability is the most visible and only metric the user 
community sees. It does not matter if the back end infrastructure 
(e.g. exchange server) is up if the front end or transport 
components have failed. The end result to the user is email is 
down. We understand this reality and strive to translate individual 
component uptime metrics into the larger story of system 
availability. Team Harris has a proven track record of tracking and 
providing exceptional service availability.  
In order to facilitate accurate availability management, an organization must have two things: an understanding of the 
underlying components and piece parts that comprise a given service, and the appropriate toolsets to accurately 
measure and alert upon service/component degradation. We will utilize the mapping of supporting service 
components to a given service accomplished in the updating of the service catalog to ensure we have an accurate 
understanding and documentation of all individual components for each service in the service catalog. To make 
certain the toolsets are sufficient, an analysis of the existing monitoring toolsets will be done at the start of the 
contract, and a gap analysis done to establish any deficiencies in 
the monitoring toolsets to facilitate true real-time analysis and 
reporting of service uptime. Utilizing existing toolsets within the N-
NC arsenal (e.g. Microsoft SCOM), team Harris will develop 
reporting capabilities to evaluate availability for all components 
supporting a given larger service and be able to report on the total 
availability of each service within the service catalog. 
Using the reporting within SCOM, we will be able to provide 
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Reliable as a Dial Tone – Improving Capabilities and 
Performance 

On the NMCI contract, Team Harris improved and 
maintained LAN availability to 99.7%. 
 

At Kirtland AFB, Team Harris maintained the network at 
99.8% availability and Cisco router and switch at 100% 
availability. 

Reliable as a Dial Tone – Improving Capabilities and 
Performance 

For the FTI FAA, Team Harris developed an emergency 
contingency plan to stand up a completely functional 
emergency NOCC 5 miles away from the primary 
NOCC in the event an evacuation became necessary. 
This capability can be executed within approximately 
one hour. 

detailed plans on how OMs for each service are gathered, calculated, and reported on with real-time sensing 
toolsets. Tracking and managing service availability feeds into our continuous service improvement. It provides direct 
measurement of service and component uptime, allowing for sustainment enhancements or service modifications to 
be initiated when expected service levels are not met.  
1.6.7 Sub-Task 7:  Capacity Management 
Once Team Harris is awarded the contract, we will analyze the 
supporting infrastructure for each service within the service catalog 
to determine initial available capacity per service. We will also 
assess the current state of monitoring tools and determine if any 
additional enhancements or upgrades to toolsets are required in 
order to meet the real-time data capture and analysis needs. 
After evaluating both the existing capacity and established SLAs 
for a given service, Team Harris in partnership with the N-NC 
leadership will establish service level targets for each supported service. We will utilize existing N-NC tools such as 
SCOM to set target baselines and alerts for services exceeding their target thresholds. For each supported service, 
Team Harris will develop detailed Capacity Management Plans illuminating how capacity is measured, calculated and 
reported within the real time automated sensing tools. The developed capacity management reports will dovetail back 
into the service strategy and design phases as we proactively evaluate service capacity and plan for future upgrades, 
expansion, and replacements based on actual usage metrics. 
Team Harris provides capacity management capabilities for most—if not all—of our ITSM customers, to include Army 
Guard, Joint Staff, EUCOM/AFRICOM, and the U.S. Agency for International Development (USAID).  
 1.6.8 Sub-Task 8:  IT Service Continuity Management (IT SCM) 
Team Harris understands the critical role the IT SCM plays in 
support of the N-NC missions and the essential need for Disaster 
Recovery (DR) and COOP, as well as daily best practices for 
restoral of individual services and capabilities. In the event of a 
disaster scenario, key services must be maintained. If a given 
service is lost, the data or service degraded must be restored. To 
ensure that N-NC is best positioned to execute DR/COOP and 
service restoral SOPs, Team Harris will undertake a series of 
actions to validate the command’s disaster preparation. 
Initially, Team Harris will review existing DR and COOP plans, as well as delineate services by tier into Core Tier 1 
services, secondary and tertiary services. We will execute table top exercises of the existing DR/COOP plans to 
ensure a full understanding of all procedures, expected actions, required continuity of service levels for core services, 
and mean time to restoration for secondary and tertiary services. Based on our initial tabletop exercise, we will 
recommend modifications or enhancements to existing DR/COOP plans. 
To ensure continuity of the IT Services for the N-NC missions, recovery efforts must be validated and exercised 
frequently. DR recovery exercises will be held twice annually. A repeatable set of steps and execution processes 
further ensure a smooth restoral of services in the event of an actual disaster scenario, when, given the 
circumstances, alternate team members may be asked to assist outside of their core duties. Given the sensitivity of 
some of the systems tested, these tests will be performed in a mix of production and test environments as 
appropriate for the given service. In addition to the piece part validation and tabletop exercises, one cannot fully 
validate a given DR/COOP solution without executing a full up loss of the primary data center and failover to the 
alternate facility. We will execute full DR/COOP transition and failover testing for all services within the service 
catalog at a minimum of twice annually. 
Team Harris has extensive experience in developing and executing both tabletop exercises and full up disaster 
scenarios with failover of core services to geographically separated data centers. We have designed, managed, and 
executed these activities in support of other COCOMs, and DoD entities such as EUCOM/AFRICOM, Army Guard, 
MDA, and Joint Staff. 
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Responsive Mission Partners – Improving 
Capabilities and Performance 

On the MCOM program, Team Harris tested, installed & 
completed the Windows XP to Windows Vista migration 
on 4,500 desktops at Schriever AFB 2 weeks ahead of 
the 30 June 2010 deadline. We overcame resistance to 
change by some customers by providing one-on-one 
assistance, which eased the transition and reassured 
apprehensive users. We migrated to Windows 7 by 
March 2011 – 9 months ahead of schedule. Harris used 
test-bed momentum to push SDC 3.1 (Windows 7) to 
the base. 
 

Making ITIL Work – Improving Capabilities and 
Performance 

Joint Staff contract: Team Harris implemented a full 
discovery of CIs to support configuration management 
and change audits. 
 

Within the Harris AIM organization, increased the 
number of recorded changes by 80% compared to the 
previous year. 
 

On the NMCI contract, Team Harris improved 
successful change rate from 97% to 99%. 

1.7 Task-5: Service Transition  
Team Harris’s Service Transition approach brings N-NC a set of 
disciplined, robust transition processes that bring about the efficient 
and cost-effective transfer of a new or modified service from 
Service Design into Service Operation without negatively impacting 
customers or users. We will ensure a “stable” operations platform is 
provided; consistent, controlled service delivery in a changing 
environment providing high quality outcomes within expectations. 
As part of our Service Transition approach, we will incorporate 
design and operation requirements into formal transition plans, 
maintain and integrate transition plans across all service portfolios, 
and manage service transition progress, changes, issues, risks, 
and deviations. We will incorporate the use of the current N-NC TIL 
to ensure “all” service packages or requests for change (RFC) that could impact the N-NC network infrastructure are 
successfully tested and approved before services (new or modified) are released into production—no exceptions. As 
needed, Team Harris will work with N-NC to revamp TIL procedures and policies, and establish specific “rules of 
engagement” related to testing. Our emphasis will be on ensuring the TIL is a formal step or milestone in service 
provisioning and closely aligned with our change, release, and deployment processes. We will perform quality 
reviews of all release and deployment plans, communicate with customers, users, and stakeholders on transition 
planning schedules and release requirements, and monitor and improve overall Service Transition performance. We 
discuss the specific transition processes we will use in the paragraphs below. 
1.7.1 Sub-Task 1:  Transition Planning and Support  
Through our transition planning and support process, we will plan and coordinate the resources necessary to 
establish a new/changed service into production within N-NC cost, quality, and timelines. We will provide clear and 
comprehensive plans that enable N-NC customers and project/program owners to align their activities with our 
transition plans to preclude and reduce the risk of mission impacts due to poor or improper service transition 
planning. As a service leaves the service design phase, we will review the SDP to make sure all required elements 
are in the SDP. These elements include service specifications, service models, architectural design, and the details 
of how to assemble the service components and integrate them into a release package. We will also review the SDP 
release and deployment plans, and service acceptance criteria. These SDP elements flow into our transition plans 
and help describe the tasks and activities to release and deploy a service. Our plans describe the work environment 
and infrastructure needed for service transition, provide a schedule of milestones and delivery dates, describe all 
actions and identify responsible parties and roles, detail the staffing, resource requirements, funds (if needed), and 
issues, risks, lead times, and contingency or roll back actions needed. Using our Team Harris transition planning and 
support process, N-NC is assured that all required actions are being done to successfully transition a service into 
operation without negative impacts to customers or users. 
 1.7.2 Sub-Task 2:  Change Management  
Our change management processes employ an integrated approach 
to change, configuration, and release management planning, 
reducing negative risks to the N-NC mission execution. Whether 
service changes come about due to planned changes to reduce 
costs and improve services or due to unplanned changes to address 
problems, our process is flexible enough to accommodate any 
required changes. We will do this by ensuring that all service and 
infrastructure changes have a clearly defined and documented 
scope. We will record and classify all requests for change and 
assess the risk, impact, and business benefit and define how to 
reverse and remedy a change if unsuccessful. We will coordinate 
CAB meetings and approvals for service change, and following documented criteria. We will approve and check all 
changes, and then implement them in a controlled manner. After implementing the change, we will review them for 
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Reliable as a Dial Tone 

On the FTI program, Team Harris assisted in locating 
more than $1.2M in excess inventory, and championed 
the restructuring of asset management to yield a 99.9 % 
accuracy rate of inventory audits conducted. 
 

On the Patriot contract, the Team Harris SACM solution 
identified a 140K increase in CIs due to increased auto-
discovery capability and accuracy improvements. 

Improving Capabilities and Performance 

On the EOSS contract, Team Harris delivered an 
enhanced system management solution at the 
enterprise level that automated the process of HW/SW 
inventory, SW distribution & reporting to NETCOM with 
SCCM & REM/Retina. 

success and take any needed action. Our change process also defines the controls for the authorization and 
implementation of emergency changes. 
We will provide a reliable schedule to N-NC stakeholders and customers for delivery of approved service changes 
into targeted releases. A schedule that contains details of all the changes is approved, per documented criteria, for 
implementation, and the proposed implementation dates are maintained and communicated to relevant parties. We 
will analyze change records regularly to detect increasing levels of changes, frequently recurring types, emerging 
trends, and other relevant information. Working hand in hand with our configuration management process, we will 
record the results and conclusions drawn from the change analysis, and we will record actions for improvement 
identified by the change management process in a service improvement plan. Through our change process, Team 
Harris will make sure that we submit to the N-NC CAB for approval all RFCs to any service, network, infrastructure, 
or supporting system prior to implementation. In all cases, we will obtain CAB approval to non-emergency RFCs a 
minimum of 10 business days prior to start of change implementation. 
1.7.3 Sub-Task 3:  Service Asset and Configuration Management (SACM)  
Through our Service Asset and Configuration Management 
(SACM) process, we will manage assets across the whole service 
lifecycle. This includes full lifecycle management of IT and service 
assets from the point of acquisition through to disposal, and 
maintenance of the asset inventory. We will identify, control, 
record, report, audit, and verify service assets and configuration 
items (CI). This includes CI versions, baselines, components, 
attributes, and relationships. We also account for, manage, and 
protect the integrity of service assets and CIs by ensuring only 
authorized components are used and only authorized changes are allowed. Team Harris will protect the integrity of 
service assets and CIs throughout the service lifecycle and ensure the integrity of service assets and configurations 
required to control the services and N-NC infrastructure by establishing and maintaining an accurate and complete 
configuration management system. 
As part of our initial approach for SACM, Team Harris will work with N-NC personnel to review, develop, or modify 
existing SACM policies and procedures to ensure they provide the foundation for achieving the SACM CSFs 
identified in the PWS. We will review these policies and procedures 
from the perspective of ensuring they complement and support N-
NC change, release, and deployment management processes, 
policies, and procedures since they are so closely related. This 
initial review ensures a synergistic effect among the policies in 
terms of proper SACM (effective governance is in place). As needed 
over the life of the contract, we will make recommendations to 
improve SACM policies and procedures with the goal of ensuring proper fiscal management of SACM operations 
costs and resources. 
From a service asset approach, our equipment control officer (ECO) will perform all asset duties and responsibilities 
IAW AFI 33-112 (IT Hardware Asset Management) and closely abide by the guidelines in paragraph 13 of the 
instruction (Air Force contractor employees). Our ECO will manage and maintain the N-NC ECO program IAW with 
all required N-NC governance (including guidance in the Technical Library). The ECO will also provide oversight and 
management of asset accounting, inventory, reconciliation, and sanitization in addition to training and auditing ITEC 
account holders. Our Program Manager, working closely with the ECO, ITECs, and appropriate N-NC Government 
personnel, will ensure proper maintenance of all Government-provided warehouse and storage space IAW industry 
standards— particularly safety standards. All service assets will be properly stored, inventoried, packaged, shipped, 
received, and delivered effectively and efficiently. The scheduling and transfer of equipment to the defense 
reutilization management office (DRMO) will be done in an optimal manner; one that ensures the timely and efficient 
turn-in of service assets that are retired or disposed. 
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Reliable as a Dial Tone 

Since the inception of the NMCI program, Team Harris 
has produced more than 950 detailed network 
architecture documents, more than 18,000 network 
designs & delta packages, and 70,000+ configuration 
changes. 

Reliable as a Dial Tone – Making ITIL Work 

Within the Harris AIM organization, we attained & 
maintained a greater than 95% successful release rate 
after the implementation of their change & release 
processes. 

We will ensure—or create, if necessary—a configuration 
management plan that identifies all CIs and components. The plan 
defines and records the information for each item and includes or 
references the relationships and documentation necessary for 
effective service management. The plan identifies the mechanisms 
for identifying, controlling, and tracking versions of identifiable 
components of a service and its supporting infrastructure. It 
ensures a sufficient degree of control to meet N-NC mission needs, and minimizes the risk of CI failure. We will 
ensure information on the impact of a requested change on the service and infrastructure configurations is provided 
to our change management process so that changes to CIs are traceable and auditable where appropriate (e.g., 
changes and movements of software and hardware). We will identify configuration controls in our configuration 
management plan and ensure that we maintain the integrity of systems, services, and service components. 
Per the configuration management plan, we will create a baseline of the appropriate CIs before a release to the live 
environment. We will control master copies of digital CIs in secure physical or electronic libraries and reference the 
configuration records. All CIs are uniquely identifiable and recorded in the single CMDB (update access is strictly 
controlled). The CMDB is available to the N-NC service desk and Tiers 1 and 3, so that incidents and problems are 
resolved more easily. We will actively manage and verify items in the CMDB to ensure its reliability and accuracy. 
The status of CIs, their versions, location, related changes and problems/associated documentation are visible to 
those who require it via a regular Configuration Status Accounting. Configuration audits occur at regular intervals as 
defined in our configuration management plan and include recorded deficiencies, initiated corrective actions, and 
reports on the outcome. We will record improvement actions identified by configuration management and enter them 
into a plan for improving the service. We understand that N-NC is currently using/evaluating the Microsoft SCCM tool 
for configuration management. Team Harris, through teammate Microsoft, provides N-NC a partner well versed in 
optimizing SCCM. As required by N-NC, we will develop a lifecycle technical refresh plan and implement N-NC 
technology refresh plans for assets supported in the service catalog. This will be a three-year plan (based on industry 
technical refresh rates) that will aid N-NC in future budget analyses and recommendations on asset upgrades and 
replacement. 
If the Optional Task is executed, Team Harris will transfer the ITSM warehouse from a Government-provided facility 
to a contractor-provided facility by July 2013. We will ensure it is completed within five business days, and the new 
facility will be located within 20 miles of Peterson AFB. Shortly after the optional task is awarded, Team Harris will 
provide a Transfer Plan that addresses all key elements involved in the transfer, including individual roles and 
responsibilities (contractor and Government), and all cost, schedule, and performance parameters involved. We will 
brief our plan to the N-NC senior leadership, integrate required changes, and solicit final approval before any transfer 
actions occur. 
1.7.4 Sub-Task 4:  Release and Deployment Management 
Team Harris understands the importance of proper release and 
deployment management to the safety and stability of N-NC 
network and IT services. We have a great deal of experience in 
developing release and deployment packages for our customers. 
Services to be created or changed will be evaluated against 
existing infrastructure and applications by highly experienced and 
certified staff. Highly detailed test plans will be created and documented within the release and deployment package. 
All steps to safely deploy the new service will be documented and approved by appropriate Government entities 
within timelines set by the Government. All third-party packages will be reviewed by our experts and written 
recommendations given to the N-NC Government management within one week. When approved, our staff will work 
with the third-party staff to build and test their services within the test environment prior to production deployment. 
1.7.5 Sub-Task 5:  Service Validation and Testing 
All new/changes services specified by service design and with an approved release and deployment package will 
undergo rigorous testing within the TIL environment prior to release into production. Technologies such as cloud 
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Improving Capabilities and Performance 

On the MCOM program, Team Harris tested, installed, 
and completed the Windows XP to Windows Vista 
migration on 4,500 desktops  
At Schriever AFB, we overcame resistance to change 
by some customers by providing one-on-one 
assistance, which eased the transition and reassured 
apprehensive users. We migrated to Windows 7 by 
March 2011 – 9 months ahead of schedule. Harris used 
test-bed momentum to push SDC 3.1 (Windows 7) to 
the base. 
 

Responsive Mission Partner 

Team Harris standardized image creation and 
automated the deployment process for the U.S. Air 
Force. The benefit deployed standardized Windows 7 
images to 510,000 personal computers (PC) on the Air 
Force Non-secure Internet Protocol Router (NIPR) Air 
Force Network (AFNET) in 18 months, reducing costs 
by $100 for each PC. 

Improving Capabilities and Performance 

At the CNIC hosting center, Team Harris created from 
scratch a comprehensive KMS containing how-to 
documentation, known issues, configuration data, and 
more.  

computing and virtualization will be recommended for Government 
approval to keep the TIL maintained to closely mirror the 
production environment in order to maintain integrity of the tests. 
All new services will be evaluated for functionality, Security, CA 
package requirements, and the effect on other services and 
applications. Team Harris will work closely with the Government to 
ensure N-NC satisfaction of both core and enhancement 
functionality. 
1.7.6 Sub-Task 6:  IT Knowledge Management  
IT Knowledge Management is critical to the efficient and sustainable function of any IT service. Team Harris will 
develop a comprehensive IT Knowledge Management plan to ensure that the right knowledge is available at the right 
time for N-NC. A portal based self-service repository will be made available to end users to allow for efficient 
information dissemination for common queries, tasks, and known break fixes. This will allow a higher degree of 
customer satisfaction for the N-NC customer and increase efficiency in problem resolution. In addition, Team Harris 
will maintain an internal KMS for management overview, to include all Government requirements, outputs, 
CSFs/KPIs/OMs, and documentation. Training and awareness plans will be maintained and updated with all 
new/updated services to ensure that the latest information is disseminated in a timely, thorough, and efficient 
manner. Once a month, a newcomers’ brief will be coordinated and held in order to ensure new staff are fully up to 
date with ITSM services and processes. A copy of this brief will be made available and kept updated within the portal. 
1.7.7 (Optional Task) Sub-Task 7:  Change Evaluation 
If this optional task is executed, Team Harris will maintain a change 
evaluation plan that ensures consistent and thorough change 
analysis to provide the N-NC an accurate forecast of the 
performance of a proposed service change. The Change 
Evaluation Report produced by the Change Evaluation Plan will be 
created in concert with the Release and Deployment and Test and 
Validation processes and will be provided to the Government for 
approval prior to production roll out. User acceptance testing by 
Government oversight, technical experts unassociated with the 
change and end user representatives will ensure that all aspects of 
the change are evaluated and that evaluation reports are fair and 
unbiased. Standard test plans tweaked by certified experts will ensure that all aspects of a change are evaluated. 
1.8 Task-6:  Continual Service Improvement (CSI) 
Team Harris will assign a CSI Manager, who will be responsible for 
managing improvements by continually measuring, analyzing, and 
making improvements to processes, services, and infrastructure to 
increase efficiency and effectiveness. We will improve the 
effectiveness of our support services and gain efficiencies in overall 
operations of the N-NC enterprise infrastructures throughout the 
duration of this contract. The Team Harris CSI Manager will 
continually analyze the trends of our performance metrics to 
identify improvement opportunities, taking into account the overall 
strategic goals and objectives defined by N-NC. All identified opportunities will be captured in the CSI Register. We 
will collaborate with the Government to define an improvement roadmap with both short-term and long-term goals. A 
Service Improvement Plan (SIP) will be created by the Team Harris CSI Manager as improvement opportunities are 
selected by the Government to move forward. Our CSI approach is closely integrated with our QCP, as defined in 
Volume III. 
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Reliable as a Dial Tone 

On the NMCI contract, Team Harris supported roughly 
800 legacy applications. This effort included the 
maintenance of 350,000 workstations, of which 320,000 
were within the NMCI environment. In addition, we 
managed more than 22,500 NMCI network devices with 
more than 975,000 interfaces and 22,000 IP subnets, as 
well as 5,500 legacy devices. 
 

On the NMCI contract, Team Harris successfully helped 
support the move of 387,000 seats from 6,000 disparate 
networks to the largest, most secure Government 
intranet, while reducing the overall seat cost by 15% 
over the life of contract. As a result, 700,000 users have 
standardized SD services and technology solutions that 
are refreshed regularly across the enterprise. By 
consolidating 2,700 physical servers in data centers 
down to 300 servers, the U.S. Navy saves $1.6 million 
in energy costs annually and eliminates nearly 7,000 
tons of carbon emissions. 

Reliable as a Dial Tone -  

For the DISA CMS, Team Harris designed and 
implemented a customized intuitive room-control and 
status system supporting multi-level secure and non-
secure videoconferencing at the CMS NOC. Cutting-
edge engineering techniques were incorporated into 
system design, with a keen focus on human engineering 
and usability throughout the development and 
implementation phases of the program. 

Improving Capabilities and Performance 

Team Harris designed the FTI network, to include 
inherent path diversity, and utilized sophisticated 
network monitoring and repair software to provide a 
“self-healing” capability. Technologies used in the FTI 
architecture include point-to-point Time Division 
Multiplexing (TDM), point-to-cloud technologies 
consisting of Frame Relay, Asynchronous Transfer 
Mode (ATM), and IP. Rapid deployment of large 
quantities of IT equipment was achieved by leveraging 
Harris teammates’ core competencies and field 
presence. 

1.9 Task-7:  Projects 
 Once awarded, Team Harris will create service packages, to 
include specified cost, schedule, and performance in support of 
new/changed service TOs. At contract start, new/changed services 
identified in the service pipeline will need service integration, 
coordination, and planning, as well as technical management 
support. For TOs and projects that N-NC leadership awards to 
Team Harris, implementation and sustainment costs will be 
identified in the Service Package template. We recognize that for 
third-party projects, we will provide N-NC leadership annual service 
sustainment costs, and that, if accepted, the Firm-Fixed Price (FFP) 
contract value will be amended to accommodate the new/changed 
service. We are prepared to accept projects for new and changed 
services and progress them through the ITIL lifecycle, (design, 
transition, including early life support, operations, and CSI), as 
needed.  
For TOs and projects that N-NC leadership awards to third-party 
providers, we will work with the vendors to support design 
coordination and plan for transition activities. Our support includes—but is not limited to—change management and 
SACM, which will ensure the successfully transitioning of new/changed services to the operations environment while 
minimizing risk to the existing services provided. As part of our 
support, an SDP, Release/Deployment package, RFCs, early life 
support plan, and an overall project implementation plan will be 
designed with the third-party vendor to ensure a seamless, holistic 
migration to the operations environment. Project integration 
activities and deliverables will be conducted to ensure the 
new/changed service can be supported once it becomes an active 
IT service. The RFC for the project will be presented to the N-NC 
CAB as part of the standard change management process with our 
recommendations, considerations, constraints, and limitations. 
Once complete, the new/changed service will be updated in the 
Service Portfolio and Catalog to reflect a new/updated service. 
1.10  *Optional* Project 1 
Team Harris stands ready to execute and implement the VoSIP (Voice over Secure IP) project as stated in the PWS 
and in accordance with the DISA-mandated VoSIP Tiered Architectural Approach and solution. Our experience in this 
area extends to the MDA at Schriever AFB, and we bring expertise with prior installations to this project. Specifically, 
the global telephony solution for Harris Corporation is VoIP. Our approach is to manage the new/changed services 
through our service lifecycle. The new VoSIP service will be initiated with Service Strategy, architected to meet 
service level requirements in Service Design, be thoroughly tested 
as part of Service Transition and supported in Service Operations. 
Our Service Design Coordinator will ensure that all hardware and 
software acquired in performance of this contract will be delivered 
as required by the PWS. Architecture, engineering, training, and 
integration personnel will report to the release manager, who is 
responsible for ensuring customer acceptance. 
The VoSIP service transition team, led by the VoSIP 
release/project manager, will complete all hardware and software 
upgrades for pilot program systems prior to pilot start, and will 
ensure that all systems are correct with latest criteria for IAVAs. Hardware and software upgrades include two Call 
Processing servers, one Meeting Place server, 26 VoSIP handsets for the primary location, and three V0SIP 
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Reliable as a Dial Tone 

Team Harris provides planning, engineering 
implementation and ongoing support for NMCI 
and DeCA Wireless LAN solutions.  

handsets for each of eight alternate locations, for a total of 50 VoSIP handsets deployed. The VoSIP service 
transition team will make available warranty documentation, receipts, billing, invoice, hand receipts, and other 
accountability documents to the Government and property book office, as required by AF regulations. If required, the 
transition team will also dispose of obsolete property, as coordinated through the N2ITSM contractor and local 
DRMO, IAW Peterson AFB, as well as AF policies and regulations. This team will also manage support for the full 
implementation of VoSIP solution at primary and alternate locations, in addition to the declared pilot project 
implementation. Finally, the VoSIP release/project manager will provide project coordination and lead for all matters 
related to successful service transition and delivery.  
Our VoSIP service operations approach will allow us to address all outages or service disruption to be corrected with 
like service within two hours. With vast technical and procedural expertise in telephony strategy, design, transition, 
implementations and management, we are intimately familiar with DoD, civilian and commercial regulations, and 
equipment certification processes. This experience allows us to quickly manage your new VoIP system; once 
operational, we can further transform and improve your IT and communications network.  
1.11  *Optional* Project 2 
Team Harris will provide a Wireless LAN (WLAN) solution that shall 
comply with DoD DISA Wireless Security Support Program, and WLAN 
Security Framework that meets all SLRs provided in Attachment A of the 
PWS. In Service Design, Team Harris will field a survey team to analyze 
the internal structure and environment of Building 2, using RF mapping, 
structural analysis, and best commercial practices. Our team will 
determine the best locations for wireless AP and AM deployment, taking into account the customer’s data and 
security needs, as identified in the SLR. The survey team will utilize existing infrastructure (communications trays, 
equipment racks, etc) as much as possible. The survey team will coordinate all work with the customer and perform 
all work on a non-interference basis. Upon completion of the survey, Team Harris will provide a comprehensive 
written assessment with related diagrams showing coverage areas, possible interference sources, and initial 
equipment placement. 
Team Harris will then analyze the results of the site survey and develop a detailed SDP, ensuring that all SLRs in 
Attachment 1 are met. The SDP will provide detail of our WLAN design, a functional requirement analysis, and 
assessment of how Team Harris is meeting each of the requirements in Attachment 1.Team Harris will provide all 
required IA documentation, vulnerability scan results, applicable IA controls, and plan of action and milestones IAW 
DoD IA directives and instructions. In Service Transition, upon approval of the SDP, Team Harris will develop the 
Release and Deployment Package (RDP) for the WLAN. The RDP will include detailed installation plans for both the 
pilot WLAN and full-scale rollout of the operational WLAN. Team Harris will adhere to the Government’s change 
process, as this is a “best practice” to which we adhere. All installations or configuration changes will be processed 
using Requests for Change processed through the N-NC contractor for approval prior to start of work. All work will be 
scheduled with the customers on a non-interference basis to minimize mission impact. The pilot WLAN design will be 
coordinated and approved by the customer to ensure that the pilot effectively represents the working environment. It 
will be run for a minimum of 30 days, or until the customer is satisfied that all capabilities are demonstrated. Team 
Harris will provide a pre-implementation review to go over lessons learned from the pilot and user feedback. Any 
changes identified during the pilot will be incorporated into the SDP and the RDP. All installations will be done under 
best commercial practices and on a non-interference basis as much as possible. Existing communications 
infrastructure will be utilized as much as possible to speed installation and reduce costs. Once in Service Operations, 
Team Harris will provide Tier 1, 2, and 3 maintenance support during the pilot period and ensure all hardware and 
software upgrades are in place from the start. Disposal of any obsolete Government property will be coordinated 
through the N2ITSM contractor and will adhere to all Government policies and regulations. We will provide quick 
reference cards for end-users to assist them in connecting to the WLAN, as well as an FAQ of common issues.  
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Responsive Mission Partner 

Harris’s program management approach 
empowers our onsite leader with all of the 
authority required to ensure that we function as 
true mission partners and are highly responsive 
to all requests. 

11..00  SSttaaffffiinngg  PPllaann  
Harris brings an extremely strong team of IT experts to partner with N-NC. 

Team Harris’s staffing plan is designed to deliver our signature hyper-responsiveness to program requirements and 
Continual Performance Improvement (CPI) advances in project execution. We will provide: a realistic, cost-effective 
staffing approach tailored to suit current and anticipated workloads; experience-based criteria to determine optimal 
staff composition; available, onsite personnel with expertise in all required areas; and dedicated staff interfaces with 
all levels of N-NC staff for effective collaboration. 

The Team Harris staffing approach allows our key program and team leaders to be aligned with their Government 
counterparts, who will be empowered to make immediate decisions appropriate to their level of responsibility. We 
developed an organizational structure that will demonstrate clear formal lines of responsibility aligned with the 
Government’s sub tasks to ensure clear process ownership and management. 

We recognize that new requirements, unexpected challenges, and singular events—often demanding rapid staffing 
response—represent reality. Harris offers an approach that deftly meets those demands. In cases where cleared 
resources are required, Harris employs over 200 cleared personnel in the Colorado Springs area that can be drawn 
upon within 24 hours to support N-NC as program status and progress may dictate. This ready access to high-level 
cleared and qualified resources distinguishes Harris from other prime contractors. Further, our cross-utilization and 
training practices amply fortify our ability to effectively respond to contingency conditions. 

1.1  Organizational Approach 
Harris formed a world-class team that brings exceptional Department of Defense (DoD) Information Technology (IT) 
managed services experience in an Information Technology Infrastructure Library (ITIL) v3 framework to N-NC. 

Harris has long-standing relationships with each partner.  

Abacus Technology brings direct, relevant N-NC experience to the team. They are currently a 
key performer in the Service Desk and System Administration functions for N-NC. 

SRA International brings impressive ITIL qualifications and Combatant Command (COCOM) IT 
support to the table. Experienced in all facets of ITIL, their primary focus will be on Continual 
Service Improvement. 

Microsoft is another key component to Team Harris. They will be providing key strategy and 
design consultation to ensure that new projects, such as Windows 7 migration, automated 
metrics implementation, and a new trouble ticketing system, roll out smoothly. Microsoft 
possesses capabilities and critical expertise of 10+ years in the current N-NC environment in a 
technical advisory role and as Tier 3 support. They are also ITILv3 experts with the ability to 

make immediate contributions to recent/current MS projects, i.e. System Center Service Manger (SCSM), System 
Center Operations Manger (SCOM), System Center Configuration Manager (SCCM), and System Center Virtual 
Machine Manager (SCVMM). 

Team Harris will employ a “grey badge” approach to staffing. This means that our team will be fully integrated across 
work centers to ensure that the best people are in the right positions. This will be transparent to the Government as 
our team leads will be responsible for each of the work centers regardless of which of our teammates are resident. 
Team Harris work center leads will align with Government personnel to ensure that a partnership is formed and 
decisions are made quickly. 

Harris provides personnel with proven ITSM experience, responsive and 
aptly trained technical staff, and appropriate corporate oversight to 
reliably deliver a high level of service, quality, and customer and end user 
satisfaction. The Team Harris Program Manager (PM) is Mr. Mark 
Bistline. Mr. Bistline will reside at the Government site and has full 
decision-making authority for all facets of the program. The team is 
structured to report into three key technical areas: IT Operations 
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Management, Application and Technical Management, and Service Quality and Governance Management. 
Demonstrating our commitment to Continual Service Improvement, our Deputy Program Manager (DPM) is 
responsible for the Service Quality Team. By assigning these very well qualified managers to run the program, Harris 
is demonstrating a commitment to the N-NC leadership. The experience and reputation of our management team is 
second to none, based on our history with exceptional contractor performance assessment reports (CPAR) on other 
programs. Mr. Bistline is an experienced Program Management Professional (PMP) with 30+ years of experience, is 
ITIL v3 Expert certified, and recently carried a Top Secret/Sensitive Compartmented Information (TS/SCI) clearance. 
Our IT Operations Manager is Mr. Scott Paisley, who has worked over seven years in the N-NC facility and has 
intimate knowledge of N-NC network operations.  

Our organizational structure is designed to provide direct lines of reporting that mirrors the Government organization, 
is cross-functional to enable ITIL subtasks across the organization, and is scalable to handle multiple concurrent 
tasks. This approach employs cross-functional process involvement, yet ensures that functional expertise remains 
consistent and non-redundant. This ensures sufficient breadth and depth to meet changes and challenges that can 
occur within IT networks, therefore minimizing risk. Figure 1.1-1 shows the Team Harris proposed organizational 
structure for the N2ITSM contract. 

 

 
Figure 1.1-1. Organization Structure.  

The Team Harris organization is positioned to provide successful IT services to N-NC and is structured to ensure continual improvement. 
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1.2  Staffing Matrix, ITIL Certifications, and DoD Directive 8570 Certifications  
The Team Harris staffing approach will ensure an open, transparent partnership with the Government. Our key 
program and team leaders will be aligned with their Government counterparts and will be empowered to make 
immediate decisions appropriate to their level of responsibility. We developed an organizational structure that will 
demonstrate clear formal lines of responsibility, but also is aligned with the Government’s sub tasks to ensure clear 
process ownership and management. All staff will obtain and/or maintain DoD Directive 8570 and ITIL certifications 
as required by their position. The structure also includes specific roles for our subcontractors based on their areas of 
expertise. All subcontractor personnel will be accountable directly to the Harris PM. Our PM monitors overall 
performance and resolves broad contractual issues. Our operations personnel evaluate subcontractor work plans, 
paying particular attention to ensuring compliance with basic subcontract task order requirements. During project 
performance, the PM reviews subcontractor monthly status reports to monitor technical, cost, and schedule 
performance within each task order. In addition, our PM will maintain a current status that tracks the status and 
renewal (or continuing education credits) due dates for appropriate DoD Directive 8570 certifications for all 
employees on the contract utilizing our training tracker tool. This will ensure that the certifications do not lapse. To 
ensure immediate successful performance during the base year, Team Harris will have an ITSM Solutions Architect, 
additional program management support, and one more CSI expert for the first several months of execution. This will 
provide us with the ability for continued focus in key areas of execution supplemental to the transition period. 
Conversely, in Option Year 3 the staffing is reduced in the areas where Team Harris will be more efficient than with 
contract start. Our experience shows that in the later years of contract performance, efficiencies allow us to reduce 
staffing. Table 1.2-1 (to be printed on 11x17 paper) represents our staffing matrix and includes the position 
description, location, certifications required, clearance level, and General Services Administration (GSA) level. 
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Table 1.2-1. Staffing Matrix. 

Team Harris provides the best value solution through efficient and cost effective staffing. 

 

Contract Title Tier GSA Equivalent Level Educ/Exp Company Work Center ITIL Cert 8570 Clearance Location Shift/Day
Program Manager PMO 6005 Staff Program Management V BS & 15 years Harris N2ITSM PM Expert N/A TS/SCI N ‐ NC Day

Financial Manager PMO 7003 Senior IT Program Financial Analyst  III BS & 6 Years Harris PMO ‐ Finance Management Intermediate N/A Secret Harris Day

Contract Officer PMO 7008 Senior IT Contracts Administrator III BS & 6 Years Harris PMO ‐ Contracts Foundations N/A Secret Harris Day

Security Manager (Part Time) PMO 7012 Junior Associate Security Admin II BS & 3 Years Harris PMO ‐ Security Foundations N/A Secret Harris Day

Project Mgmt/ Design Coordinator PMO 6003 Senior Program Management III BS & 6 Years Microsoft PM/Design Intermediate N/A Secret Harris Day

ITSM Solution Architect (Base Yr Only) PMO 6005 Staff Program Management V BS & 15 years Harris PMO ‐ Early Program Support Expert N/A Secret Harris Day

Post Transition Support (Base Yr Only) PMO 6003 Staff Program Management III BS & 6 Years Harris PMO ‐ Early Program Support Foundations N/A Secret Harris Day

IT Operations Manager 3 3009 Lead Information Systems IV BS & 10 Years Abacus IT Operations Management Intermediate IAT2 TS  N ‐ NC Day/Shift

IT Operations Control Lead 3 1003 Senior Network Engineer III BS & 6 Years Abacus IT Operations Management Foundations IAM2 TS/SCI N ‐ NC Day

Staff Systems Analyst 3 1030 Lead Systems Engineer IV BS & 10 Years Microsoft IT Operations Control Foundations IAT2 TS  N ‐ NC Day/Shift

Staff Systems Analyst 3 1030 Lead Systems Engineer IV BS & 10 Years Microsoft IT Operations Control Foundations IAT2 TS  N ‐ NC Day/Shift

Sr. Systems Analyst 2 3008 Senior Information Systems III BS & 6 Years Abacus IT Operations Control Foundations IAT2 TS  N ‐ NC Day/Shift

Jr. Systems Analyst 2 3007 Junior Information Systems II BS & 3 Years Abacus IT Operations Control Foundations IAT2 TS  N ‐ NC Day/Shift

Jr. Systems Analyst 2 3007 Junior Information Systems II BS & 3 Years SRA IT Operations Control Foundations IAT2 TS  N ‐ NC Day/Shift

Assoc. Systems Analyst 1 3006 Associate Information Systems I BS  Harris IT Operations Control Foundations IAT2 TS  N ‐ NC Day/Shift

Jr. Network Engineer 2 1002 Junior Network Engineer II BS & 3 Years Harris IT Operations Control Foundations IAT2 TS  N ‐ NC Day/Shift

Assoc. Network Engineer 1 1001 Assoc Network Engineer I BS  Abacus IT Operations Control Foundations IAT2 TS  N ‐ NC Day/Shift

Jr. Network Control Technician 1 5006 Junior Network Control Technician B HS + 3 Years Abacus IT Operations Control Foundations IAT2 TS  N ‐ NC Day/Shift

Assoc. Network Control Technician 1 5005 Associate Network Control Technician A HS  Degree Harris IT Operations Control Foundations IAT2 TS  N ‐ NC Day/Shift

Service Desk Manager 3 5004 Lead Information Systems Technician D HS + 8 Years Abacus Service Desk  Intermediate IAT2 TS  N ‐ NC Day/Shift

Service Desk Shift Lead 3 5004 Lead Information Systems Technician D HS + 8 Years Harris Service Desk  Foundations IAT2 TS/SCI N ‐ NC Share Shift

Service Desk Shift Lead 3 5004 Lead Information Systems Technician D HS + 8 Years Harris Service Desk  Foundations IAT2 TS/SCI N ‐ NC Share Shift

Service Desk Shift Lead 3 5004 Lead Information Systems Technician D HS + 8 Years Harris Service Desk  Foundations IAT2 TS/SCI N ‐ NC Share Shift

Sr. Service Desk Technician 2 5003 Senior Information Systems Technician C HS + 6 Years Harris Service Desk Foundations IAT2 TS/SCI N ‐ NC Share Shift

Sr. Service Desk Technician 2 5003 Senior Information Systems Technician C HS + 6 Years Abacus Service Desk Foundations IAT1 TS  N ‐ NC Share Shift

Sr. Service Desk Technician 2 5003 Senior Information Systems Technician C HS + 6 Years Abacus Service Desk Foundations IAT1 TS  N ‐ NC Share Shift

Sr. Service Desk Technician 2 5003 Senior Information Systems Technician C HS + 6 Years Abacus Service Desk Foundations IAT1 TS  N ‐ NC Share Shift

Sr. Service Desk Technician 2 5003 Senior Information Systems Technician C HS + 6 Years Abacus Service Desk Foundations IAT1 TS  N ‐ NC Share Shift

Sr. Service Desk Technician 2 5003 Senior Information Systems Technician C HS + 6 Years Harris Service Desk Foundations IAT1 TS  N ‐ NC Share Shift

Jr. Service Desk Technician 1 5002 Junior Information Systems Technician B HS + 4 Years Harris Service Desk Foundations IAT1 TS/SCI N ‐ NC Share Shift

Jr. Service Desk Technician 1 5002 Junior Information Systems Technician B HS + 4 Years Harris Service Desk Foundations IAT1 TS /SCI N ‐ NC/Chy  Shift

Jr. Service Desk Technician 1 5002 Junior Information Systems Technician B HS + 4 Years Harris Service Desk Foundations IAT1 TS  N ‐ NC Share Shift

Jr. Service Desk Technician 1 5002 Junior Information Systems Technician B HS + 4 Years Harris Service Desk Foundations IAT1 TS  N ‐ NC Share Shift

Facilities Technician 1 5015 Field Technician B HS + 4 Years Abacus Service Desk Foundations IAT1 TS  N ‐ NC Share Shift
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Contract Title Tier GSA Equivalent Level Educ/Exp Company Work Center ITIL Cert 8570 Clearance Location Shift/Day
Facilities Technician 1 5015 Field Technician B HS + 4 Years Abacus Service Desk Foundations IAT1 TS  N ‐ NC Share Shift

Jr. Service Desk Technician 1 5002 Junior Information Systems Technician B HS + 4 Years Harris Service Desk Foundations IAT1 TS  N ‐ NC Share Shift

Jr. Service Desk Technician 1 5002 Junior Information Systems Technician B HS + 4 Years Harris Service Desk Foundations IAT1 TS  N ‐ NC Share Shift

Jr. Service Desk Technician 1 5002 Junior Information Systems Technician B HS + 4 Years Harris Service Desk Foundations IAT2 TS  N ‐ NC Share Shift

Assoc. Service Desk Technician 1 5001 Associate Information Systems Technician A HS Degree Harris Service Desk Foundations IAT1 TS  N ‐ NC Share Shift

Assoc. Service Desk Technician 1 5001 Associate Information Systems Technician A HS Degree Harris Service Desk Foundations IAT1 TS  N ‐ NC Share Shift

Assoc. Service Desk Technician 1 5001 Associate Information Systems Technician A HS Degree Harris Service Desk Foundations IAT1 TS  N ‐ NC Share Shift

Assoc. Service Desk Technician 1 5001 Associate Information Systems Technician A HS Degree Harris Service Desk Foundations IAT1 TS /SCI N ‐ NC/Chy Shift

Assoc. Service Desk Technician 1 5001 Associate Information Systems Technician A HS Degree Harris Service Desk Foundations IAT1 TS /SCI N ‐ NC/Chy  Shift

Assoc. Service Desk Technician 1 5001 Associate Information Systems Technician A HS Degree Harris Service Desk Foundations IAT1 TS  N ‐ NC Share Shift

Assoc. Service Desk Technician 1 5001 Associate Information Systems Technician A HS Degree Harris Service Desk Foundations IAT1 TS  N ‐ NC Share Shift

Assoc. Service Desk Technician 1 5001 Associate Information Systems Technician A HS Degree Harris Service Desk Foundations IAT1 TS  N ‐ NC Share Shift

Information Security Manager 3 1019 Lead Information Security Systems Engineer IV BS & 15 Years Abacus Security  Foundations IAT2 TS  N ‐ NC Day

Sr. Info Security Engineer 2 1018 Senior Information Security Systems Engineer III BS & 6 Years SRA Security Foundations IAT2 TS  N ‐ NC Day

Jr. Info Security Engineer 2 1017 Junior Information Security Systems Engineer II BS & 3 Years Harris Security Foundations IAT2 TS  N ‐ NC Day

Applications/ Technical Manager 3 1029 Senior Systems Engineer III BS & 6 Years Harris App/Tech Mgmt Intermediate IAT2 TS  N ‐ NC Day

Messaging and Collaboration Lead 3 3003 Senior Database Administrator III BS & 6 Years SRA Messaging and Collaboration  Foundations IAT2 TS  N ‐ NC Day/Shift

Jr. Database Administrator 2 3002 Junior Database Administrator II BS & 3 Years Harris Messaging and Collaboration Foundations IAT2 TS  N ‐ NC Day/Shift

Jr. Database Administrator 2 3002 Junior Database Administrator II BS & 3 Years Harris Messaging and Collaboration Foundations IAT2 TS  N ‐ NC Day/Shift

Jr. Database Administrator 2 3002 Junior Database Administrator II BS & 3 Years Harris Messaging and Collaboration Foundations IAT2 TS  N ‐ NC Day/Shift

Jr. Database Administrator 2 3002 Junior Database Administrator II BS & 3 Years Harris Messaging and Collaboration Foundations IAT2 TS  N ‐ NC Day/Shift

Assoc. Database Administrator 1 3001 Associate Database Administrator I BS  Harris Messaging and Collaboration Foundations IAT2 TS  N ‐ NC Day/Shift

Assoc. Database Administrator 1 3001 Associate Database Administrator I BS  Harris Messaging and Collaboration Foundations IAT2 TS  N ‐ NC Day/Shift

Assoc. Database Administrator 1 3001 Associate Database Administrator I BS  SRA Messaging and Collaboration Foundations IAT2 TS  N ‐ NC Day/Shift

VTC Lead Technician 3 5007 Senior Network Control Technician C HS + 6 Years Abacus VTC  Foundations IAT2 TS  N ‐ NC Day/Shift

Jr. Network Control Technician 2 5006 Junior Network Control Technician B HS + 4 Years Abacus VTC Foundations IAT2 TS  N ‐ NC Day/Shift

Jr. Network Control Technician 2 5006 Junior Network Control Technician B HS + 4 Years Abacus VTC Foundations IAT2 TS  N ‐ NC Day/Shift

Jr. Network Control Technician 2 5006 Junior Network Control Technician B HS + 4 Years SRA VTC Foundations IAT2 TS  N ‐ NC Day/Shift

Assoc. Network Control Technician 1 5005 Associate Network Control Technician A HS Degree SRA VTC Foundations IAT2 TS  N ‐ NC Day/Shift

Assoc. Network Control Technician 1 5005 Associate Network Control Technician A HS Degree SRA VTC Foundations IAT2 TS  N ‐ NC Day/Shift

Assoc. Network Control Technician 1 5005 Associate Network Control Technician A HS Degree SRA VTC Foundations IAT2 TS  N ‐ NC Day/Shift

Lead Systems Administrator 3 3018 Senior Systems Administration III BS & 6 Years Harris System Administration Foundations IAT2 TS  N ‐ NC Day/Shift

Jr. Systems Administrator 3 3017 Junior Systems Administration II BS & 3 Years Abacus System Administration Foundations IAT2 TS  N ‐ NC Day/Shift

Jr. Systems Administrator 3 3017 Junior Systems Administration II BS & 3 Years Abacus System Administration Foundations IAT2 TS  N ‐ NC Day/Shift

Jr. Systems Administrator 2 3017 Junior Systems Administration II BS & 3 Years Harris System Administration Foundations IAT2 TS  N ‐ NC Day/Shift

Jr. Systems Administrator 2 3017 Junior Systems Administration II BS & 3 Years Harris System Administration Foundations IAT2 TS  N ‐ NC Day/Shift

Jr. Systems Administrator 2 3017 Junior Systems Administration II BS & 3 Years Harris System Administration Foundations IAT2 TS  N ‐ NC Day/Shift
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Contract Title Tier GSA Equivalent Level Educ/Exp Company Work Center ITIL Cert 8570 Clearance Location Shift/Day
Jr. Systems Administrator 2 3017 Junior Systems Administration II BS & 3 Years Harris System Administration Foundations IAT2 TS  N ‐ NC Day/Shift

Assoc. Systems Administrator 1 3016 Associate Systems Administration I BS  Abacus System Administration Foundations IAT2 TS  N ‐ NC Day/Shift

Assoc. Systems Administrator 1 3016 Associate Systems Administration I BS  Harris System Administration Foundations IAT2 TS  N ‐ NC Day/Shift

Assoc. Systems Administrator 1 3016 Associate Systems Administration I BS  SRA System Administration Foundations IAT2 TS  N ‐ NC Day/Shift

Assoc. Systems Administrator 1 3016 Associate Systems Administration I BS  SRA System Administration Foundations IAT2 TS  N ‐ NC Day/Shift

Service Quality & Governance Manager 3 6003 Senior Program Management III BS & 6 Years Harris Quality and Governance Intermediate IAT2 TS/SCI Harris Day

Change Manager 3 4008 Senior Configuration Management III BS & 6 Years Abacus Service Control  Foundations IAT2 Secret Harris Day

Sr. Configuration Manager (Base Yr only) 3 4008 Senior Configuration Management III BS & 6 Years Harris Service Control Foundations IAT2 Secret Harris Day

Jr. Configuration Manager 2 4007 Junior Configuration Management II BS & 3 Years Harris Service Control Foundations IAT2 Secret Harris Day

Jr. Configuration Manager 2 4007 Junior Configuration Management II BS & 3 Years Abacus Service Control Foundations IAT2 Secret Harris Day

Jr. Configuration Manager 2 4007 Junior Configuration Management II BS & 3 Years Abacus Service Control Foundations IAT2 Secret Harris Day

Assoc. Configuration Manager 1 4006 Associate Configuration Management I BS Abacus Service Control Foundations IAT2 Secret Harris Day

Assoc. Configuration Manager 1 4006 Associate Configuration Management I BS Harris Service Control Foundations IAT2 Secret Harris Day

Assoc. Configuration Manager 1 4006 Associate Configuration Management I BS SRA Service Control Foundations IAT2 Secret Harris Day

Assoc. Configuration Manager 1 4006 Associate Configuration Management I BS SRA Service Control Foundations IAT2 Secret Harris Day

Service Level Manager 3 4018 Quality 3 III BS & 6 Years SRA Reporting (Lead) Foundations N/A Secret Harris Day

Senior Quality Analyst 2 4017 Quality 2 III BS & 6 Years SRA Reporting Foundations N/A Secret Harris Day

Senior Quality Analyst 2 4017 Quality 2 II BS & 3 Years SRA Reporting Foundations N/A Secret Harris Day

Quality Analyst 2 4016 Quality 1 II BS & 3 Years SRA Reporting Foundations N/A Secret Harris Day

CSI Manager 3 4018 Quality 3 III BS & 6 Years SRA CSI Intermediate N/A Secret Harris Day

CSI  Implementation Lead (Base Yr Only) 3 4018 Quality 3 III BS & 6 Years SRA CSI Expert N/A Secret Harris Day

Procurement 2 Not Priced ‐ In rates II, III BS & 3 Years Harris Supplier Management N/A N/A Secret Harris Day

Subcontracts 3 Not Priced ‐ In rates II,III BS & 3 Years Harris Supplier Management N/A N/A Secret Harris Day
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1.3  Recruiting Personnel 
The success of the N-NC transition is directly related to the staffing buildup effort. We conduct selective recruitment 
and hire only the most experienced, qualified personnel. Recruiting is considered a key function and responsibility of 
Harris management. Harris recruiting strategies assert expedient identification and timely selection of qualified 
candidates. Harris employs an experienced staff of recruiting professionals to assist management in this vital 
process, thereby enabling our program teams to consistently maintain client satisfaction and attain business 
objectives. Harris’s recruiting and management personnel are firmly committed to championing Harris’s Equal 
Opportunity Employment practices, and routinely ensure compliance with applicable federal, state, and local 
employment-related regulations. Our local recruiting team has already received scores of resumes as a result of our 
proactive recruiting practices. We posted N2ITSM manning requirements to our Harris corporate site for internal and 
external applicants, as well as our subscription job boards (CareerBuilder, Monster, ClearedJobs). We identified and 
contacted several current or recent incumbent candidates. We posted a recruiting advertisement (see Figure 1.3-1) 
in the local Colorado Springs base newspapers and our local recruiter posted an "announcement" to his LinkedIn 
account. Upon award, we will bring a dedicated HR team onsite to ensure immediate incumbent capture. Our target 
incumbent capture rate is 100% of qualified personnel. 

 

 
Figure 1.3-1. Team Harris Recruiting.  

Our recruiting advertising attracts potential employees. 
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Responsive Mission Partners 

Harris IT Services recruiters continuously 
sustain an industry leading 97.6% staffed 
positions.

To ensure our managers interview only the most qualified candidates, Harris recruiters follow stringent quality control 
procedures, conducting a thorough screening of each candidate. Below are examples of methods used to screen 
candidates. 

 Telephone Screening serves to confirm that each candidate’s overall skill set meets job requirements. 
 Personal Interview provides a forum to assess a candidate’s professionalism and communication skills, as well 

as share further information about the position and program objectives. 
 Reference Verification process procures a detailed technical and character reference from the candidate’s 

previous two employers. 
 Background checks covering criminal convictions, driving record, etc., as dictated by contract 

provisions/position requirements, are performed on Harris’s behalf by a reputable national vendor. 
 Security Clearance Verification in response to stringent security requirements. Harris has fine-tuned our 

approach to recruiting cleared individuals by working in concert with Harris Security to address this aspect early 
in the qualification process. 

 
Figure 1.3-2. Team Harris Recruiting and Hiring Process.  

Our defined process enables us to satisfy customer needs by sourcing highly qualified personnel on-demand. 
 

Team Harris places considerable emphasis on recruiting and retaining 
well qualified, dedicated professionals to comprise a committed, capable 
workforce that remains on contract and performs to and beyond client 
expectations. Our proven recruitment methodology, as shown in Figure 
1.3-2, ensures that Team Harris is positioned not simply to meet, but to 
exceed customer expectations. 

Benefits. Team Harris has proven effective in retaining high-caliber IT personnel. Our benefits packages and salary 
levels consistently allow us to attract the best. An average annual training allowance of $3,500 per employee permits 
our staff to continue advancing their technical skills. We understand employee retention is a key to program success. 
Team Harris attracts and retains qualified personnel with our robust Total Compensation Plan and a working 
environment that is professionally challenging and conducive to teamwork with formal programs for internal job 
promotion, professional development, performance evaluation, salary review, and bonus recognition. Harris is 
committed to ensuring that our teammates also provide a similar benefits package. Table 1.3-1 shows the highlights 
of the Harris Total Compensation Plan. 



 

Use or disclosure of data contained on this sheet is subject to the restriction on the title page of this proposal.  Part I-9
 

 

Table 1.3-1. Total Compensation Plan. 

Our Total Compensation Plan provides an attractive and encouraging employee environment. 

Title Description 
Competitive Salary Team Harris’s measured and systematic methodology for managing Human Resources (HR) is based on 

establishing and maintaining competitive salary ranges, which are updated annually using national and 
regional, Defense Contract Audit Agency (DCAA) approved, salary survey data. 

Comprehensive Benefits Harris offers its employees comprehensive benefits, competitive with industry standards. Further, our 
subcontractors’ personnel retention policies and compensation programs were examined and were found 
to be fully consistent with our own. 

Education and Training Team Harris offers educational, certification, and training assistance to employees to cultivate a 
continuous supply of highly productive individuals. Harris also provides a robust internal training program 
that integrates customer and corporate objectives with employee career development goals. The Harris 
Learning Center affords all Harris employees the opportunity to develop their skills and knowledge to 
support career advancement. 

Promotions and Recognition Promoting from within the talent of our team rewards deserving individuals, increases job satisfaction, and 
helps to motivate other team members to perform well. Harris also rewards outstanding performance 
through an array of other recognition methods. 

 

Incumbent Personnel. For Team Harris, the first priority for staffing will be to retain those qualified incumbent 
personnel currently performing well in support of the program. Team Harris’s transition process is designed to 
facilitate the transfer of these incumbents to the Team, thereby promoting professional unparalleled program support. 
When phasing-in a contract from an incumbent contractor, we hire as many of the highly qualified incumbent 
contractor personnel as possible. This ensures we capture program knowledge and expertise without degrading 
mission operations. Our managers, together with those selected from the incumbent, provide an optimum mix to 
ensure our transition plan is implemented on schedule and without mission disruption or interference. We will not 
impact the N-NC mission by hiring individuals away from the incumbent prior to the completion of the transition 
period. Team Harris will schedule capture meetings during non-duty hours to avert any adverse impact on the 
incumbent’s service performance. Our success in transition stems from a process refined by experience, an 
innovative future employee contact plan, a competitive salary and benefits package, and a reputation for high levels 
of employee satisfaction. Incumbent staff will be phased-in during the orientation and transition period of each task, 
to effectively leverage institutional knowledge and minimize transition risk. Their transition to Team Harris will be 
coordinated to ensure there is no disruption of service to customer organizations. To attract incumbent personnel, 
Team Harris endeavors to match (or better, where appropriate) the salary and benefits of the previous company. As 
Performance Reviews are conducted annually, under a semi-annual review cycle, incumbent personnel will be 
reviewed in a timely manner to recognize their continuing service to the program. Although our incumbent recruitment 
approach has proven to be highly successful, we will provide staff resources from our dedicated employee ranks as 
warranted to meet requirements. 

1.4  Obtaining Security Clearances 
During the phase-in, Team Harris will ensure the N-NC remains fully staffed and functional. One key area of 
transition is to ensure that Team Harris personnel have the appropriate level of security clearances at the end of the 
contract transition period, enabling our workforce to engage on Day One.  

1.4.1  Approach to obtaining required security clearances 
Human Resources/Security: Providing a motivated, certified, trained, and cleared workforce is critical to a successful 
contract performance. Recruiters opened contingency requisitions and initiated screening candidates in order to 
obtain a list of qualified, cleared candidates for each position prior to contract award. We will accomplish the following 
recruiting, security, and administrative actions to ensure that our employees in place and prepared to begin support 
at the end of the transition period. 

 Validate security clearances, qualifications, and certifications of new employees 
 Validate security clearances and update site visit requests as needed 
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Reliable as a Dial Tone 

In a 2009 survey, Harris Corporation was voted 
One of the Top 50 Places to Work in the U.S., a 
clear indication of our successful staffing and 
retention processes. 

 Ensure all potential employees are owned and a Visit Authorization Request completed within Joint Personnel 
Adjudication System (JPAS) in order to obtain access badges for access to workplace and user account. 

 Coordinate with the Government Task Lead (GTL) to have TS/SCI clearances activated as required per 
instructions provided by the Contract Security Classification Specification (DD254). 

 Renew Common Access Cards (CAC) 

Team Harris manages its personnel security program in compliance with DoD 5220.22-M, National Industrial Security 
Program Operating manual. The Facility Security Officer (FSO) manages all personnel clearances and access to 
classified information via the JPAS. Team Harris will safeguard classified information according to the procedures of 
the host installation. The security manager will work closely with each Government site security manager to coordinate 
any special requirements and ensure compliance with the Government client’s identification procedure that implements 
HSPD-12 policy. 

Harris has a very mature pre-screening program that eliminates weak candidates early. Our very low 
denial/revocation statistics reflect the success of our pre-screening process. Prescreens are conducted to: 

 Ensure the candidate has the ability to obtain and maintain a clearance 
 Validate that the candidate is a U.S. citizen 
 Validate a current clearance, if applicable 

1.5  Retention 
To maintain low turnover and retain top performers, Team Harris embraces the essential elements of empowerment, 
reward, independence, and technology refresh. To this end, Team Harris: 

 Empowers its managers and subject matter experts to make a difference. The Team has an entrepreneurial 
culture that offers key performers opportunities to “run their own businesses,” taking full advantage of our 
financial stability and strength, responsive corporate infrastructure, as well as reputation, and expectation, for 
performance excellence. 

 Consistently and visibly rewards key performers for their contributions toward our success (performance 
excellence, initiative, innovation, and, most importantly, client satisfaction). Internally, recognition includes 
plaques, letters of commendation, and cash awards, as well as recognition in staff meetings, publications, and at 
company social functions.  

 Makes it easy for key performers to get the job done right the first time; managers are empowered to respond to 
clients decisively and proactively. 

 Stay abreast of technology trends. Managers encourage employees to maintain their technology skills through 
training, and the implementation of tested new technology initiatives, including developing cutting-edge products 
and tools, and collaborating with third parties to transfer technology to our employees. 

 Provides annual performance reviews and performance based merit increases to recognize employees for their 
continued service. 

Retaining top performing employees is a primary corporate objective as 
Harris’s corporate structure and culture serve to support employment 
stability and professional growth. Our “employee friendly” culture 
minimizes employee turnover and provides a direct benefit to both the 
employee and the customer. The customer benefits through our efforts to 
maintain currency with the requisite skills and expertise to deliver 
successful contract performance and customer satisfaction. This strategic approach to selecting and retaining talent 
has proven successful in the retention of Harris staff companywide. Harris boasts an impressively low turnover rate of 
12.6 percent and currently realizes an IT industry-leading voluntary turnover rate of less than 7 percent, against an 
industry average of greater than 24.5 percent. We consider this to be an expression of our core values. These 
impressive retention figures coupled with our robust employee initiatives are highly effective in helping to ensure that 
we are able to maintain a cohesive staff throughout the tenure of the N2ITSM contract. 
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Team Harris rewards outstanding performance through an array of recognition methods, ranging from expressions of 
praise and appreciation to monetary bonuses. Our recognition programs are designed to commend employee 
actions, efforts, behavior, and performance, and reinforce those behaviors that contribute to our mutual success. 
Whether formal or informal, cash or non-cash, these recognition programs reinforce the value of performance 
improvement, foster continued improvement, formalize the process of showing appreciation, provide positive and 
immediate feedback, and foster communication of valued behavior and activities. 

Specifically, the Harris AppreciatingU program provides an online, user-friendly method to recognize and reward 
employees who have made valuable contributions to the company while exemplifying Harris’s Core Values. This 
program consists of ThankU ecards that anyone can send as a non-monetary means of expressing appreciation; 
URock awards valued from $25 to $200 to recognize tactical, above and beyond efforts and bright ideas; and Uxcel 
awards valued from $500 to $2,500 for strategic achievements that demonstrate strong business leadership and 
exemplary business/technical results. Each of the Team Harris teammates has similar programs to ensure all Team 
Harris employees are appropriately rewarded. 

1.6  Surge Management 
Team Harris has worked numerous projects where labor surges can happen quickly and unpredictably. We 
understand the necessity to have additional personnel available for times when projects need to be compressed or 
world events cause the need for more IT support personnel. We also understand that our military customers live and 
work in an operational environment and project changes, to support the mission, are sometimes required, which in 
turn require more personnel to execute. Harris utilizes a recruitment process that features multi-faceted sourcing 
avenues as well maintaining staffing agreements with specialized local and national IT staffing companies to rapidly 
fill “touch labor” temporary or surge positions, as warranted. This supplements our capability and allows us to move 
quickly and efficiently on demanding contracts and projects. Team Harris can draw from a deep and broad pool of 
skill sets from 200+ personnel locally from Colorado Springs and over 15,000 across the country to support this 
effort. Harris can tap into expertise and staffing from across our lines of business and even from other divisions to meet 
a short-term need. In addition, we employ a dedicated field services group of almost 200 technicians and engineers 
that can support the N-NC mission and can increase that support as needed. Finally, Harris has relationships with 
several IT subcontract partners and staffing firms that can staff to help implement a new solution or fill longer term 
temporary staffing needs on short notice. Harris has used these methods to successfully respond to surge 
requirements on other tasks, such as the 4-star Command Headquarters relocation project for U.S. Southern 
Command in Miami, Florida. 

1.7  Training Approach 
Team Harris is committed to developing staff to meet N-NC requirements and encourages personnel to remain abreast 
of new technology. Our training methodology illustrated in Figure 1.7-1 consists of a common framework to equip 
program staff with clearly defined training objectives and the requisite tools to attain those objectives. 

 

 
Figure 1.7-1. Training Program.  

Team Harris is committed to a recurring training model. 
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Team Harris is dedicated to staffing this critical program with personnel who are trained and certified on the systems 
they will operate, maintain, and support. Although all program personnel will possess the required training on Day 
One, a training plan supplemented with the training tracker will be in place to ensure training continuity over the 
course of the program. This ensures that Team Harris is at the forefront of industry standards and our personnel 
provide optimal individual performance. 

Team Harris provides an incentive structure designed to motivate and reward employees in their pursuit, 
achievement, and maintenance of strategic professional certifications relevant to the company. Therefore, in addition 
to the Certification Assistance program, employees may be eligible for a certification reward. Selected certifications 
include ITIL, Microsoft Certified Trainer, Microsoft Certified Learning Consultant, Microsoft Certified Desktop Support 
Technician, and Microsoft Office Specialist. The cost of obtaining these certifications is covered under the tuition 
reimbursement program. 
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33..00      PPAARRTT  IIIIII  QQuuaalliittyy  CCoonnttrrooll  PPllaann  
Supporting the objective of the Government’s Quality Assurance Surveillance Plan (QASP), this Quality Control Plan 
(QCP) leverages our independently audited (third party) International Standards Organization (ISO) registered 
Quality Management System (ISO 9001) and Service Management System (ISO 20000). This QCP addresses our 
approach for successful performance of the required tasks and output specifications stated in the N2ITSM program 
performance work statement (PWS). While this QCP is intended to be a living document, it is considered a controlled 
document and will only be revised by the N-NC program manager and Quality Assurance (QA) team in conjunction 
with the Government as needed to support mission objectives. 

Introduction 
In support of N-NC, Team Harris implements a well-defined, disciplined, and combined management system of 
processes in accordance with (IAW) quality and N2ITSM system requirements. Team Harris will leverage its existing, 
independent (third party) audited and registered Quality and Information Technology (IT) Service Management 
Systems (ITSMS) to establish and maintain conformance to both ISO 9001 Quality Management System (QMS), and 
ISO 20000 ITSMS requirements and international best practices. 

A key component of the Team Harris processes is a series of planned evaluations by an independent QA function to 
ensure that processes are carried out as planned and products/services meet the requirements specified in the N-NC 
contract. The QA function provides an independent review and audit of N-NC planning activities across all functional 
groups, providing oversight into the adequate use of systems, processes, and procedures for each group. 

Core to the key elements of this approach are Team Harris’s QMS and ITSMS, complemented by the performance 
objectives identified in the Service Summary (SS). The SS is based on established operational metrics used to 
develop Key Performance Indicators (KPI), which in turn, are the means to measure the Critical Success Factors 
(CSF) that determine satisfactory service execution. 

Scope/Program Overview 
Team Harris provides services to  manage, operate, and sustain logistical and general support for the IT Services 
identified in the N-NC IT service catalog and service assets listed in the hardware and software service asset 
catalogs. 

Team Harris is accountable for the quality and performance management of all required functions and processes. We 
are responsible for performing the work required to meet the performance metrics and deliverables. This includes 
accountability and responsibility for the Information Transport, Network Distribution, Computing Services, Application 
Services, Technical Management, and IA service categories in the N-NC Service Catalog per RACI (responsible, 
accountable, consulted, and informed) matrices. 

Team Harris provides all levels of maintenance and support, including procuring maintenance, technical support, 
warranty, and software assurance as necessary to maintain service levels. Services included, but are not limited to, 
the Information Technology Infrastructure Library (ITIL) v3 processes supporting the ITIL lifecycle and functions. 
Team Harris also performs the following tasks noted below in Table 3.0-1. 

Table 3.0-1. IT Service Tasks. 
Team Harris provisions IT services by leveraging the ITIL v3 framework. 

IT Service Tasks IT Service Tasks IT Service Tasks IT Service Tasks 
IT planning, projects & 
design 

Testing & validation CI installation, troubleshooting & 
repair/replacement 

Enterprise network management 

Hardware & software 
handling/accountability 

Procurement Technical refresh Network administration 

Systems administration Storage administration Enterprise network & security 
operations 

Telecommunications 

Configuration control & 
management 

Enterprise modeling & 
simulation 

Visual information/video 
teleconferencing 

Information assurance (IA)/computer network 
defense 

Service desk User training Worldwide web applications Exercise /support national special security events 



 

Use or disclosure of data contained on this sheet is subject to the restriction on the title page of this proposal.  Part III-2
 

Team Harris supports changes as identified in the N-NC service catalog. Government-approved projects are also 
included in the service pipeline to provide new or changed services to the enterprise baseline IT Services. Team 
Harris supports the Government’s right to identify projects that will be supported. 

Team Harris identifies upgrades and service changes to improve the utility and warranty of IT services, in an effort to 
reduce total cost of ownership and increase efficiencies. Team Harris addresses proposed changes through the 
N2ITSM change management process, supporting the Government’s right to categorize a Request for Change (RFC) 
as a project. Also, changes to services to maintain the utility and warranty of services is considered in scope as 
normal sustainment. Team Harris recommends implementation IAW industry best practices, without imposing 
additional cost. 

Team Harris is responsible for all process outputs identified and their associated maintenance through IT knowledge 
management. 

Team Harris supports the Government’s right to bring in external and/or a third party to perform independent auditing 
and analysis of the existing enterprise, to review any provided products/services, and implement new/changed 
service requirements. 

3.1 Program Quality Team Relationships and Responsibilities  
3.1.1  Program Quality Team 
Quality staffing is based on a quality team tailored to the needs of N-NC. As shown in Figure 3.1.1-1 below, we are 
able to reach back into Harris Corporation and/or our partner organizations to provide additional quality support when 
needed.  This approach ensures that the program, customer, and mission continue to succeed in delivering quality 
results. 

 
Figure 3.1.1-1. Program Quality Team 

Harris Quality Team interfaces N-NC leadership and Harris Leadership, synergizing QA, Surveillance, and  
Control throughout the program. 
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The roles and responsibilities of key stakeholders in the Program Quality Team are provided in Table 3.1.1-1. 

Table 3.1.1-1. Program Quality Team Responsibilities.  
Team Harris Program Quality Team ensures accountability by defining roles and responsibilities. 

Group/Title 
Functional Role  Description 
Contracting Officer 
(CO) 

Ensures performance of all necessary actions for effective contracting and compliance with the contract 
terms, and safeguards the interests of the United States in the contractual relationship. Also assures that the 
Contractor receives impartial, fair, and equitable treatment under this Task Order. Ultimately responsible for 
the final determination of the adequacy of the Contractor’s performance 

Contracting Officer 
Representative (COR) 

Responsible for technical administration of the contract and assures proper Government surveillance of the 
Contractor’s performance via the QASP. Keeps the QA file and is not empowered to make any contractual 
commitments or to authorize any contractual changes on the Government’s behalf. Implements the 
Government’s QASP as a surveillance method to ensure the acceptability of Team Harris performance in 
regards to meeting the objectives of the program. Provides written acceptance, comments, and/or change 
requests, if any, to this QCP. The COR will provide monthly assessments detailing achieved performance for 
the respective reporting period for each KPI and all CSFs to the contracting office on or about the 20th 
business day after contractor reporting period. 

Multi-Functional Team 
(MFT) 

Customer-focused team managing contract performance throughout program’s lifecycle with the goal of 
achieving cost savings, performance efficiencies, and improved customer service.  

Program Manager Oversee completion and review sections of this QCP. Responsible for program QC and approval of this plan. 

Process Owner Support completion of QCP. Responsible for QC. Process owners have the following responsibilities: 

 Ensure process is defined, communicated and deployed, and establish quality objectives  

 Implement methods to collect, analyze, and report data, such as customer feedback, process performance, 
and conformity (including supplier performance and conformity) 

 Respond to conformance issues by eliminating detected failures and causes of failures 

 Identify and implement improvement opportunities 

 Develop the necessary controls to maintain the improved process 

Process Manager Support QC control and completion of this QCP. Responsible for ensuring that a process is “Fit for Purpose.” 
Responsibilities include sponsorship, design, change management, and continual improvement of the process 
and its metrics. As needed, also supports process owner responsibilities noted above. 

Process Operator Operates the defined, communicated, and deployed program processes. Adheres to documented quality 
policy. Provides input to this QCP and identifies opportunities for improvement to process manager. 

Service Quality/ 
Governance Manager 

Submits QCP for internal review/approval. Posts/delivers QCP for Government acceptance. Summarizes and 
reviews QA inputs/outputs at QMS and SMS management reviews. Manages program specific 
corrective/preventive action requests. Maintains and utilizes approved QCP to ensure requirements of this 
program are provided as specified. Resubmits updated QCP to Government five business days after receipt 
of Government’s comments and/or change requests. 

Internal Auditors In addition to their normal duties, program personnel are qualified to perform internal audits, initiating 
corrective/preventive action requests in support of QMS and SMS compliance and QA. To maintain 
independence, internal auditors do not audit their own work. 

QA Team  Review program’s QCP. Provide independent review/audit of planning and process activities across all 
groups. 

 

3.1.2  Quality Assurance 
QA is focused on providing confidence that identified requirements will be fulfilled. The QA organization has the 
freedom and authority to identify and assess quality related problems, and to assume a role in the recommendation 
of preventive and corrective actions. QA assures and validates processes associated with N-NC program operations 
comply with all applicable specifications, procedures, and design data. QA is responsible for advising and assisting 
N-NC program organizations in the performance of activities, which influence the quality or reliability characteristics 
of the program’s products and services. QA oversees corrective/preventive actions, along with internal audits and 
continual improvement practices, when necessary or required. 
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N-NC quality is structured to provide continual improvement and effective action to prevent problem occurrence. The 
critical index for measuring success is delivery of a management system and its processes that meets contractual 
requirements while exceeding customer expectations. 

3.1.3  Relationship to Other Quality/Service Management System Documents 
The QASP for N-NC describes the task order as: “The Contractor shall provide non-personal services to manage, 
operate, sustain, and provide logistical and general support for the IT Services. Government-provided QASP and this 
QCP work together to ensure program performance standards are met.” The QCP is intended to work in conjunction 
with the Harris IT Services ISO 9001 Registered QMS and ISO 20000 registered IT SMS identified in Figures 3.1.3-1 
and 3.1.3-2 respectively. As a result, this QCP is highly dependent upon and leverages extensively the nine 
mandatory QMS documents listed here: Quality Policy, Quality Objectives, Quality Manual, Control of Nonconforming 
Product/Service, Control of Documents, Control of Records, Internal Audit, Corrective Action, and Preventive Action.  

 
Figure 3.1.3-1. QMS with Embedded Service Management System 

Team Harris’s QMS with embedded SMS transforms customer requirements into customer satisfaction by integrating with  
and supporting the N-NC QASP. 
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Below in Figure 3.1.3-2 is a larger view of the ISO 20000 registered SMS seen embedded in our ISO 9001 
registered QMS (Figure 3.1.3-1). 

  
Figure 3.1.3-2. Service Management System Diagram 

Team Harris’s ISO 20000 registered SMS transforms customer service requirements into realized services that support  
the N-NC mission satisfying customers and stakeholders 

 

The following are the 24 mandatory documents supporting the SMS processes in Figure 3.1.3-2 above. The bolded 
procedures in Table 3.1.3-1 below standardized to cover both the QMS and SMS. 

Table 3.1.3-1. Mandatory SMS Documentation.  
Team Harris mandates 24 documents supporting our SMS. 

Service Management Policy Security Management Policy 

Communication Procedure Customer Service Complaints Procedure 

Service Management Plan Supplier Management Contractual Disputes Procedure 

Control of Documents Procedure Incident and Service Request Management Procedure 

Control of Records Procedure Major Incident Procedure 

Internal Audit Procedure Problem Management Procedure 

Continual Service Improvement Policy Configuration Management Procedure 

Continual Service Improvement Procedure Change Management Policy 

Continuity and Availability Management Plan Change Management Procedure 

Budget and Accounting Policy Change Management Emergency Change Procedure 

Budget and Accounting Procedure Release Policy 

Capacity Management Plan  Release Management Emergency Release Procedure 
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It is important to note that Team Harris’s SMS leverages the existing mandatory QMS procedure documents: Control 
of Documents, Control of Records, and Internal Audit. These mandatory QMS documents are required to support 
the SMS and its processes outlined in Figure 3.1-3 above. 

3.1.4  Multi-Functional Team (MFT) 
MFT is a customer-focused team instituted under the authority of the N-NC senior leadership. It includes all 
stakeholders impacted by the services performed, as well as the contractor and subgroup(s) responsible for routine 
tasks associated with the service quality/performance management. These stakeholders are responsible for the 
program performance throughout the life of the requirement/task order. Each representative within the MFT brings to 
the table their unique level of expertise. Their expertise is vital to the success of the team but remains subordinate to 
the mission. Their purpose is to create an environment that shapes and executes the program emphasizing 
teamwork, trust, common sense, and agility. MFT meets on a periodic basis, at least quarterly, managing contract 
performance throughout its lifecycle. As shown in Figure 3.1.4-1 below, the MFT is composed of members from 
across functional areas working together with the goal of achieving cost savings, performance efficiencies and 
improved customer service while ensuring requirements are met on schedule and within budget. The team leverages 
performance, quality, and continual service improvement techniques from a broad range of disciplines and 
backgrounds. 
 

 
Figure 3.1.4-1. Customer-Focused Multi-Functional Team 

Team Harris’s proactive engagement with the MFT ensures successful and sustained continual improvement  
 

3.2 Continual Improvement  
Working with the MFT, Team Harris develops and implements improvement plans by assessing the situation, 
focusing on the customer, and targeting the required improvement to achieve the desired results. Where a new 
process is needed, we target the process, assess its current state, develop its future state, conduct gap analysis, and 
implement a plan to close the gaps and achieve future state performance. Where an existing process consists of 
non-value added activities, we identify customer value, develop a value stream based on flow, pull, and perfection, 
removing non-value-added activities to reduce cost and improve performance. Where bottlenecks are inhibiting 
system or process improvements, we apply the Theory of Constraints (TOC) to remove the bottlenecks and improve 
performance. Where process variation causes inconsistent performance, we apply Six Sigma to improve process 
control, as seen in our real life example shown in section 3.3 Process Control. 
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Figure 3.2-1. Customer Focused Improvement Methodologies 

Team Harris applies the right improvement tool for the right situation to eliminate bottlenecks, improve quality, and reduce cost 
 

Collaborating with the MFT, Team Harris applies these performance improvement methods throughout the service 
management lifecycle to achieve cost savings, performance efficiencies, and improved customer service. A 
successful example of cost savings, performance improvement, and customer satisfaction is found below in Process 
Control, where we utilize Statistical Process Control (SPC) to identify improvement opportunities, take action, and 
improve performance, ensuring service level requirements are not only met, but can be raised. 

3.3 Process Control 
The quality of the products and services provided is directly dependent upon the quality of the systems and 
processes producing those products and services. This is why we leverage standardized independently audit and 
registered QMS and SMS and their mandatory process and procedures. Maintaining consistent, repeatable, and 
controlled processes is how we ensure those processes deliver quality products and services. In this example, by 
applying SPC tools and techniques, we analyzed end-user satisfaction for Patriot National Reconnaissance Office 
(NRO) shown in Figure 3.3-1. Although end-user satisfaction performance continued to exceed customer Service 
Level Requirements (SLR), statistical analysis showed that end-user satisfaction performance was trending 
downward and had dipped below the process’s Lower Control Limits (LCL). This triggered an investigation into the 
root cause of the trend, and subsequent development of a corresponding action plan to improve the process and 
prevent a potential breach of the 80 percent end-user satisfaction SLR. The process improvements resulted in an 
increased end-user satisfaction average of 91 percent, and increased the LCL to 85 percent, thus improving 
performance while tightening QC and further ensuring that the 80 percent SLR was never breached. Applying SPC 
tools and analysis across key performance processes and their measures is a valuable and effective method to raise 
performance while reducing cost and ensuring success. 
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Figure 3.3-1. Process Control and Improvement  

Team Harris’s use of Six Sigma allows us to control process variation while raising performance 

3.4 Quality Control  
QC is the part of quality management focused on fulfilling requirements. Ensuring the customer that the quality 
targets will be met, preventative steps are taken to eliminate any variances in the quality of the agreed service levels 
and deliverables produced by their respective processes and functions. The N-NC program manager, key process 
owners/managers, and QA will review the QC methods identified. Together, the N-NC quality team will add or modify 
the control methods, action plans, and owners as needed to ensure the service level and deliverable quality targets 
per the QASP are met. Core to our QC approach are Team Harris’s integrated QMS and SMS, complemented by the 
performance objectives identified in the QASP SS. The SS is based on established operational metrics used to 
develop KPIs, which, in turn, are the means to measure CSFs that determine satisfactory service. The SS control 
methods implemented to control the quality of services are found below and their scope includes QASP defined 
linkages to KPIs and CSFs. 
3.4.1 Plan for Automation of Performance Measures 
Effective QC is dependent on highly automated operational metrics and analysis tools. As performed on similar 
programs, Team Harris implements automated real time operational metrics tracked and displayed within our 
Program Management Office (PMO). This allows us to review, in real time, status of service requests, events, 
incidents, problems, capacity, availability, etc., which are reviewed and actioned in daily stand-up calls with PMO and 
process managers/leads. These metrics are tracked and reported in dashboards during program management 
reviews. For example, the following is a rolling six-month Service Level Agreement (SLA) dashboard from a similar 
program, Patriot. 

 
Blue = Exceeding SLA Performance (Credit $), Green = Meeting SLA Performance, Red = SLA Under Performance (Debit $), 

Figure 3.4.1-1. SLA Dashboard Example 
Team Harris Metrics/Dashboard automation ensures Program Performance is delivered 
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Specific to the N-NC program, the Team Harris solution enables self-service reporting and dashboard authoring 
using Online Analytic Processing (OLAP) cubes, powered by the proven System Center management pack model in 
Figure 3.4.1-2. An OLAP Cube is a data structure that overcomes limitations of relational databases by providing 
rapid analysis of data. Cubes can display and sum up large amounts of data, while also providing users query able 
access to the most granular of data so it can be rolled up, sliced, and diced, as needed, to handle the widest variety 
of questions germane to a user’s domain of interest or specific operational metric. Report authoring is facilitated for 
knowledge workers via Microsoft Office integration (Excel, Word) and SharePoint—all common and friendly user 
interfaces. 

 
Figure 3.4.1-2. Online Analytic Processing (OLAP) Cubes  

Team Harris’s utilization of OLAP Cubes provides real time Operation Metric Dashboard Reporting 
  

Utilizing Attachment A—Automation of Performance Measures Matrix, Team Harris has mapped service assets, 
identified in the Government-provided N-NC Service Catalog (software catalogs) to network/system monitoring tools, 
software applications, or native system alerting/notification capabilities for each operational metric. Team Harris has 
assessed the current state of operational metric automation. Leveraging service assets identified in the Government 
provided N-NC Service Catalog (software catalogs), Microsoft System Center, and OLAP solution capabilities, Team 
Harris identified a landscape of fully and partially automated operational metrics in Figure 3.4.1-3. Operational Metric 
Automation Status. Going a step further, Team Harris has recommended approaches to facilitate full automation of 
the identified partially automated operational metrics within the combined capabilities of the N-NC service assets, 
Microsoft System Center, and OLAP. Team Harris’s recommended approaches are summarized in Figure 3.4.1-4 
Number of Operational Metrics Partially Automated with approach to Fully Automate. Upon contract award, these 
approaches will take the form of an RFC to the service assets, where the approach will be planned and then 
managed via the SMS control processes of Change Management, Configuration Management, and Release and 
Deployment Management. 

 
Figure 3.4.1-3. Operational Metric Automation Status  

Team Harris identified Partially Automated Operational Metrics needing action to facilitate full automation 
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Figure 3.4.1-4. Number of Operational Metrics Partially Automated with Approach to Fully Automate 

Team Harris identifies and proposes approach to facilitate Partially Automated Operational Metrics to Full Automation  
 

3.4.2 Superior Service (SS) Quality Control 
In accordance with QASP, evaluation criteria and data sources, Team Harris will maintain service levels by utilizing 
standardized control methods and action plans noted below.  

Table 3.4.2-1. Control Methods and Action Plans.  
Team Harris meets/exceeds service levels by defining control methods and action plans. 

Evaluation Criteria Data Source Control Methods Action Plans 
Compliance with the 
minimum service 
warning levels of KPIs 

Automated 
Reporting  
 
Random 
Sampling 
 
100% 
Inspection 
 
Periodic 
Inspection 
 
Customer 
Comment 

1. If monitored performance drops 
below Superior Service 
Threshold, function owner will 
initiate action plan preventing 
performance from trending 
towards or dropping below 
Service Warning level. 

2. In the unlikely event that 
monitored performance drops 
below Service Warning level, 
then the standard action plan for 
a QC method failure will be 
implemented IAW mandatory 
“Control of Non-Conforming 
Product” procedures. 

1. With support from quality team, eliminate 
Superior Service failure. Identify root cause(s) 
of Superior Service failure. Eliminate the 
cause(s) of Superior Service failures thereby 
restoring Superior Service performance. 

2. Take action to immediately CORRECT, 
QUARANTINE, or obtain CUSTOMER 
AUTHORIZATION for the non-conforming 
SERVICE LEVEL or DELIVERABLE.  

Identify the root cause of the non-conformance, 
and improve performance by taking 
CORRECTIVE ACTION to eliminate the causes 
of non-conformance and PREVENTIVE 
ACTION to eliminate any “potential” causes of 
non-conformance. 

 

When a QC method is triggered, the designated Superior Service action owners noted below are responsible for 
implementing the Superior Service action plan with the guidance and support of the Program Quality Team IAW 
Team Harris’s ISO 9001 QMS procedures of Control of Nonconforming Product/Service, Corrective Action, and 
Preventive Action. 
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3.4.3 Superior Service Quality Control Action Owners  
Table 3.4.3-1. Service Quality Control Action Owners.  

Team Harris assigns service quality to a specific owner to ensure accountability. 

SS ID Superior Service Name Superior Service Action Owner 
SS-1 Service Desk IT Operations Manager 

SS-2 Incident Management IT Operations Manager 

SS-3 Request Fulfillment IT Operations Manager 

SS-4 Access Management Information Assurance Manager 

SS-5 Technical Management Application/Technical Manager 

SS-6 Problem Management IT Operations Manager 

SS-7 Application Management Application/Technical Manager 

SS-8 IT Operations Management IT Operations Manager 

SS-9 Network Operations Center (NOC) Support* NOC Manager* 

SS-10 Event Management Application/Technical Manager 

SS-11 Service Portfolio Management Design Coordinator 

SS-12 ITSM Financial Management Finance Manager 

SS-13 Demand Management* IT Operations Manager* 

SS-14 IT Enterprise Architecture* IT Enterprise Manager* 

SS-15 Design Coordination Design Coordinator 

SS-16 Service Level Management Service Quality/Governance Manager 

SS-17 Service Catalog Management Service Quality/Governance Manager 

SS-18 Supplier Management Supplier Manager 

SS-19 Information Security Management Information Assurance Manager 

SS-20 Availability Management IT Operations Manager 

SS-21 Capacity Management IT Operations Manager 

SS-22 IT Service Continuity Management IT Operations Manager 

SS-23 Transition Planning and Support Service Quality/Governance Manager 

SS-24 Change Management Service Quality/Governance Manager 

SS-25 Service Asset and Configuration Management (SACM) Service Quality/Governance Manager 

SS-26 Release and Deployment Management Service Quality/Governance Manager 

SS-27 Service Validation and Testing (SVT) Service Quality/Governance Manager 

SS-28 IT Knowledge Management Service Quality/Governance Manager 

SS-29 Change Evaluation* Service Quality/Governance Manager* 

*These are optional tasks and not reflected on the organizational or staffing charts. 
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3.4.4 Critical Success Factor (CSF) Quality Control (QC) 
CSFs are scored and assessed IAW the details provided in the Government QASP. Team Harris CSF control 
methods and actions are defined below in Table 3.4.4-1. 

Table 3.4.4-1. Government QASP Alignment.  
QASP defined CSFs are assigned a control method and action plan to ensure success.  

Evaluation Criteria Data Source Control Methods Action Plans 
Average number of KPIs 
assigned to a CSF that met or 
exceeded the Service Warning 
threshold with an assessment 
for each CSF as follows: 

Satisfactory: > 85%  

Marginal: 70 – 84% 

Unsatisfactory:< 69% 

 

Automated 
Reporting,  
 
100% 
Surveillance 
of KPIs 
assigned to  
CSF 
 
Customer 
Comment 

1. If monitored performance trends 
downward towards 85%, CSF 
owner will initiate action plan 
preventing CSF performance 
from dropping below 
Satisfactory. 

2. In the unlikely event that 
monitored CSF performance 
drops below Satisfactory, then 
the standard action plan for a 
QC method failure will be 
implemented IAW mandatory 
“Control of Non-Conforming 
Product” procedures. 

1. With support from quality team, 
eliminate CSF failure. Identify root 
cause(s) of CSF failure. Eliminate the 
cause(s) of CSF failures, thereby 
restoring CSF performance. 

2. Take action to immediately CORRECT, 
QUARANTINE, or obtain CUSTOMER 
AUTHORIZATION for the 
nonconforming SERVICE LEVEL or 
DELIVERABLE.  

Identify the root cause of the non-
conformance, and improve 
performance by taking CORRECTIVE 
ACTION to eliminate the causes of 
non-conformance and PREVENTIVE 
ACTION to eliminate any “potential” 
causes of non-conformance. 

Average number of KPIs 
assigned to a CSF that met or 
exceeded the Superior Service 
Threshold; and all assigned 
KPIs met the Service Warning 
Threshold; and all Output 
Specifications achieved an 
assessment of 
Passing/Satisfactory, will be 
rated above Satisfactory with an 
assessment for the CSF as 
follows: 

Exceptional: 50% of assigned 
KPIs met or exceeded Superior 
Service threshold 

Very Good: 25% of assigned 
KPIs met or exceeded Superior 
Service threshold 

Automated 
Reports,  
 
100% 
Surveillance 
of KPIs 
assigned to  
CSF  
 
Customer 
Comment 

1. If monitored performance trends 
downward towards Exceptional 
(50%) CSF Owner will initiate 
action plan preventing CSF 
performance from dropping 
below Exceptional.  

2. In the unlikely event that 
monitored CSF performance 
drops below Exceptional, then 
the standard action plan for a 
QC method failure will be 
implemented IAW mandatory 
“Control of Non-Conforming 
Product” procedures. 

1. With support from quality team, 
eliminate CSF failure. Identify root 
cause(s) of CSF failure. Eliminate the 
cause(s) of CSF failures thereby 
restoring CSF performance. 

2. Take action to immediately CORRECT, 
QUARANTINE, or obtain CUSTOMER 
AUTHORIZATION for the non-
conforming SERVICE LEVEL or 
DELIVERABLE.  

Identify the root cause of the non-
conformance, and improve 
performance by taking CORRECTIVE 
ACTION to eliminate the causes of 
non-conformance and PREVENTIVE 
ACTION to eliminate any “potential” 
causes of non-conformance. 

When a QC method is triggered, the CSF action owners noted below in Table 3.4.5-1 are responsible for 
implementing the action plans noted above with guidance and support of the Program Quality Team IAW Team 
Harris’s ISO 9001 QMS procedures of Control of Nonconforming Product/Service, Corrective Action, and Preventive 
Action. 
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3.4.5 Critical Success Factor (CSF) Quality Control Action Owners  
Table 3.4.5-1. Government QASP Alignment.  

QASP defined CSFs are assigned an Action Owner to ensure accountability. 

CSF ID CSF Name CSF Action Owner 
CSF-1 Maintain Quality IT Services Service Quality/Governance Manager 

CSF-2 Implement Quality IT Services Service Quality/Governance Manager 

CSF-3 Improve Quality of IT Services Service Quality/Governance Manager 

CSF-4 Improve Mission/Business Productivity with IT Services Service Quality/Governance Manager 

CSF-5 Improve User Satisfaction Service Quality/Governance Manager 

CSF-6 Effective Communication with Users IT Operations Manager 

CSF-7 Optimize Overall Mission Risks Risk  Manager 

CSF-8 Demonstrate and Promote IT Service Efficiency Service Quality/Governance Manager 

CSF-9 Maintain Mission Assurance with IT Services Program Manager 

CSF-10 Provide Effective and Efficient IT Service Management Service Quality/Governance Manager 

CSF-11 Maintain IT Security Compliance Information Assurance Manager 

CSF-12 Protect and Defend IT Services from Threats Information Assurance Manager 

CSF-13 Improve Quality of IT Service Management Decisions Service Quality/Governance Manager 

CSF-14 Deliver Accurate and Timely IT Services Service Quality/Governance Manager 

CSF-15 Optimize IT Service Investments Finance Manager 

CSF-16 Optimize User/Customer IT Awareness Service Quality/Governance Manager 

CSF-17 Minimize User/Customer Impact to IT Service Disruptions Service Quality/Governance Manager 

CSF-18 Maintain a Viable and Accurate IT Environment IT Operations Manager 
 

3.4.6 Output Deliverable Quality Control 
Team Harris delivers all outputs IAW Contract Data Requirements List (DD Form 1423) and PWS Table 4.1 
“Timelines for Deliverables and Outputs”. To ensure and improve the quality of Output Deliverables specified in PWS 
requirements and QASP assessments, reports and contract data requirements lists (CDRL) will be reviewed and 
verified for compliance by the QC owner against its associated PWS Appendix E “Output Specification” and Contract 
Data Requirements List (DD Form 1423) before scheduled delivery to Configuration Management. Compliance will 
be further cross-checked against its associated PWS Appendix E “Output Specification” by Configuration 
Management before the Deliverable/Output is placed under Configuration Management (CM) control and submitted 
to the Government. Should either the QC owner or CM reviewer identify a non-conformance, then IAW Team Harris’s 
ISO 9001 QMS procedures of Control of Nonconforming Product/Service, Corrective Action, and Preventive Action 
procedures, we will: 

 Take action to immediately CORRECT, QUARANTINE, or obtain CUSTOMER AUTHORIZATION for the non-
conforming DELIVERABLE or OUTPUT 

 Identify the root cause of the non-conformance, and improve performance by taking CORRECTIVE ACTION to 
eliminate the causes of non-conformance and PREVENTIVE ACTION to eliminate any “potential” causes of non-
conformance 

IAW QASP requirements, any Deliverable/Output achieving Fail (or Marginal, Unsatisfactory) will trigger actions and 
action plans in IAW Team Harris’s ISO 9001 QMS Control of Non-Conforming Products/Services procedure.  

Within 10 days receipt of the monthly assessment report indicating Fail (or Marginal, Unsatisfactory),  a corrective/ 
preventive action plan will be provided to the Government IAW Team Harris’s ISO 9001 QMS Corrective and 
Preventive Action procedures. 
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3.4.6.1    Output Deliverable Quality Control Owners and Timeline 
Table 3.4.6.1-1 identifies the QC owners, by title, accountable for the quality and timeliness of Deliverables and 
Outputs.  

Table 3.4.6.1-1. Government QASP Alignment.  
The Team Harris QC owners are accountable for deliverables and outputs. 
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3.4.7 Notice Regarding Late Delivery/Problem Notification Report (PNR) 
Team Harris will notify the Contracting Officer’s Representative (COR) and CO in writing as soon as it becomes 
apparent that a scheduled delivery will be late. The PNR will include the rationale for late delivery, the expected date 
for the delivery and the project impact of the late delivery. In addition, the Late Delivery/Problem Notification Report 
will trigger Non-Conforming Products/Services control actions outlined below.  

3.4.8 Control of Non-conforming Products/Services 
Should QC method fail to ensure that a service level or deliverable has been met, or results in a PNR, rejection 
notice, customer service complaint, or Government-generated deficiency and finding report e.g. Contract 
Discrepancy Report (CDR), then IAW with QASP requirements and Team Harris QMS and SMS mandatory 
procedures of Customer Service Complaint, Control of Nonconforming Product/Service, Corrective Action, Preventive 
Action, and Communication, we will: 
 

Table 3.4.8-1. Approach to Non-Conforming Services.  
Team Harris takes immediate action should a non-conformance occur. 

Take action to immediately quarantine and/or correct the deficiency within the timeframe specified in the PNR, rejection notice, customer 
complaint, or Government generated deficiency and finding report.  

If deficiency cannot be corrected within specified timeframe, notify the customer, COR, and Contract Specialist of the reason for the delay 
and provide a proposed corrective action plan within five (5) workdays of PNR, rejection notice or customer service complaint. 

IAW QASP, provide corrective action plan within ten (10) workdays of Government generated deficiency and finding report (e.g. CDR).  

Identify the root cause of the nonconformance, and improve performance: 

Take corrective action to eliminate the causes of nonconformance. 

Take preventative action to eliminate any potential causes of nonconformance. 

Communicate correction, root cause, corrective/preventive action, and performance improvements to customer, COR, and Contract 
Specialist. 
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AAttttaacchhmmeenntt  AA  ––  AAuuttoommaattiioonn  ooff  PPeerrffoorrmmaannccee  MMeeaassuurreess  MMaattrriixx..  TTeeaamm  HHaarrrriiss  iiddeennttiiffiieess,,  ttrraacckkss,,  aanndd  aaddddrreesssseess  aauuttoommaattiioonn  ooff  228877  OOppeerraattiioonnaall  MMeettrriiccss  ((OOMM))    
*Based on Task Number to Subtask Number to Operational Metric Letter, Team Harris has developed a unique Operational Metric ID that may be leveraged to become part of a Configuration Item (CI) identifier or hierarchy to manage OM lifecycles. 

NOTE: As instructed by Government response, this matrix is not included in the QCP page count. 
Acronyms specific to this Attachment: Automated Call Director (ACD), Release & Deployment Process (RDP), Service Center Service Manager (SCSM), Service Center Operations Manager (SCOM), Service Center Virtual Machine Manager (SCVMM). 

Service Asset (Software Catalog) Automation 
Unique 
OM ID* 

Task 
# Task  Title 

Sub-
task # Sub-Task Title 

OM 
Letter Operational Metric (OM) Title 

Not Applicable N/A 11 1 
Process 
Requirements 

1 Process Models  None 

Not Applicable N/A 12 1 
Process 
Requirements 

2 Process Outputs  None 

Microsoft 
SCSM/SCCM/SCOM/SCVMMSCVMM 

Full 21A 2 
Service 
Operations 

1 Service Desk A  Total Number of Incidents Recorded By Service Desk 

Avaya Call System Manager/ACD Full 21B 2 
Service 
Operations 

1 Service Desk B  Average Call Duration (Minutes) 

Avaya Call System Manager/ACD Full 21C 2 
Service 
Operations 

1 Service Desk C  Average Waiting Time (Seconds)  

Avaya Call System Manager/ACD Full 21D 2 
Service 
Operations 

1 Service Desk D  Number of Calls Abandoned  

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 21E 2 
Service 
Operations 

1 Service Desk E  Total Number of First Call Resolution Tickets, within 15 minutes 

Avaya Call System Manager/ACD Full 21F 2 
Service 
Operations 

1 Service Desk F  Total Number of Calls Received 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 22A 2 
Service 
Operations 

2 Incident Management A  Total Number of Incidents (All incidents resolved) 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 22B 2 
Service 
Operations 

2 Incident Management B  Number of Incidents Resolved Within Priority Levels 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 22C 2 
Service 
Operations 

2 Incident Management C  Number of Incidents Reopened Within 20 Working Days 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 22D 2 
Service 
Operations 

2 Incident Management D  Incidents Caused By Customer (e.g., Port Blocked Denial of Service, Password Lock Out) 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 22E 2 
Service 
Operations 

2 Incident Management E  Number of Closed without Customer/User Agreement 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 22F 2 
Service 
Operations 

2 Incident Management F  Total Number of Incidents Recorded By Service Desk 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 22G 2 
Service 
Operations 

2 Incident Management G  Total Time (Avg) to Incident Resolution (Per Incident) 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 22H 2 
Service 
Operations 

2 Incident Management H  Total Number of Core Service Packages in the Service Catalog 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 22I 2 
Service 
Operations 

2 Incident Management I  Total Number of Service Level Packages in the Service Catalog 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 22J 2 
Service 
Operations 

2 Incident Management J  Number of Core Service Packages with an Incident Model 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 22K 2 
Service 
Operations 

2 Incident Management K  Number of Service Level Packages with an Incident Model 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 23A 2 
Service 
Operations 

3 Request Fulfillment A  Total Number of Requests 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 23B 2 
Service 
Operations 

3 Request Fulfillment B  Number of Requests Reopened 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 23C 2 
Service 
Operations 

3 Request Fulfillment C  Number of Request Fulfillment Complaints 
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Service Asset (Software Catalog) Automation 
Unique 
OM ID* 

Task 
# Task  Title 

Sub-
task # Sub-Task Title 

OM 
Letter Operational Metric (OM) Title 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 23D 2 
Service 
Operations 

3 Request Fulfillment D  Total Number of Core Service Packages in the Service Catalog 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 23E 2 
Service 
Operations 

3 Request Fulfillment E  Total Number of Service Level Packages in the Service Catalog 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 23F 2 
Service 
Operations 

3 Request Fulfillment F  Number of Core Service Packages with a Request Model 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 23G 2 
Service 
Operations 

3 Request Fulfillment G  Number of Service Level Packages with a Request Model 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 24A 2 
Service 
Operations 

4 Access Management A  Total Number of Services 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 24B 2 
Service 
Operations 

4 Access Management B  Number of Services With Corresponding Access Policy 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 24C 2 
Service 
Operations 

4 Access Management C  Total Number of Service Desk Initiated Access Related Incidents 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 24D 2 
Service 
Operations 

4 Access Management D  Total Number of Requests 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 24E 2 
Service 
Operations 

4 Access Management E  Total Number of Access Related Requests 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 24F 2 
Service 
Operations 

4 Access Management F  Total Number of Incidents 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 24G 2 
Service 
Operations 

4 Access Management G  Total Number of 90 Day Inactive User Accounts 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 24H 2 
Service 
Operations 

4 Access Management H  Service Accounts Password Age Greater Than 60 Days Without Government Approval 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 24I 2 
Service 
Operations 

4 Access Management I  Total Number of Service Accounts 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 24J 2 
Service 
Operations 

4 Access Management J  Total Number of Disabled User Accounts 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 24K 2 
Service 
Operations 

4 Access Management K  Number of Elevated Privilege Accounts (per network) 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 24L 2 
Service 
Operations 

4 Access Management L  Number of Elevated Privilege Accounts Using Alternate Tokens (NIPRNET Only) 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 25 2 
Service 
Operations 

5 
Technical Management – 
Network and Infrastructure 

 None 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Partial - Add OD Directive to CI to 
Fully Support 

2OA 2 
Service 
Operations 

O 
(Optional Task) Network 
Operations Center Support 

A  Total Number Of Applicable IT Security Operational Directives (e.g., Communication Task Orders [CTOs]) Issued 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 26B 2 
Service 
Operations 

6 Problem Management B  Total Number of Incidents 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 26C 2 
Service 
Operations 

6 Problem Management C  Total Number of Open Problems Records 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 26D 2 
Service 
Operations 

6 Problem Management D  Number of Problem Records with Workaround and/or Documented Resolution) 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 26E 2 
Service 
Operations 

6 Problem Management E  Number of Problems Reopened 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 26F 2 
Service 
Operations 

6 Problem Management F  Number of Problems Initiated by the Service Desk 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 26G 2 
Service 
Operations 

6 Problem Management G  Number of Repeat Incidents by Category 

Microsoft Full 27 2 Service 7 Applications Management 
– Commercial and Gov’t 

 None 
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Service Asset (Software Catalog) Automation 
Unique 
OM ID* 

Task 
# Task  Title 

Sub-
task # Sub-Task Title 

OM 
Letter Operational Metric (OM) Title 

SCSM/SCCM/SCOM/SCVMM Operations Off-the-Shelf 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 28A 2 
Service 
Operations 

8 IT Operations Management A  Total Number of Major Incidents 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 28B 2 
Service 
Operations 

8 IT Operations Management B  Number of Major Incident Closure Reports 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 28C 2 
Service 
Operations 

8 IT Operations Management C  Number of EXSUM created for Major Incidents 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 28D 2 
Service 
Operations 

8 IT Operations Management D  Number of Major Incidents Not Triggered by a Monitoring and Reporting tool 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 28E 2 
Service 
Operations 

8 IT Operations Management E  Total Number of Services in the Service Catalog 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 28F 2 
Service 
Operations 

8 IT Operations Management F  Number of Services with End-to-End Service Monitoring 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 29A 2 
Service 
Operations 

9 Event Management A  Number of Monitored Events (Alerts, Informative, Exceptions) 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 29B 2 
Service 
Operations 

9 Event Management B  Number of Monitored Events Resulting In Service Desk Recorded Incidents 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 29C 2 
Service 
Operations 

9 Event Management C  Number of Repeated Or Duplicated Monitored Events Breaking A Threshold 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 29D 2 
Service 
Operations 

9 Event Management D  Number of Each Type Of Monitored Event Per Service Breaking A Threshold 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 29E 2 
Service 
Operations 

9 Event Management E  Number of Service Incidents Not Reported By Monitored Events 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Partial - Add OD Directive to CI to 
Fully Support 

2OB 2 
Service 
Operations 

O 
(Optional Task) Network 
Operations Center Support 

B  Number of Applicable IT Operational Directives (e.g. CTOs) Acknowledged Within Timeframe 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Partial - Add OD Directive to CI to 
Fully Support 

2OC 2 
Service 
Operations 

O 
(Optional Task) Network 
Operations Center Support 

C  Number of Applicable IT Operational Directives Addressed Within Timeframe 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 29H 2 
Service 
Operations 

9 Event Management H  Total Number of Service Incidents 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 29I 2 
Service 
Operations 

9 Event Management I  Total of Services in the Service Catalog 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 29J 2 
Service 
Operations 

9 Event Management J  Number of Services with an Event Monitoring Plan 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Partial - Add OD Directive to CI to 
Fully Support 

2OD 2 
Service 
Operations 

O 
(Optional Task) Network 
Operations Center Support 

D  Number of Applicable IT Operational Directives with Fix Actions 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Partial - Add OD Directive to CI to 
Fully Support 

2OE 2 
Service 
Operations 

O 
(Optional Task) Network 
Operations Center Support 

E  Number of Applicable IT Operational Directives with Plan of Action and Milestones (POA&M) 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Partial - Add Release Module for 
Full Support 

54A 5 Service Transition 4 
Release and Deployment 
Management 

A  Total Releases in Pipeline 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Partial - Add Release Module for 
Full Support 

54B 5 Service Transition 4 
Release and Deployment 
Management 

B  Total Releases Implemented IAW release date 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Partial - Add Release Module for 
Full Support 

54C 5 Service Transition 4 
Release and Deployment 
Management 

C  Number of Failed Releases 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 31A 3 
Service Strategy 
Support 

1 
Service Portfolio 
Management 

A  Total Number of Non-Standard Service Requests in the Corporate Service Pipeline 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 31B 3 
Service Strategy 
Support 

1 
Service Portfolio 
Management 

B  Number of Non-Standard Service Requests in the Service Pipeline with Service Packages 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 31C 3 
Service Strategy 
Support 

1 
Service Portfolio 
Management 

C  Number of Service Packages Scheduled 
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Service Asset (Software Catalog) Automation 
Unique 
OM ID* 

Task 
# Task  Title 

Sub-
task # Sub-Task Title 

OM 
Letter Operational Metric (OM) Title 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 31D 3 
Service Strategy 
Support 

1 
Service Portfolio 
Management 

D  Number of Service Packages Completed 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 31E 3 
Service Strategy 
Support 

1 
Service Portfolio 
Management 

E  Number of Service Packages Rescheduled with Government Approval 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 31F 3 
Service Strategy 
Support 

1 
Service Portfolio 
Management 

F  Total Number of Non-Standard Service Requests 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 31G 3 
Service Strategy 
Support 

1 
Service Portfolio 
Management 

G  Number of Non-Standard Service Request Analysis Reports Completed 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 31H 3 
Service Strategy 
Support 

1 
Service Portfolio 
Management 

H  Number of Non-Standard Service Request Analysis Reports Rejected 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 31I 3 
Service Strategy 
Support 

1 
Service Portfolio 
Management 

I  Total Number of Chartered Projects in the Service Pipeline 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 31J 3 
Service Strategy 
Support 

1 
Service Portfolio 
Management 

J  Number of Chartered Projects with Status (Cost, Schedule, Performance), Both Contractor and Third-Party Projects 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 31K 3 
Service Strategy 
Support 

1 
Service Portfolio 
Management 

K  Total Number of Software Service Assets (10% rotating sample of total Software Service Assets Per Month) 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 31L 3 
Service Strategy 
Support 

1 
Service Portfolio 
Management 

L  Number of Software Service Assets Underutilized with a Recommendation To Or Not To Retire 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 31M 3 
Service Strategy 
Support 

1 
Service Portfolio 
Management 

M  Total Number of Investment Analysis Reports Scheduled 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 31N 3 
Service Strategy 
Support 

1 
Service Portfolio 
Management 

N  Number of Investment Analysis Reports Completed 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Partial - Add Release Module for 
Full Support 

54D 5 Service Transition 4 
Release and Deployment 
Management 

D  Number of Releases Scheduled 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Partial - Add Release Module for 
Full Support 

55A 5 Service Transition 5 
Service Validation and 
Testing 

A  Total Number of Service Acceptance Tests Completed (per Deployment for New or Changed Service) 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Partial - Add Release Module for 
Full Support 

55B 5 Service Transition 5 
Service Validation and 
Testing 

B  Number of Service Acceptance Test Results Reported (per Deployment for New or Changed Service) 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Partial - Add Release Module for 
Full Support 

55C 5 Service Transition 5 
Service Validation and 
Testing 

C  Total Number of Service Operational Test Plans Completed (per SDP) 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Partial - Add Release Module for 
Full Support 

55D 5 Service Transition 5 
Service Validation and 
Testing 

D  Number of Service Operational Test Results Reported (per SDP) 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Partial - Add Release Module for 
Full Support 

55E 5 Service Transition 5 
Service Validation and 
Testing 

E  Total Number of Service Release Test Plans Completed (per RDP) 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Partial - Add Release Module for 
Full Support 

55F 5 Service Transition 5 
Service Validation and 
Testing 

F  Number of Service Release Test Results Reported (per RDP) 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Partial - Add Release Module for 
Full Support 

55G 5 Service Transition 5 
Service Validation and 
Testing 

G  Total Number of Component and Build Test Plans Completed 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 3O3A 3 
Service Strategy 
Support 

O3 
(Optional Task) Demand 
Management 

A  Number of Lines Of Service (LOS) in the Service Catalog 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 3O3B 3 
Service Strategy 
Support 

O3 
(Optional Task) Demand 
Management 

B  Number of LOS Without Differentiated Offerings 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 3O3C 3 
Service Strategy 
Support 

O3 
(Optional Task) Demand 
Management 

C  Number of Services in the Service Catalog 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 3O3D 3 
Service Strategy 
Support 

O3 
(Optional Task) Demand 
Management 

D  Number of Services Without Documented PBA 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 3O3E 3 
Service Strategy 
Support 

O3 
(Optional Task) Demand 
Management 

E  Number of Services Without User Profiles 

Microsoft Full 3O3F 3 Service Strategy O3 (Optional Task) Demand F  Number of Services Without CSP 
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Service Asset (Software Catalog) Automation 
Unique 
OM ID* 

Task 
# Task  Title 

Sub-
task # Sub-Task Title 

OM 
Letter Operational Metric (OM) Title 

SCSM/SCCM/SCOM/SCVMM Support Management 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 3O3G 3 
Service Strategy 
Support 

O3 
(Optional Task) Demand 
Management 

G  Number of Services Without SLP 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 3O3H 3 
Service Strategy 
Support 

O3 
(Optional Task) Demand 
Management 

H  Time Between Updated PBA Analysis Per Service (Months) 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 3O3I 3 
Service Strategy 
Support 

O3 
(Optional Task) Demand 
Management 

I  Number of Service Packages Scheduled For Review  

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 3O3J 3 
Service Strategy 
Support 

O3 
(Optional Task) Demand 
Management 

J  Number of Service Package Reviews Conducted 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 3O4A 3 
Service Strategy 
Support 

O4 
(Optional Task) IT 
Enterprise Architecture 

A  Total Number of Services in the Service Catalog 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 3O4B 3 
Service Strategy 
Support 

O4 
(Optional Task) IT 
Enterprise Architecture 

B  Number of Services Not Covered in the Technical Views 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 3O4C 3 
Service Strategy 
Support 

O4 
(Optional Task) IT 
Enterprise Architecture 

C  Number of Services Not Covered in the Systems Views 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 3O4D 3 
Service Strategy 
Support 

O4 
(Optional Task) IT 
Enterprise Architecture 

D  Number of Services Not Covered in the Standards Views 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 41A 4 Service Design 1 Design Coordination A  Total Number of Chartered Service Packages 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 41B 4 Service Design 1 Design Coordination B  Total Number of Scheduled Service Design Packages 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 41C 4 Service Design 1 Design Coordination C  Number of Scheduled Service Design Packages Completed 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 42A 4 Service Design 2 Service Level Management A  Number of Services in the IT Service Catalog 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 42B 4 Service Design 2 Service Level Management B  Number of Services in the IT Service Catalog Without SLAs 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 42C 4 Service Design 2 Service Level Management C  Number of Supporting Services Delivered By Vendors 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 42D 4 Service Design 2 Service Level Management D  Number of Vendor Delivered Services Without Documented SLA in the Underpinning Contract 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 42E 4 Service Design 2 Service Level Management E  Total Number of SLA Service Targets 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 42F 4 Service Design 2 Service Level Management F  Total Number of SLA Service Targets Breached 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 42G 4 Service Design 2 Service Level Management G  Number of Services IT Service Catalog Operating Without Service Owners 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 43A 4 Service Design 3 
Service Catalog 
Management 

A  Number of Services in Service Catalog 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 43B 4 Service Design 3 
Service Catalog 
Management 

B  Time Between Catalog Audits 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 43C 4 Service Design 3 
Service Catalog 
Management 

C  Number of Services Not Linked To A Mission Capability (e.g., Business Outcome) 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 43D 4 Service Design 3 
Service Catalog 
Management 

D  Number of Services Without Complete Service Packages, to include Core Service Package and Service Level Package(s) 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 43E 4 Service Design 3 
Service Catalog 
Management 

E  Total Number of Service Assets in the CMDB 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 43F 4 Service Design 3 
Service Catalog 
Management 

F  Number of Service Assets in the CMDB Mapped to a Service in the Service Catalog (by Hardware, Software, People (by Labor Category), 
and Documents) 
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Service Asset (Software Catalog) Automation 
Unique 
OM ID* 

Task 
# Task  Title 

Sub-
task # Sub-Task Title 

OM 
Letter Operational Metric (OM) Title 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Partial - Add Release Module for 
Full Support 

55H 5 Service Transition 5 
Service Validation and 
Testing 

H  Number of Component and Build Results Reported 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Partial - Add Release Module for 
Full Support 

55I 5 Service Transition 5 
Service Validation and 
Testing 

I  Total Number of Release Packages Tests Scheduled Per Month 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 44C 4 Service Design 4 Supplier Management C  Total Number of Service Level Agreements 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 44D 4 Service Design 4 Supplier Management D  Number of SLAs Breached Due To Inadequate Underpinning Contract(s) 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 44E 4 Service Design 4 Supplier Management E  Number of Underpinning Contracts Within 180 Calendar Days of Expiration 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 44F 4 Service Design 4 Supplier Management F  Number of Underpinning Contracts Within 180 Calendar Days of Expiration And Not Validated 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 44G 4 Service Design 4 Supplier Management G  Number of Validated Underpinning Contracts Within 150 Calendar Days of Expiration 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 44H 4 Service Design 4 Supplier Management H  Number of Underpinning Contract Recommendations Submitted on Validated Underpinning Contracts Within 150 Calendar Days of 
Expiration 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Partial - Add Release Module for 
Full Support 

55J 5 Service Transition 5 
Service Validation and 
Testing 

J  Total Number of Incidents 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Partial - Add Release Module for 
Full Support 

57G 5 Service Transition 7 Change Evaluation G  Total Number of Releases Completed/In Early Life Support Submitted for Evaluation 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Partial - Add Release Module for 
Full Support 

57H 5 Service Transition 7 Change Evaluation H  Number of Releases Completed Without Evaluation Report; Within 15 (fifteen) Business Days After Final Release of service 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 44L 4 Service Design 4 Supplier Management L  Total Number of Underpinning Contracts 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 44M 4 Service Design 4 Supplier Management M  Number of Underpinning Contracts Surveyed for Use 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 45A 4 Service Design 5 
Information Security 
Management 

A  Number of CAT 1 STIG Compliance Audit Checks Evaluated 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 45B 4 Service Design 5 
Information Security 
Management 

B  Number of Failed CAT 1 STIG Compliance Audit Checks without a Government approved POA&M 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 45C 4 Service Design 5 
Information Security 
Management 

C  Total Number of Servers and Workstations (e.g., Desktops, Laptops, Tablets) 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 45C1 4 Service Design 5 
Information Security 
Management 

C1 1) Per NIPR 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 45C2 4 Service Design 5 
Information Security 
Management 

C2 2) Per SIPR/SIPR-REL 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 45C3 4 Service Design 5 
Information Security 
Management 

C3 3) Per NEN 

Microsoft AD 
Partial - Add staff as CI with 8570 
Certification  

45I 4 Service Design 5 
Information Security 
Management 

I  Number of N2ITSM Contractor Staff Without required DoDD 8570 Certification 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 45D 4 Service Design 5 
Information Security 
Management 

D  Number of Servers and Workstations Scanned per each network 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 45D1 4 Service Design 5 
Information Security 
Management 

D1 1) Per NIPR 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 45D2 4 Service Design 5 
Information Security 
Management 

D2 2) PER SIPR/SIPR-REL 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 45D3 4 Service Design 5 
Information Security 
Management 

D3 3) per NEN 

Microsoft AD Partial - Add staff as CI with 8570 45K 4 Service Design 5 Information Security K  Number of Enterprise Staff (non N2ITSM Contractor staff) Without Required DoDI 8570 Certification 
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Service Asset (Software Catalog) Automation 
Unique 
OM ID* 

Task 
# Task  Title 

Sub-
task # Sub-Task Title 

OM 
Letter Operational Metric (OM) Title 

Certification  Management 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 45E 4 Service Design 5 
Information Security 
Management 

E  Number of Servers and Workstations Scanned with Admin Rights 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 45E1 4 Service Design 5 
Information Security 
Management 

E1 1) Per NIPR 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 45E2 4 Service Design 5 
Information Security 
Management 

E2 2) Per SIPR/SIPR-REL 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 45E3 4 Service Design 5 
Information Security 
Management 

E3 3) Per NEN 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Partial - Add Training Module for 
Full Support 

56B 5 Service Transition 6 IT Knowledge Management B  Number of Services Without Complete Training Package (e.g., User, Executive, Technical) 

Retina Full 45F 4 Service Design 5 
Information Security 
Management 

F  Number of Open CAT 1 Vulnerabilities Identified by Scan (Over 30 Days Since Issue Date; With No Government Approved POA&Ms) 

Retina Full 45F1 4 Service Design 5 
Information Security 
Management 

F1 1) Per NIPR 

Retina Full 45F2 4 Service Design 5 
Information Security 
Management 

F2 2) Per SIPR/SIPR-REL 

Retina Full 45F3 4 Service Design 5 
Information Security 
Management 

F3 3) Per NEN 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Partial - Add Training Module for 
Full Support 

56C 5 Service Transition 6 IT Knowledge Management C  Number of Training Sessions Scheduled 

Retina Full 45G 4 Service Design 5 
Information Security 
Management 

G  Number of Open CAT 2 Vulnerabilities Identified by Scan (Over 30 Days Since Issue Date; With No Government Approved POA&Ms) 

Retina Full 45G1 4 Service Design 5 
Information Security 
Management 

G1 1) Per NIPR 

Retina Full 45G2 4 Service Design 5 
Information Security 
Management 

G2 2) Per SIPR/SIPR-REL 

Retina Full 45G3 4 Service Design 5 
Information Security 
Management 

G3 3) Per NEN 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Partial - Add Training Module for 
Full Support 

56D 5 Service Transition 6 IT Knowledge Management D  Number of Training Sessions Conducted 

Microsoft AD Full 45H 4 Service Design 5 
Information Security 
Management 

H  Number of N2ITSM Contractor staff With Elevated Privileges 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Partial - Classify Events based on 
Required Human Intervention for 
Full support of metric 

29F 2 
Service 
Operations 

9 Event Management F  Number of Monitored Events Requiring Human Intervention 

Microsoft AD Full 45J 4 Service Design 5 
Information Security 
Management 

J  Number of Enterprise staff (non N2ITSM Contractor staff) With Elevated Privileges 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Partial - Classify Events based on 
Required Human Intervention for 
Full support of metric 

29G 2 
Service 
Operations 

9 Event Management G  Number of Monitored Events Requiring Human Intervention Not Performed 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 45L 4 Service Design 5 
Information Security 
Management 

L  Number of Servers and Infrastructure Assets (e.g., Routers, Switches, Firewalls) 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 45L1 4 Service Design 5 
Information Security 
Management 

L1 1) Per NIPR 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 45L2 4 Service Design 5 
Information Security 
Management 

L2 2) Per SIPR/SIPR-REL 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 45L3 4 Service Design 5 
Information Security 
Management 

L3 3) Per NEN 
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Service Asset (Software Catalog) Automation 
Unique 
OM ID* 

Task 
# Task  Title 

Sub-
task # Sub-Task Title 

OM 
Letter Operational Metric (OM) Title 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Partial - Leverage  Provance 3rd 
party Asset module for Full 
support of this metric 

32A 3 
Service Strategy 
Support 

2 
ITSM Financial 
Management 

A  Cumulative ITSM Spend Plan (Contractor Controlled Budget, Procurement CLINs) 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 45M 4 Service Design 5 
Information Security 
Management 

M  Number of Servers and Infrastructure Assets Audited by DoD Vulnerability Management Tool (e.g., Vulnerability Management System, 
Host-Based Security System [HBSS] Policy Auditor [PA], or future DoD capability) 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 45M1 4 Service Design 5 
Information Security 
Management 

M1 1) Per NIPR 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 45M2 4 Service Design 5 
Information Security 
Management 

M2 2) Per SIPR/SIPR-REL 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 45M3 4 Service Design 5 
Information Security 
Management 

M3 3) Per NEN 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Partial - Leverage  Provance 3rd 
party Asset module for Full 
support of this metric 

32B 3 
Service Strategy 
Support 

2 
ITSM Financial 
Management 

B  Cumulative ITSM Actual Costs (Contractor Controlled Budget, Procurement CLINs) 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 45N 4 Service Design 5 
Information Security 
Management 

N  Number of Servers and Workstations (e.g., Desktops, Laptops, Tablets) with all HBSS Point Products Installed IAW FRAGO 13 to 
OPORDER 05-01 or Current DoD Directive 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 45N1 4 Service Design 5 
Information Security 
Management 

N1 1) Per NIPR 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 45N2 4 Service Design 5 
Information Security 
Management 

N2 2) Per SIPR/SIPR-REL 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 45N3 4 Service Design 5 
Information Security 
Management 

N3 3) Other Networks As Applicable 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 45O 4 Service Design 5 
Information Security 
Management 

O  Number of Systems with More Than 5 (five) CAT 1 Vulnerabilities (Over 30 Days Since Issue Date Without POA&Ms) 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 45O1 4 Service Design 5 
Information Security 
Management 

O1 1) Per NIPR 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 45O2 4 Service Design 5 
Information Security 
Management 

O2 2) Per SIPR/SIPR-REL 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 45O3 4 Service Design 5 
Information Security 
Management 

O3 3) Per NEN 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Partial - Leverage  Provance 3rd 
party Asset module for Full 
support of this metric 

32C 3 
Service Strategy 
Support 

2 
ITSM Financial 
Management 

C  Number of Financial Reports/Forecasts Delivered Late 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 45P 4 Service Design 5 
Information Security 
Management 

P  Total Number of possible Server STIG and IAVA CAT 1 Vulnerabilities Checked by DoD Assessment System (e.g., VMS, HBSS Policy 
Auditor, Continuous Monitoring Risk Score (CMRS)) 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 45P1 4 Service Design 5 
Information Security 
Management 

P1 1) Per NIPR 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 45P2 4 Service Design 5 
Information Security 
Management 

P2 2) Per SIPR/SIPR-REL 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Partial - Leverage  Provance 3rd 
party Asset module for Full 
support of this metric 

32D 3 
Service Strategy 
Support 

2 
ITSM Financial 
Management 

D  Total Number Of Financial Report/Forecasts Delivered 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 45Q 4 Service Design 5 
Information Security 
Management 

Q  Total Number of Server Non-Compliant STIG and IAVA CAT 1 Vulnerabilities Checked by DoD Assessment System (e.g., VMS, HBSS 
Policy Auditor, Continuous Monitoring Risk Score [CMRS]) 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 45Q1 4 Service Design 5 
Information Security 
Management 

Q1 1) Per NIPR 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 45Q2 4 Service Design 5 
Information Security 
Management 

Q2 2) Per SIPR/SIPR-REL 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Partial - Leverage  Provance 3rd 
party Asset module for Full 

32E 3 
Service Strategy 
Support 

2 
ITSM Financial 
Management 

E  Number of Services in Service Catalog 
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Service Asset (Software Catalog) Automation 
Unique 
OM ID* 

Task 
# Task  Title 

Sub-
task # Sub-Task Title 

OM 
Letter Operational Metric (OM) Title 

support of this metric 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 46A 4 Service Design 6 Availability Management A  Total Number of Incidents 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 46B 4 Service Design 6 Availability Management B  Total Number of Availability Incidents 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 46C 4 Service Design 6 Availability Management C  Total Number of OLAs From Internal Suppliers 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 46D 4 Service Design 6 Availability Management D  Total Number of Underpinning Contracts From Vendor Suppliers 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 46E 4 Service Design 6 Availability Management E  Number of Internal OLAs Breached 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 46F 4 Service Design 6 Availability Management F  Number of Vendor Underpinning Contracts Breached 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 46G 4 Service Design 6 Availability Management G  Number of Service Level Targets Missed (per Service) 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 46H 4 Service Design 6 Availability Management H  Number of IT Service Assets Not Supported By Vendors 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 46I 4 Service Design 6 Availability Management I  Total Number of Services in Service Catalog 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 46J 4 Service Design 6 Availability Management J  Number of Services Not Covered By An Active Availability Plan 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 46K 4 Service Design 6 Availability Management K  Number of Services Without Availability Review Last 3 Months 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 46L 4 Service Design 6 Availability Management L  Planned Maintenance Time (Hours) 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 46M 4 Service Design 6 Availability Management M  Actual Maintenance Time (Hours) 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 47A 4 Service Design 7 Capacity Management A  Total Number of Services in the Service Catalog 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 47B 4 Service Design 7 Capacity Management B  Number of Services Not Covered By An Active Capacity Plan 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 47C 4 Service Design 7 Capacity Management C  Number of Services with Capacity Monitoring 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 47D 4 Service Design 7 Capacity Management D  Total Number of Services Assets w/Component Capacity Monitoring Capability 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 47E 4 Service Design 7 Capacity Management E  Number of Incidents Caused By Inadequate Capacity 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 47F 4 Service Design 7 Capacity Management F  Total Number of Incidents 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 48A 4 Service Design 8 
IT Service Continuity 
Management 

A  Number of Services in Service Catalog 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 48B 4 Service Design 8 
IT Service Continuity 
Management 

B  Number of Services Covered by IT Service Continuity Plans 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 48C 4 Service Design 8 
IT Service Continuity 
Management 

C  Number of Service Continuity Plan Audit Failures 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 48D 4 Service Design 8 
IT Service Continuity 
Management 

D  Mean Time (Months) Between Continuity Tests For Each Service 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 48E 4 Service Design 8 
IT Service Continuity 
Management 

E  Number of IT Services Tested For Service Continuity 
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Service Asset (Software Catalog) Automation 
Unique 
OM ID* 

Task 
# Task  Title 

Sub-
task # Sub-Task Title 

OM 
Letter Operational Metric (OM) Title 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 48F 4 Service Design 8 
IT Service Continuity 
Management 

F  Mean Time (Months) Between Continuity Plan Audits For Each Service 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 48G 4 Service Design 8 
IT Service Continuity 
Management 

G  Number of Services With Test Failures 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 48H 4 Service Design 8 
IT Service Continuity 
Management 

H  Total Number of Services Needed To Support ITSCM Plans 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 48I 4 Service Design 8 
IT Service Continuity 
Management 

I  Number of Required Internal Support Services Without An OLA 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 48J 4 Service Design 8 
IT Service Continuity 
Management 

J  Number of Required External Support Services Without Formal Agreements 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 48K 4 Service Design 8 
IT Service Continuity 
Management 

K  Number of IT Service Continuity Plan Audits Conducted 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 51A 5 Service Transition 1 
Transition Planning and 
Support 

A  Total Changes Implemented Per Month 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 51B 5 Service Transition 1 
Transition Planning and 
Support 

B  Number of Changes Resulting In Incidents 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 51C 5 Service Transition 1 
Transition Planning and 
Support 

C  Total Releases in Pipeline 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 51D 5 Service Transition 1 
Transition Planning and 
Support 

D  Total Releases Implemented IAW Release Date 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 51E 5 Service Transition 1 
Transition Planning and 
Support 

E  Number of Releases Resulting in Incidents 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 51F 5 Service Transition 1 
Transition Planning and 
Support 

F  Number of Incidents Caused By New Release (In Service Operations) 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 51G 5 Service Transition 1 
Transition Planning and 
Support 

G  Total Number of Release Packages Tests 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 51H 5 Service Transition 1 
Transition Planning and 
Support 

H  Total Number of Services/Projects in Transition 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 51I 5 Service Transition 1 
Transition Planning and 
Support 

I  Number of Transition Brief(s) Provided (Weekly) 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 51J 5 Service Transition 1 
Transition Planning and 
Support 

J  Total Number of Service Design Package(s) Approved by Government 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 51K 5 Service Transition 1 
Transition Planning and 
Support 

K  Number of Early Life Support Packages Approved 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 52A 5 Service Transition 2 Change Management A  Total Changes in Pipeline Scheduled Per Month 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 52B 5 Service Transition 2 Change Management B  Total Changes Implemented Per Month 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 52C 5 Service Transition 2 Change Management C  Number of Failed Changes Per Month 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 52D 5 Service Transition 2 Change Management D  Number of Unauthorized Changes Detected 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 52E 5 Service Transition 2 Change Management E  Number of Changes Rescheduled 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 53A 5 Service Transition 3 
Service Asset and 
Configuration Management 

A  Total Number of CIs In CMDB 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 53B 5 Service Transition 3 
Service Asset and 
Configuration Management 

B  Number of CI Errors (Omission Or Inaccuracies) Discovered 

Microsoft Full 53C 5 Service Transition 3 Service Asset and C  Number of Incidents Related To Inaccurate CI Information 
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Service Asset (Software Catalog) Automation 
Unique 
OM ID* 

Task 
# Task  Title 

Sub-
task # Sub-Task Title 

OM 
Letter Operational Metric (OM) Title 

SCSM/SCCM/SCOM/SCVMM Configuration Management 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 53D 5 Service Transition 3 
Service Asset and 
Configuration Management 

D  Number of Change Failures Related To Inaccurate CI Information 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Partial - Leverage  Provance 3rd 
party Asset module for Full 
support of this metric 

32F 3 
Service Strategy 
Support 

2 
ITSM Financial 
Management 

F  Number of Services Without A Total Cost of Ownership (TCO) Model 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 53F 5 Service Transition 3 
Service Asset and 
Configuration Management 

F  Number of Services in Service Catalog 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 53G 5 Service Transition 3 
Service Asset and 
Configuration Management 

G  Number of CIs Without Assigned Ownership 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 53H 5 Service Transition 3 
Service Asset and 
Configuration Management 

H  Total Changes Implemented 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 53I 5 Service Transition 3 
Service Asset and 
Configuration Management 

I  Total Number of Incidents 

TELOS AIMS Full 53J 5 Service Transition 3 
Service Asset and 
Configuration Management 

J  Total Number of Service Assets Received During Reporting Period 

TELOS AIMS Full 53K 5 Service Transition 3 
Service Asset and 
Configuration Management 

K  Total Number of Service Assets Documented in AIMs During Reporting Period 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 53L 5 Service Transition 3 
Service Asset and 
Configuration Management 

L  Total Number of Service Assets Scheduled for Transfer to DRMO 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 53M 5 Service Transition 3 
Service Asset and 
Configuration Management 

M  Total Number of Service Assets Transferred to DRMO 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 53N 5 Service Transition 3 
Service Asset and 
Configuration Management 

N  Total Number of Service Assets Scheduled for Deployment 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 53O 5 Service Transition 3 
Service Asset and 
Configuration Management 

O  Total Number of Service Assets Deployed 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 53P 5 Service Transition 3 
Service Asset and 
Configuration Management 

P  Total Number of Service Assets Scheduled for Return to ECO 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 53Q 5 Service Transition 3 
Service Asset and 
Configuration Management 

Q  Total Number of Service Assets Returned to ECO 

TELOS AIMS Full 53R 5 Service Transition 3 
Service Asset and 
Configuration Management 

R  Total Number of Non-Compliant EC Accounts (Annual EC Training, Appointment Letter, and Inventory) 

TELOS AIMS Full 53S 5 Service Transition 3 
Service Asset and 
Configuration Management 

S  Total Number of Non-Compliant EC Accounts Frozen 

TELOS AIMS Full 53T 5 Service Transition 3 
Service Asset and 
Configuration Management 

T  Total Number of Frozen EC Accounts Without Corresponding Report of Survey Initiation Request 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 53U 5 Service Transition 3 
Service Asset and 
Configuration Management 

U  Total Number of Service Asset Types 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 53V 5 Service Transition 3 
Service Asset and 
Configuration Management 

V  Total Number of Service Asset Types Without Documented Sanitization Procedures 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 53W 5 Service Transition 3 
Service Asset and 
Configuration Management 

W  Number of Services with Complete Service Diagrams 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Partial - Leverage  Provance 3rd 
party Asset module for Full 
support of this metric 

32G 3 
Service Strategy 
Support 

2 
ITSM Financial 
Management 

G  Service Design Package Projected Cost 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Partial - Leverage  Provance 3rd 
party Asset module for Full 
support of this metric 

32H 3 
Service Strategy 
Support 

2 
ITSM Financial 
Management 

H  Service Design Package Actual Cost 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Partial - Leverage  Provance 3rd 
party Asset module for Full 

44A 4 Service Design 4 Supplier Management A  Total Number of Procurement Reports Delivered 
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Service Asset (Software Catalog) Automation 
Unique 
OM ID* 

Task 
# Task  Title 

Sub-
task # Sub-Task Title 

OM 
Letter Operational Metric (OM) Title 

support of this metric 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Partial - Leverage  Provance 3rd 
party Asset module for Full 
support of this metric 

44B 4 Service Design 4 Supplier Management B  Number of Procurement Reports Delivered Late 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Partial - Leverage  Provance 3rd 
party Asset module for Full 
support of this metric 

44I 4 Service Design 4 Supplier Management I  Total Number of Procurement Packages Submitted 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Partial - Leverage  Provance 3rd 
party Asset module for Full 
support of this metric 

44J 4 Service Design 4 Supplier Management J  Number of Procurement Packages Forecasted 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Partial - Leverage  Provance 3rd 
party Asset module for Full 
support of this metric 

44K 4 Service Design 4 Supplier Management K  Number of Incomplete Procurement Packages Submitted 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Partial - Modify Module to roll-up 
incomplete CI information to Fully 
support 

53E 5 Service Transition 3 
Service Asset and 
Configuration Management 

E  Number of Services Operating with Incomplete CI Information 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Partial - Pending discovery and 
adjustment for "other networks as 
applicable" 

45C4 4 Service Design 5 
Information Security 
Management 

C4 4) Other Networks As Applicable 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Partial - Pending discovery and 
adjustment for "other networks as 
applicable" 

45D4 4 Service Design 5 
Information Security 
Management 

D4 4) Other Networks As Applicable 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Partial - Pending discovery and 
adjustment for "other networks as 
applicable" 

45E4 4 Service Design 5 
Information Security 
Management 

E4 4) Other Networks As Applicable 

Retina 
Partial - Pending discovery and 
adjustment for "other networks as 
applicable" 

45F4 4 Service Design 5 
Information Security 
Management 

F4 4) Other Networks As Applicable 

Retina 
Partial - Pending discovery and 
adjustment for "other networks as 
applicable" 

45G4 4 Service Design 5 
Information Security 
Management 

G4 4) Other Networks As Applicable 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Partial - Pending discovery and 
adjustment for "other networks as 
applicable" 

45L4 4 Service Design 5 
Information Security 
Management 

L4 4) Other Networks As Applicable 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 55K 5 Service Transition 5 
Service Validation and 
Testing 

K  Number of Incidents Caused by New or Changed Services 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 56A 5 Service Transition 6 IT Knowledge Management A  Number of Services in Service Catalog 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Partial - Pending discovery and 
adjustment for "other networks as 
applicable" 

45M4 4 Service Design 5 
Information Security 
Management 

M4 4) Other Networks As Applicable 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Partial - Pending discovery and 
adjustment for "other networks as 
applicable" 

45O4 4 Service Design 5 
Information Security 
Management 

O4 4) Other Networks As Applicable 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Partial - Pending discovery and 
adjustment for "other networks as 
applicable" 

45P3 4 Service Design 5 
Information Security 
Management 

P3 3) Other Networks As Applicable 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 56E 5 Service Transition 6 IT Knowledge Management E  Total Number of Service Assets By Type 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 56F 5 Service Transition 6 IT Knowledge Management F  Number of Service Assets Without Documented TTPs (e.g., Install, Maintenance, Recovery Instructions) 

Microsoft Full 56G 5 Service Transition 6 IT Knowledge Management G  Total Number of Incidents By Type 
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Service Asset (Software Catalog) Automation 
Unique 
OM ID* 

Task 
# Task  Title 

Sub-
task # Sub-Task Title 

OM 
Letter Operational Metric (OM) Title 

SCSM/SCCM/SCOM/SCVMM 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 56H 5 Service Transition 6 IT Knowledge Management H  Number of Incident Types With Inaccurate, Incomplete, or Missing Documented Workarounds 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 57A 5 Service Transition 7 Change Evaluation A  Total Number Of RFCs Completed; In the 30-Day Reporting Period 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 57B 5 Service Transition 7 Change Evaluation B  Number of Normal and Emergency RFCs Completed Without Post-Implementation Review 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 57C 5 Service Transition 7 Change Evaluation C  Total Number of Service Design Packages in the Pipeline 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 57D 5 Service Transition 7 Change Evaluation D  Number of Service Design Packages in the Pipeline Without an Evaluation Report; Within 15 (fifteen) Business Days After SDP 
Submission or After Delivery of Third-Party SDP(s) 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 57E 5 Service Transition 7 Change Evaluation E  Total Number of Service Validation And Test Reports from RDP submitted for Evaluation 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Full 57F 5 Service Transition 7 Change Evaluation F  Number of SVAT Reports Without Evaluation Report; Within 15 (fifteen) business days after Test Report submission 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Partial - Pending discovery and 
adjustment for "other networks as 
applicable" 

45Q3 4 Service Design 5 
Information Security 
Management 

Q3 3) Other Networks As Applicable 

Microsoft 
SCSM/SCCM/SCOM/SCVMM 

Partial - Pull incidents into 
spreadsheet, sort by user and 
category, and ID duplicates for 
Full support of this metric 

26A 2 
Service 
Operations 

6 Problem Management A  Number of Repeat Incidents By User/System 

Not Applicable N/A 6 6 
Continuous 
Service 
Improvement 

    None 

Not Applicable N/A 7 7 Projects     None 

 



CLIN DESCRIPTION
SCHEDULE

70 RATE

DISCOUNT

%
RATE FTE HOURS TOTAL

0001 Labor

0001A Service Operations

1001 Associate Network Engineer $ 75.08 26.13% 55.46$ 0.33 614 34,042$

1002 Junior Network Engineer $ 88.50 26.13% 65.38$ 0.50 930 60,802$

1003 Senior Network Engineer $ 101.98 26.13% 75.33$ 0.25 465 35,030$

1017 Junior Information Security Systems Engineer $ 88.50 26.13% 65.38$ 0.50 930 60,802$

1018 Senior Information Security Systems Engineer $ 101.98 26.13% 75.33$ 0.25 465 35,030$

1019 Lead Information Security Systems Engineer $ 129.81 26.13% 95.89$ 0.25 465 44,590$

1029 Senior Systems Engineer $ 101.98 26.13% 75.33$ 0.25 465 35,030$

1030 Lead Systems Engineer $ 129.81 26.13% 95.89$ 0.50 930 89,180$

3001 Associate Database Administrator $ 64.05 26.13% 47.31$ 1.50 2,790 132,008$

3002 Junior Database Administrator $ 77.02 26.13% 56.89$ 3.00 5,580 317,453$

3003 Senior Database Administrator $ 93.39 26.13% 68.99$ 0.10 186 12,832$

3006 Associate Information Systems $ 64.05 26.13% 47.31$ 0.33 614 29,042$

3007 Junior Information Systems $ 77.02 26.13% 56.89$ 1.50 2,790 158,727$

3008 Senior Information Systems $ 93.39 26.13% 68.99$ 0.33 614 42,344$

3009 Lead Information Systems $ 113.25 26.13% 83.66$ 0.25 465 38,901$

3016 Associate Systems Administration $ 64.05 26.13% 47.31$ 1.00 1,860 88,006$

3017 Junior Systems Administration $ 77.02 26.13% 56.89$ 1.50 2,790 158,727$

3018 Senior Systems Administration $ 93.39 26.13% 68.99$ 0.25 465 32,079$

4006 Associate Configuration Management $ 77.30 26.13% 57.10$ 1.00 1,860 106,212$

4007 Junior Configuration Management $ 102.41 26.13% 75.65$ 0.75 1,395 105,533$

4008 Senior Configuration Management $ 117.44 26.13% 86.76$ 0.50 930 80,682$

4016 Quality 1 $ 77.30 26.13% 57.10$ 0.30 558 31,864$

4017 Quality 2 $ 102.41 26.13% 75.65$ 0.60 1,116 84,426$

4018 Quality 3 $ 117.44 26.13% 86.76$ 0.90 1,674 145,228$

5001 Associate Information Systems Technician $ 39.01 26.13% 28.82$ 8.00 14,880 428,842$

5002 Junior Information Systems Technician $ 45.52 26.13% 33.62$ 5.25 9,765 328,333$

5003 Senior Information Systems Technician $ 51.09 26.13% 37.74$ 1.25 2,325 87,742$

5004 Lead Information Systems Technician $ 60.57 26.13% 44.74$ 0.50 930 41,611$

5005 Associate Network Control Technician $ 39.01 26.13% 28.82$ 4.00 7,440 214,421$

5006 Junior Network Control Technician $ 45.52 26.13% 33.62$ 3.00 5,580 187,619$

5007 Senior Network Control Technician $ 51.09 26.13% 37.74$ 0.25 465 17,549$

5015 Senior Field Technician $ 51.09 26.13% 37.74$ 2.00 3,720 140,387$

6003 Senior Program Management $ 104.08 26.13% 76.88$ 0.20 372 28,601$

6005 Staff Program Management $ 168.17 26.13% 124.23$ 0.20 372 46,213$

0001B Helpdesk Specialist - Bahamas provide Tier 1 level maintenance

5003 Senior Information Systems Technician $ 51.09 26.13% 37.74$ 0.15 279 10,529$

Service Operations Required Labor Subtotal SUBTOTAL 3,490,416$

(Optional Task) Network Operations Center Support

1002 Junior Network Engineer $ 88.50 26.13% 65.38$ 1.00 1,860 121,604$

1003 Senior Network Engineer $ 101.98 26.13% 75.33$ 2.00 3,720 280,239$

1018 Senior Information Security Systems Engineer $ 101.98 26.13% 75.33$ 1.00 1,860 140,120$

3007 Junior Information Systems $ 77.02 26.13% 56.89$ 5.00 9,300 529,089$

3008 Senior Information Systems $ 93.39 26.13% 68.99$ 2.00 3,720 256,632$

5007 Senior Network Control Technician $ 69.56 26.13% 51.38$ 1.00 1,860 95,575$

Network Operations Center Total 1,423,258$

*Optional Task - Helpdesk Specialist - Washington Office

185,375$

Washington Total 185,375$

3.4.5.2.7.2 (Optional Task) VTC and Conference Room Scheduling

VTC and Conference Room Scheduling Total 170,299$

BASE YEAR - LABOR (Vendor must quote)

BASE YEAR - LABOR - FIRM, FIXED PRICE

Although this is a Firm Fixed Price Task Order, Hourly rates, skill levels, and hours are requested to aid in a fair and reasonable determination.
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Service Operations Total TOTAL 5,269,348$

0001C Service Strategy Support

1001 Associate Network Engineer $ 75.08 26.13% 55.46$ 0.33 614 34,042$

1003 Senior Network Engineer $ 101.98 26.13% 75.33$ 0.25 465 35,030$

1018 Senior Information Security Systems Engineer $ 101.98 26.13% 75.33$ 0.25 465 35,030$

1019 Lead Information Security Systems Engineer $ 129.81 26.13% 95.89$ 0.25 465 44,590$

1029 Senior Systems Engineer $ 101.98 26.13% 75.33$ 0.25 465 35,030$

1030 Lead Systems Engineer $ 129.81 26.13% 95.89$ 0.50 930 89,180$

3003 Senior Database Administrator $ 93.39 26.13% 68.99$ 0.50 930 64,158$

3006 Associate Information Systems $ 64.05 26.13% 47.31$ 0.33 614 29,042$

3008 Senior Information Systems $ 93.39 26.13% 68.99$ 0.33 614 42,344$

3009 Lead Information Systems $ 113.25 26.13% 83.66$ 0.25 465 38,901$

4008 Senior Configuration Management $ 117.44 26.13% 86.76$ 0.50 930 80,682$

4016 Quality 1 $ 77.30 26.13% 57.10$ 0.10 186 10,621$

4017 Quality 2 $ 102.41 26.13% 75.65$ 0.20 372 28,142$

4018 Quality 3 $ 117.44 26.13% 86.76$ 0.30 558 48,409$

6003 Senior Program Management $ 104.08 26.13% 76.88$ 0.40 744 57,202$

6005 Staff Program Management $ 168.17 26.13% 124.23$ 0.40 744 92,426$

7003 Senior IT Program Financial Analyst $ 98.74 26.13% 72.94$ 1.00 1,860 135,667$

7008 Senior IT Contracts Administrator $ 98.74 26.13% 72.94$ 1.00 1,860 135,667$

7012 Junior Associate IT Security Admin $ 76.52 26.13% 56.53$ 0.25 465 26,284$

Service Strategy Support Required Labor Subtotal SUBTOTAL 1,062,449$

Optional Task (Sub-Task 3) - Demand Management

3017 Junior Systems Administration $ 77.02 26.13% 56.89$ 1.00 1,860 105,818$

3018 Senior Systems Administration $ 93.39 26.13% 68.99$ 1.00 1,860 128,316$

-

Demand Management Total 234,134$

Optional Task (Sub-Task 4) - IT Enterprise Architecture

3007 Junior Information Systems $ 77.02 26.13% 56.89$ 1.00 1,860 105,818$

3008 Senior Information Systems $ 93.39 26.13% 68.99$ 0.50 930 64,158$

IT Enterprise Architecture Total 169,976$

3.5.2.2.8 (Optional Task) Provide estimate for additional Service Package

development

Service Package development Total -$

3.5.2.2.9 (Optional Task) Develop Mission Cases

6001 Associate Program Management $ 71.33 26.13% 52.69$ 1.00 1,860 98,009$

Mission Cases Total 98,009$

Service Strategy Support Total TOTAL 1,564,567$

0001D Service Design

1003 Senior Network Engineer $ 101.98 26.13% 75.33$ 0.25 465 35,030$

1018 Senior Information Security Systems Engineer $ 101.98 26.13% 75.33$ 0.25 465 35,030$

1019 Lead Information Security Systems Engineer $ 129.81 26.13% 95.89$ 0.10 186 17,836$

1029 Senior Systems Engineer $ 101.98 26.13% 75.33$ 0.25 465 35,030$

1030 Lead Systems Engineer $ 129.81 26.13% 95.89$ 0.50 930 89,180$

3003 Senior Database Administrator $ 93.39 26.13% 68.99$ 0.20 372 25,663$

3009 Lead Information Systems $ 113.25 26.13% 83.66$ 0.25 465 38,901$

3016 Associate Systems Administration $ 64.05 26.13% 47.31$ 1.00 1,860 88,006$

3017 Junior Systems Administration $ 77.02 26.13% 56.89$ 1.50 2,790 158,727$

3018 Senior Systems Administration $ 93.39 26.13% 68.99$ 0.25 465 32,079$

4008 Senior Configuration Management $ 117.44 26.13% 86.76$ 0.50 930 80,682$

4016 Quality 1 $ 77.30 26.13% 57.10$ 0.30 558 31,864$

4017 Quality 2 $ 102.41 26.13% 75.65$ 0.60 1,116 84,426$

4018 Quality 3 $ 117.44 26.13% 86.76$ 0.90 1,674 145,228$

5003 Senior Information Systems Technician $ 51.09 26.13% 37.74$ 1.25 2,325 87,742$

5004 Lead Information Systems Technician $ 60.57 26.13% 44.74$ 2.50 4,650 208,055$

5007 Senior Network Control Technician $ 51.09 26.13% 37.74$ 0.25 465 17,549$

6003 Senior Program Management $ 104.08 26.13% 76.88$ 0.20 372 28,601$

6005 Staff Program Management $ 168.17 26.13% 124.23$ 0.20 372 46,213$

Service Design Required Labor Subtotal SUBTOTAL 1,285,841$

3.7.2.2.6 (Optional Task) Additional Service Package development

4017 Quality 2 $ 102.41 26.13% 75.65$ 1.00 1,860 140,710$

Additional Service Package development Total 75.65$ 1,860 140,710$

No additional labor is required to perform this optional task
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Service Design Total TOTAL 1,426,552$

0001E Service Transition

1001 Associate Network Engineer $ 75.08 26.13% 55.46$ 0.34 632 35,074$

1002 Junior Network Engineer $ 88.50 26.13% 65.38$ 0.50 930 60,802$

1003 Senior Network Engineer $ 101.98 26.13% 75.33$ 0.15 279 21,018$

1017 Junior Information Security Systems Engineer $ 88.50 26.13% 65.38$ 0.50 930 60,802$

1018 Senior Information Security Systems Engineer $ 101.98 26.13% 75.33$ 0.25 465 35,030$

1019 Lead Information Security Systems Engineer $ 129.81 26.13% 95.89$ 0.20 372 35,672$

1029 Senior Systems Engineer $ 101.98 26.13% 75.33$ 0.25 465 35,030$

1030 Lead Systems Engineer $ 129.81 26.13% 95.89$ 0.50 930 89,180$

3001 Associate Database Administrator $ 64.05 26.13% 47.31$ 1.50 2,790 132,008$

3002 Junior Database Administrator $ 77.02 26.13% 56.89$ 1.00 1,860 105,818$

3003 Senior Database Administrator $ 93.39 26.13% 68.99$ 0.20 372 25,663$

3006 Associate Information Systems $ 64.05 26.13% 47.31$ 0.34 632 29,922$

3007 Junior Information Systems $ 77.02 26.13% 56.89$ 0.50 930 52,909$

3008 Senior Information Systems $ 93.39 26.13% 68.99$ 0.34 632 43,628$

3009 Lead Information Systems $ 113.25 26.13% 83.66$ 0.25 465 38,901$

3016 Associate Systems Administration $ 64.05 26.13% 47.31$ 2.00 3,720 176,011$

3017 Junior Systems Administration $ 77.02 26.13% 56.89$ 3.00 5,580 317,453$

3018 Senior Systems Administration $ 93.39 26.13% 68.99$ 0.50 930 64,158$

4006 Associate Configuration Management $ 77.30 26.13% 57.10$ 3.00 5,580 318,635$

4007 Junior Configuration Management $ 102.41 26.13% 75.65$ 2.25 4,185 316,598$

4008 Senior Configuration Management $ 117.44 26.13% 86.76$ 0.50 930 80,682$

4016 Quality 1 $ 77.30 26.13% 57.10$ 0.30 558 31,864$

4017 Quality 2 $ 102.41 26.13% 75.65$ 0.60 1,116 84,426$

4018 Quality 3 $ 117.44 26.13% 86.76$ 0.90 1,674 145,228$

5002 Junior Information Systems Technician $ 45.52 26.13% 33.62$ 1.75 3,255 109,444$

5003 Senior Information Systems Technician $ 51.09 26.13% 37.74$ 3.35 6,231 235,148$

5004 Lead Information Systems Technician $ 60.57 26.13% 44.74$ 1.00 1,860 83,222$

5006 Junior Network Control Technician $ 45.52 26.13% 33.62$ 1.00 1,860 62,540$

5007 Senior Network Control Technician $ 51.09 26.13% 37.74$ 0.50 930 35,098$

6003 Senior Program Management $ 104.08 26.13% 76.88$ 0.20 372 28,601$

6005 Staff Program Management $ 168.17 26.13% 124.23$ 0.20 372 46,213$

Service Transition Required Labor Subtotal SUBTOTAL 2,936,778$

Optional Task (Sub-Task 7) - Change Evaluation

3008 Senior Information Systems $ 93.39 26.13% 68.99$ 0.50 930 64,158$

Change Evaluation Total 64,158$

3.8.4.2.11 (Optional Task) Transer ITSM warehouse facility from Govt. to

Contractor provided by July 2013

IT Warehouse Transition Total 2,929$

Service Transition Total TOTAL 3,003,865$

0001F Projects

1003 Senior Network Engineer $ 101.98 26.13% 75.33$ 0.10 186 14,012$

1019 Lead Information Security Systems Engineer $ 129.81 26.13% 95.89$ 0.20 372 35,672$

6003 Senior Program Management $ 104.08 26.13% 76.88$ 1.20 2,232 171,605$

6005 Staff Program Management $ 168.17 26.13% 124.23$ 0.20 372 46,213$

Projects Total TOTAL 267,502$

Labor Total (Required Task Only) 9,042,985$

Labor Total (with Optional Tasks) 11,531,833$

Labor Total TOTAL 11,531,833$

CLIN DESCRIPTION
SCHEDULE

70 RATE
DISCOUNT % QTY UOM TOTAL

0002 Materials & ODCs

Materials & ODCS Total TOTAL -$

CLIN DESCRIPTION # OF PEOPLE UOM TOTAL

0003 Travel (Not expected to quote)

0003A

Bahamas Travel + COLA Provide six (6) on-site visits per year (vendor

must quote) 21,053

Other travel may be required however it is undefinitized

Travel Total TOTAL 21,053$

All Undefinitized CLINS will have a ceiling

BASE YEAR - TRAVEL (Cost-Reimbursable)

BASE YEAR - OTHER DIRECT COST (ODCs) (Vendor not expected to quote)

Use or disclosure of data contained on this sheet is subject to the restriction on the title page of this proposal. Page 3 of 4



CLIN DESCRIPTION
SCHEDULE

70 RATE
DISCOUNT % QTY UOM TOTAL

0004 Projects (vendor not expected to quote)

(Funded as Required)

0004A Optional Project 01: Mobile Computing Wireless (vendor must quote) 221,614

0004B Optional Project 02: Voice Over Secure IP (vendor must quote) 218,890

Over & Above Total TOTAL 440,503$

CLIN DESCRIPTION TOTAL

0005 Contingency

(Funded as required)

Contingency Total TOTAL -$

CLIN DESCRIPTION TOTAL

0006 Maintenance

Vendor not expected to quote but can based off of their own assumptions

and confidence in pricing this item

Maintenance Total TOTAL -$

CLIN DESCRIPTION TOTAL

0007 Transition price 181,738

Transition Total TOTAL 181,738$

DESCRIPTION

Base Year Required Total SUBTOTAL 9,504,542$

Base Year Total w/ Option Task TOTAL 12,175,128$

BASE YEAR - TOTAL

BASE YEAR - PROJECTS

BASE YEAR - CONTINGENCY (Vendor not expected to quote)

BASE YEAR - MAINTENANCE (Vendor not expected to quote)

TRANSITION

Use or disclosure of data contained on this sheet is subject to the restriction on the title page of this proposal. Page 4 of 4



CLIN DESCRIPTION
SCHEDULE

70 RATE

DISCOUNT

%
RATE FTE HOURS TOTAL

1001 Labor

1001A Service Operations

1001 Associate Network Engineer $ 75.08 25.46% 55.96$ 0.33 613.8 34,350$

1002 Junior Network Engineer $ 88.50 25.46% 65.97$ 0.50 930 61,351$

1003 Senior Network Engineer $ 101.98 25.46% 76.01$ 0.25 465 35,346$

1017 Junior Information Security Systems Engineer $ 88.50 25.46% 65.97$ 0.50 930 61,351$

1018 Senior Information Security Systems Engineer $ 101.98 25.46% 76.01$ 0.25 465 35,346$

1019 Lead Information Security Systems Engineer $ 129.81 25.46% 96.76$ 0.25 465 44,993$

1029 Senior Systems Engineer $ 101.98 25.46% 76.01$ 0.25 465 35,346$

1030 Lead Systems Engineer $ 129.81 25.46% 96.76$ 0.50 930 89,986$

3001 Associate Database Administrator $ 64.05 25.46% 47.74$ 1.50 2790 133,201$

3002 Junior Database Administrator $ 77.02 25.46% 57.41$ 3.00 5580 320,322$

3003 Senior Database Administrator $ 93.39 25.46% 69.61$ 0.10 186 12,948$

3006 Associate Information Systems $ 64.05 25.46% 47.74$ 0.33 613.8 29,304$

3007 Junior Information Systems $ 77.02 25.46% 57.41$ 1.50 2790 160,161$

3008 Senior Information Systems $ 93.39 25.46% 69.61$ 0.33 613.8 42,727$

3009 Lead Information Systems $ 113.25 25.46% 84.41$ 0.25 465 39,252$

3016 Associate Systems Administration $ 64.05 25.46% 47.74$ 1.00 1860 88,801$

3017 Junior Systems Administration $ 77.02 25.46% 57.41$ 1.50 2790 160,161$

3018 Senior Systems Administration $ 93.39 25.46% 69.61$ 0.25 465 32,369$

4006 Associate Configuration Management $ 77.30 25.46% 57.62$ 1.00 1860 107,171$

4007 Junior Configuration Management $ 102.41 25.46% 76.33$ 0.75 1395 106,486$

4008 Senior Configuration Management $ 117.44 25.46% 87.54$ 0.25 465 40,706$

4016 Quality 1 $ 77.30 25.46% 57.62$ 0.30 558 32,151$

4017 Quality 2 $ 102.41 25.46% 76.33$ 0.60 1116 85,189$

4018 Quality 3 $ 117.44 25.46% 87.54$ 0.60 1116 97,694$

5001 Associate Information Systems Technician $ 39.01 25.46% 29.08$ 8.00 14880 432,718$

5002 Junior Information Systems Technician $ 45.52 25.46% 33.93$ 5.25 9765 331,299$

5003 Senior Information Systems Technician $ 51.09 25.46% 38.08$ 1.25 2325 88,535$

5004 Lead Information Systems Technician $ 60.57 25.46% 45.15$ 0.50 930 41,987$

5005 Associate Network Control Technician $ 39.01 25.46% 29.08$ 4.00 7440 216,359$

5006 Junior Network Control Technician $ 45.52 25.46% 33.93$ 3.00 5580 189,314$

5007 Senior Network Control Technician $ 51.09 25.46% 38.08$ 0.25 465 17,707$

5015 Senior Field Technician $ 51.09 25.46% 38.08$ 2.00 3720 141,655$

6003 Senior Program Management $ 104.08 25.46% 77.58$ 0.20 372 28,859$

6005 Staff Program Management $ 168.17 25.46% 125.35$ 0.20 372 46,631$

7008 Senior IT Contracts Administrator $ 98.74 25.46% 73.60$ 0.15 279 20,534$

1001B Helpdesk Specialist - Bahamas provide Tier 1 level maintenance

5003 Senior Information Systems Technician $ 51.09 25.46% 38.08$ 0.15 279 10,624$

Service Operations Required Labor Subtotal SUBTOTAL 3,452,936$

(Optional Task) Network Operations Center Support

1002 Junior Network Engineer $ 88.50 25.46% 65.97$ 1.00 1860 122,703$

1003 Senior Network Engineer $ 101.98 25.46% 76.01$ 2.00 3720 282,771$

1018 Senior Information Security Systems Engineer $ 101.98 25.46% 76.01$ 1.00 1860 141,386$

3007 Junior Information Systems $ 77.02 25.46% 57.41$ 5.00 9300 533,870$

3008 Senior Information Systems $ 93.39 25.46% 69.61$ 2.00 3720 258,951$

5007 Senior Network Control Technician $ 69.56 25.46% 51.85$ 1.00 1860 96,439$

-$

Network Operations Center Total 1,436,119$

*Optional Task - Helpdesk Specialist - Washington Office

187,052$

Washington Total 187,052$

3.4.5.2.7.2 (Optional Task) VTC and Conference Room Scheduling

VTC and Conference Room Scheduling Total 171,838$

Service Operations Total TOTAL 5,247,946$

1001C Service Strategy Support

1001 Associate Network Engineer $ 75.08 25.46% 55.96$ 0.33 614 34,350$

1003 Senior Network Engineer $ 101.98 25.46% 76.01$ 0.25 465 35,346$

1018 Senior Information Security Systems Engineer $ 101.98 25.46% 76.01$ 0.25 465 35,346$

1019 Lead Information Security Systems Engineer $ 129.81 25.46% 96.76$ 0.25 465 44,993$

1029 Senior Systems Engineer $ 101.98 25.46% 76.01$ 0.25 465 35,346$

1030 Lead Systems Engineer $ 129.81 25.46% 96.76$ 0.50 930 89,986$

3003 Senior Database Administrator $ 93.39 25.46% 69.61$ 0.50 930 64,738$

3006 Associate Information Systems $ 64.05 25.46% 47.74$ 0.33 613.8 29,304$

3008 Senior Information Systems $ 93.39 25.46% 69.61$ 0.33 613.8 42,727$

3009 Lead Information Systems $ 113.25 25.46% 84.41$ 0.25 465 39,252$

4008 Senior Configuration Management $ 117.44 25.46% 87.54$ 0.25 465 40,706$

4016 Quality 1 $ 77.30 25.46% 57.62$ 0.10 186 10,717$

4017 Quality 2 $ 102.41 25.46% 76.33$ 0.20 372 28,396$

4018 Quality 3 $ 117.44 25.46% 87.54$ 0.20 372 32,565$

6003 Senior Program Management $ 104.08 25.46% 77.58$ 0.20 372 28,859$

6005 Staff Program Management $ 168.17 25.46% 125.35$ 0.20 372 46,631$

7008 Senior IT Contracts Administrator $ 98.74 25.46% 73.60$ 0.15 279 20,534$

OPTION YEAR 1 - LABOR (Vendor must quote)

OPTION YEAR 1 - LABOR - FIRM, FIXED PRICE

Although this is a Firm Fixed Price Task Order, Hourly rates, skill levels, and hours are requested to aid in a fair and reasonable determination.
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Service Strategy Support Required Labor Subtotal SUBTOTAL 659,798$

Optional Task (Sub-Task 3) - Demand Management

3017 Junior Systems Administration $ 77.02 25.46% 57.41$ 1.00 1860 106,774$

3018 Senior Systems Administration $ 93.39 25.46% 69.61$ 1.00 1860 129,476$

Demand Management Total 236,250$

Optional Task (Sub-Task 4) - IT Enterprise Architecture

3007 Junior Information Systems $ 77.02 25.46% 57.41$ 1.00 1860 106,774$

3008 Senior Information Systems $ 93.39 25.46% 69.61$ 0.50 930 64,738$

-$

IT Enterprise Architecture Total 171,512$

3.5.2.2.8 (Optional Task) Provide estimate for additional Service Package development

Service Package development Total -$

3.5.2.2.9 (Optional Task) Develop Mission Cases

6001 Associate Program Management $ 71.33 25.46% 53.17$ 1.00 1860 98,895$

Mission Cases Total 98,895$

Service Strategy Support Total TOTAL 1,166,454$

1001D Service Design

1003 Senior Network Engineer $ 101.98 25.46% 76.01$ 0.25 465 35,346$

1018 Senior Information Security Systems Engineer $ 101.98 25.46% 76.01$ 0.25 465 35,346$

1019 Lead Information Security Systems Engineer $ 129.81 25.46% 96.76$ 0.10 186 17,997$

1029 Senior Systems Engineer $ 101.98 25.46% 76.01$ 0.25 465 35,346$

1030 Lead Systems Engineer $ 129.81 25.46% 96.76$ 0.50 930 89,986$

3003 Senior Database Administrator $ 93.39 25.46% 69.61$ 0.20 372 25,895$

3009 Lead Information Systems $ 113.25 25.46% 84.41$ 0.25 465 39,252$

3016 Associate Systems Administration $ 64.05 25.46% 47.74$ 1.00 1860 88,801$

3017 Junior Systems Administration $ 77.02 25.46% 57.41$ 1.50 2790 160,161$

3018 Senior Systems Administration $ 93.39 25.46% 69.61$ 0.25 465 32,369$

4008 Senior Configuration Management $ 117.44 25.46% 87.54$ 0.25 465 40,706$

4016 Quality 1 $ 77.30 25.46% 57.62$ 0.30 558 32,151$

4017 Quality 2 $ 102.41 25.46% 76.33$ 0.60 1116 85,189$

4018 Quality 3 $ 117.44 25.46% 87.54$ 0.60 1116 97,694$

5003 Senior Information Systems Technician $ 51.09 25.46% 38.08$ 1.25 2325 88,535$

5004 Lead Information Systems Technician $ 60.57 25.46% 45.15$ 2.50 4650 209,935$

5007 Senior Network Control Technician $ 51.09 25.46% 38.08$ 0.25 465 17,707$

6003 Senior Program Management $ 104.08 25.46% 77.58$ 0.20 372 28,859$

6005 Staff Program Management $ 168.17 25.46% 125.35$ 0.20 372 46,631$

7003 Senior IT Program Financial Analyst $ 98.74 25.46% 73.60$ 1.00 1860 136,893$

7008 Senior IT Contracts Administrator $ 98.74 25.46% 73.60$ 0.15 279 20,534$

7012 Junior Associate IT Security Admin $ 76.52 25.46% 57.04$ 0.25 465 26,522$

Service Design Required Labor Subtotal SUBTOTAL 1,391,856$

3.7.2.2.6 (Optional Task) Additional Service Package development

4017 Quality 2 $ 102.41 25.46% 76.33$ 1.00 1860 141,982$

Additional Service Package development Total 76.33$ 1860 141,982$

Service Design Total TOTAL 1,533,838$

1001E Service Transition

1001 Associate Network Engineer $ 75.08 25.46% 55.96$ 0.34 632.4 35,391$

1002 Junior Network Engineer $ 88.50 25.46% 65.97$ 0.50 930 61,351$

1003 Senior Network Engineer $ 101.98 25.46% 76.01$ 0.15 279 21,208$

1017 Junior Information Security Systems Engineer $ 88.50 25.46% 65.97$ 0.50 930 61,351$

1018 Senior Information Security Systems Engineer $ 101.98 25.46% 76.01$ 0.25 465 35,346$

1019 Lead Information Security Systems Engineer $ 129.81 25.46% 96.76$ 0.20 372 35,994$

1029 Senior Systems Engineer $ 101.98 25.46% 76.01$ 0.25 465 35,346$

1030 Lead Systems Engineer $ 129.81 25.46% 96.76$ 0.50 930 89,986$

3001 Associate Database Administrator $ 64.05 25.46% 47.74$ 1.50 2790 133,201$

3002 Junior Database Administrator $ 77.02 25.46% 57.41$ 1.00 1860 106,774$

3003 Senior Database Administrator $ 93.39 25.46% 69.61$ 0.20 372 25,895$

3006 Associate Information Systems $ 64.05 25.46% 47.74$ 0.34 632.4 30,192$

3007 Junior Information Systems $ 77.02 25.46% 57.41$ 0.50 930 53,387$

3008 Senior Information Systems $ 93.39 25.46% 69.61$ 0.34 632.4 44,022$

3009 Lead Information Systems $ 113.25 25.46% 84.41$ 0.25 465 39,252$

3016 Associate Systems Administration $ 64.05 25.46% 47.74$ 2.00 3720 177,602$

3017 Junior Systems Administration $ 77.02 25.46% 57.41$ 3.00 5580 320,322$

3018 Senior Systems Administration $ 93.39 25.46% 69.61$ 0.50 930 64,738$

4006 Associate Configuration Management $ 77.30 25.46% 57.62$ 3.00 5580 321,514$

4007 Junior Configuration Management $ 102.41 25.46% 76.33$ 2.25 4185 319,459$

4008 Senior Configuration Management $ 117.44 25.46% 87.54$ 0.25 465 40,706$

4016 Quality 1 $ 77.30 25.46% 57.62$ 0.30 558 32,151$

4017 Quality 2 $ 102.41 25.46% 76.33$ 0.60 1116 85,189$

4018 Quality 3 $ 117.44 25.46% 87.54$ 0.60 1116 97,694$

5002 Junior Information Systems Technician $ 45.52 25.46% 33.93$ 1.75 3255 110,433$

5003 Senior Information Systems Technician $ 51.09 25.46% 38.08$ 3.35 6231 237,273$

5004 Lead Information Systems Technician $ 60.57 25.46% 45.15$ 1.00 1860 83,974$

5006 Junior Network Control Technician $ 45.52 25.46% 33.93$ 1.00 1860 63,105$

5007 Senior Network Control Technician $ 51.09 25.46% 38.08$ 0.50 930 35,414$

6003 Senior Program Management $ 104.08 25.46% 77.58$ 0.20 372 28,859$

6005 Staff Program Management $ 168.17 25.46% 125.35$ 0.20 372 46,631$

7008 Senior IT Contracts Administrator $ 98.74 25.46% 73.60$ 0.15 279 20,534$

No additional labor is required to perform this optional task
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Service Transition Required Labor Subtotal SUBTOTAL 2,894,296$

Optional Task (Sub-Task 7) - Change Evaluation

3008 Senior Information Systems $ 93.39 25.46% 69.61$ 0.50 930 64,738$

Change Evaluation Total 64,738$

3.8.4.2.11 (Optional Task) Transer ITSM warehouse facility from Govt. to Contractor provided

by July 2013

IT Warehouse Transition Total 39,247$

Service Transition Total TOTAL 2,998,281$

1001F Projects

1003 Senior Network Engineer $ 101.98 25.46% 76.01$ 0.10 186 14,139$

1019 Lead Information Security Systems Engineer $ 129.81 25.46% 96.76$ 0.20 372 35,994$

6003 Senior Program Management $ 104.08 25.46% 77.58$ 1.20 2232 173,155$

6005 Staff Program Management $ 168.17 25.46% 125.35$ 0.20 372 46,631$

7008 Senior IT Contracts Administrator $ 98.74 25.46% 73.60$ 0.15 279 20,534$

Projects Total TOTAL 290,453$

Labor Total (Required Task Only) 8,689,339$

Labor Total (with Optional Tasks) 11,236,971$

Labor Total TOTAL 11,236,971$

CLIN DESCRIPTION SCHEDULE

70 RATE
DISCOUNT % QTY UOM TOTAL

All Undefinitized CLINS will have a ceiling

1002 Materials & ODCs

Materials & ODCS Total TOTAL -$

CLIN DESCRIPTION # OF PEOPLE UOM TOTAL

1003 Travel (Not expected to quote)

1003A Bahamas Travel + COLA Provide six (6) on-site visits per year (vendor must quote) 22,227$

Other travel may be required however it is undefinitized

Travel Total TOTAL 22,227$

CLIN DESCRIPTION
SCHEDULE

70 RATE
DISCOUNT % QTY UOM TOTAL

1004 Projects (vendor not expected to quote)

(Funded as Required)

Optional Project 01: Mobile Computing Wireless (vendor must quote) 70,471$

Optional Project 02: Voice Over Secure IP (vendor must quote) 54,136$

Over & Above Total TOTAL 124,608$

CLIN DESCRIPTION TOTAL

1005 Contingency

(Funded as required)

Contingency Total TOTAL -$

CLIN DESCRIPTION TOTAL

1006 Maintenance

Vendor not expected to quote but can based off of their own assumptions and confidence in

pricing this item

Maintenance Total TOTAL -$

DESCRIPTION

Base Year Required Total SUBTOTAL 8,836,173$

Base Year Total w/ Option Task TOTAL 11,383,805$

OPTION YEAR 1 - PROJECTS

OPTION YEAR 1 - CONTINGENCY (Vendor not expected to quote)

OPTION YEAR 1 - MAINTENANCE (Vendor not expected to quote)

OPTION YEAR 1 - TOTAL

OPTION YEAR 1 - OTHER DIRECT COST (ODCs) (Vendor not expected to quote)

OPTION YEAR 1 - TRAVEL (Cost-Reimbursable)

Use or disclosure of data contained on this sheet is subject to the restriction on the title page of this proposal. Page 3 of 3



CLIN DESCRIPTION
SCHEDULE

70 RATE

DISCOUNT

%
RATE FTE HOURS TOTAL

2001 Labor

2001A Service Operations

1001 Associate Network Engineer $ 75.08 24.57% 56.63$ 0.33 613.8 34,760$

1002 Junior Network Engineer $ 88.50 24.57% 66.76$ 0.50 930 62,084$

1003 Senior Network Engineer $ 101.98 24.57% 76.92$ 0.25 465 35,768$

1017 Junior Information Security Systems Engineer $ 88.50 24.57% 66.76$ 0.50 930 62,084$

1018 Senior Information Security Systems Engineer $ 101.98 24.57% 76.92$ 0.25 465 35,768$

1019 Lead Information Security Systems Engineer $ 129.81 24.57% 97.91$ 0.25 465 45,530$

1029 Senior Systems Engineer $ 101.98 24.57% 76.92$ 0.25 465 35,768$

1030 Lead Systems Engineer $ 129.81 24.57% 97.91$ 0.50 930 91,061$

3001 Associate Database Administrator $ 64.05 24.57% 48.31$ 1.50 2790 134,792$

3002 Junior Database Administrator $ 77.02 24.57% 58.09$ 3.00 5580 324,146$

3003 Senior Database Administrator $ 93.39 24.57% 70.44$ 0.10 186 13,102$

3006 Associate Information Systems $ 64.05 24.57% 48.31$ 0.33 613.8 29,654$

3007 Junior Information Systems $ 77.02 24.57% 58.09$ 1.50 2790 162,073$

3008 Senior Information Systems $ 93.39 24.57% 70.44$ 0.33 613.8 43,237$

3009 Lead Information Systems $ 113.25 24.57% 85.42$ 0.25 465 39,721$

3016 Associate Systems Administration $ 64.05 24.57% 48.31$ 1.00 1860 89,861$

3017 Junior Systems Administration $ 77.02 24.57% 58.09$ 1.50 2790 162,073$

3018 Senior Systems Administration $ 93.39 24.57% 70.44$ 0.25 465 32,755$

4006 Associate Configuration Management $ 77.30 24.57% 58.31$ 1.00 1860 108,451$

4007 Junior Configuration Management $ 102.41 24.57% 77.25$ 0.75 1395 107,758$

4008 Senior Configuration Management $ 117.44 24.57% 88.58$ 0.25 465 41,192$

4016 Quality 1 $ 77.30 24.57% 58.31$ 0.30 558 32,535$

4017 Quality 2 $ 102.41 24.57% 77.25$ 0.60 1116 86,206$

4018 Quality 3 $ 117.44 24.57% 88.58$ 0.60 1116 98,860$

5001 Associate Information Systems Technician $ 39.01 24.57% 29.43$ 8.00 14880 437,884$

5002 Junior Information Systems Technician $ 45.52 24.57% 34.33$ 5.25 9765 335,255$

5003 Senior Information Systems Technician $ 51.09 24.57% 38.53$ 1.25 2325 89,592$

5004 Lead Information Systems Technician $ 60.57 24.57% 45.69$ 0.50 930 42,488$

5005 Associate Network Control Technician $ 39.01 24.57% 29.43$ 4.00 7440 218,942$

5006 Junior Network Control Technician $ 45.52 24.57% 34.33$ 3.00 5580 191,574$

5007 Senior Network Control Technician $ 51.09 24.58% 38.53$ 0.25 465 17,916$

5015 Senior Field Technician $ 51.09 24.57% 38.53$ 2.00 3720 143,347$

6003 Senior Program Management $ 104.08 24.57% 78.50$ 0.20 372 29,204$

6005 Staff Program Management $ 168.17 24.57% 126.85$ 0.20 372 47,187$

7008 Senior IT Contracts Administrator $ 98.74 24.57% 74.48$ 0.10 186 13,853$

7012 Junior Associate IT Security Admin $ 76.52 24.57% 57.72$ 0.25 465 26,838$

2001B Helpdesk Specialist - Bahamas provide Tier 1 level maintenance

5003 Senior Information Systems Technician $ 51.09 24.57% 38.53$ 0.15 279 10,751$

Service Operations Required Labor Subtotal SUBTOTAL 3,514,075$

(Optional Task) Network Operations Center Support

1002 Junior Network Engineer $ 88.50 24.57% 66.76$ 1.00 1860 124,168$

1003 Senior Network Engineer $ 101.98 24.57% 76.92$ 2.00 3720 286,148$

1018 Senior Information Security Systems Engineer $ 101.98 24.57% 76.92$ 1.00 1860 143,074$

3007 Junior Information Systems $ 77.02 24.57% 58.09$ 5.00 9300 540,244$

3008 Senior Information Systems $ 93.39 24.57% 70.44$ 2.00 3720 262,043$

5007 Senior Network Control Technician $ 69.56 24.57% 52.47$ 1.00 1860 97,590$

-$

Network Operations Center Total 1,453,267$

*Optional Task - Helpdesk Specialist - Washington Office

189,275$

Washington Total 189,275$

3.4.5.2.7.2 (Optional Task) VTC and Conference Room Scheduling

VTC and Conference Room Scheduling Total 173,890$

Service Operations Total TOTAL 5,330,507$

2001C Service Strategy Support

1001 Associate Network Engineer $ 75.08 24.57% 56.63$ 0.33 614 34,760$

1003 Senior Network Engineer $ 101.98 24.57% 76.92$ 0.25 465 35,768$

1018 Senior Information Security Systems Engineer $ 101.98 24.57% 76.92$ 0.25 465 35,768$

1019 Lead Information Security Systems Engineer $ 129.81 24.57% 97.91$ 0.25 465 45,530$

1029 Senior Systems Engineer $ 101.98 24.57% 76.92$ 0.25 465 35,768$

1030 Lead Systems Engineer $ 129.81 24.57% 97.91$ 0.50 930 91,061$

3003 Senior Database Administrator $ 93.39 24.57% 70.44$ 0.50 930 65,511$

3006 Associate Information Systems $ 64.05 24.57% 48.31$ 0.33 613.8 29,654$

3008 Senior Information Systems $ 93.39 24.57% 70.44$ 0.33 613.8 43,237$

3009 Lead Information Systems $ 113.25 24.57% 85.42$ 0.25 465 39,721$

4008 Senior Configuration Management $ 117.44 24.57% 88.58$ 0.25 465 41,192$

4016 Quality 1 $ 77.30 24.57% 58.31$ 0.10 186 10,845$

4017 Quality 2 $ 102.41 24.57% 77.25$ 0.20 372 28,735$

4018 Quality 3 $ 117.44 24.57% 88.58$ 0.20 372 32,953$

6003 Senior Program Management $ 104.08 24.57% 78.50$ 0.20 372 29,204$

6005 Staff Program Management $ 168.17 24.57% 126.85$ 0.20 372 47,187$

7008 Senior IT Contracts Administrator $ 98.74 24.57% 74.48$ 0.10 186 13,853$

OPTION YEAR 2 - LABOR (Vendor must quote)

OPTION YEAR 2 - LABOR - FIRM, FIXED PRICE

Although this is a Firm Fixed Price Task Order, Hourly rates, skill levels, and hours are requested to aid in a fair and reasonable determination.
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Service Strategy Support Required Labor Subtotal SUBTOTAL 660,749$

Optional Task (Sub-Task 3) - Demand Management

3017 Junior Systems Administration $ 77.02 24.57% 58.09$ 1.00 1860 108,049$

3018 Senior Systems Administration $ 93.39 24.57% 70.44$ 1.00 1860 131,022$

-$

Demand Management Total 239,070$

Optional Task (Sub-Task 4) - IT Enterprise Architecture

3007 Junior Information Systems $ 77.02 24.57% 58.09$ 1.00 1860 108,049$

3008 Senior Information Systems $ 93.39 24.57% 70.44$ 0.50 930 65,511$

-$

IT Enterprise Architecture Total 173,560$

3.5.2.2.8 (Optional Task) Provide estimate for additional Service Package development

Service Package development Total -$

3.5.2.2.9 (Optional Task) Develop Mission Cases

6001 Associate Program Management $ 71.33 24.57% 53.80$ 1.00 1860 100,076$

Mission Cases Total 100,076$

Service Strategy Support Total TOTAL 1,173,455$

2001D Service Design

1003 Senior Network Engineer $ 101.98 24.57% 76.92$ 0.25 465 35,768$

1018 Senior Information Security Systems Engineer $ 101.98 24.57% 76.92$ 0.25 465 35,768$

1019 Lead Information Security Systems Engineer $ 129.81 24.57% 97.91$ 0.10 186 18,212$

1029 Senior Systems Engineer $ 101.98 24.57% 76.92$ 0.25 465 35,768$

1030 Lead Systems Engineer $ 129.81 24.57% 97.91$ 0.50 930 91,061$

3003 Senior Database Administrator $ 93.39 24.57% 70.44$ 0.20 372 26,204$

3009 Lead Information Systems $ 113.25 24.57% 85.42$ 0.25 465 39,721$

3016 Associate Systems Administration $ 64.05 24.57% 48.31$ 1.00 1860 89,861$

3017 Junior Systems Administration $ 77.02 24.57% 58.09$ 1.50 2790 162,073$

3018 Senior Systems Administration $ 93.39 24.57% 70.44$ 0.25 465 32,755$

4008 Senior Configuration Management $ 117.44 24.57% 88.58$ 0.25 465 41,192$

4016 Quality 1 $ 77.30 24.57% 58.31$ 0.30 558 32,535$

4017 Quality 2 $ 102.41 24.57% 77.25$ 0.60 1116 86,206$

4018 Quality 3 $ 117.44 24.57% 88.58$ 0.60 1116 98,860$

5003 Senior Information Systems Technician $ 51.09 24.57% 38.53$ 1.25 2325 89,592$

5004 Lead Information Systems Technician $ 60.57 24.57% 45.69$ 2.50 4650 212,441$

5007 Senior Network Control Technician $ 51.09 24.58% 38.53$ 0.25 465 17,916$

6003 Senior Program Management $ 104.08 24.57% 78.50$ 0.20 372 29,204$

6005 Staff Program Management $ 168.17 24.57% 126.85$ 0.20 372 47,187$

7003 Senior IT Program Financial Analyst $ 98.74 24.57% 74.48$ 1.00 1860 138,527$

7008 Senior IT Contracts Administrator $ 98.74 24.57% 74.48$ 0.10 186 13,853$

Service Design Required Labor Subtotal SUBTOTAL 1,374,708$

3.7.2.2.6 (Optional Task) Additional Service Package development

4017 Quality 2 $ 102.41 24.57% 77.25$ 1.00 1860 143,677$

Additional Service Package development Total 77.25$ 1860 143,677$

Service Design Total TOTAL 1,518,385$

2001E Service Transition

1001 Associate Network Engineer $ 75.08 24.57% 56.63$ 0.34 632.4 35,813$

1002 Junior Network Engineer $ 88.50 24.57% 66.76$ 0.50 930 62,084$

1003 Senior Network Engineer $ 101.98 24.57% 76.92$ 0.15 279 21,461$

1017 Junior Information Security Systems Engineer $ 88.50 24.57% 66.76$ 0.50 930 62,084$

1018 Senior Information Security Systems Engineer $ 101.98 24.57% 76.92$ 0.25 465 35,768$

1019 Lead Information Security Systems Engineer $ 129.81 24.57% 97.91$ 0.20 372 36,424$

1029 Senior Systems Engineer $ 101.98 24.57% 76.92$ 0.25 465 35,768$

1030 Lead Systems Engineer $ 129.81 24.57% 97.91$ 0.50 930 91,061$

3001 Associate Database Administrator $ 64.05 24.57% 48.31$ 1.50 2790 134,792$

3002 Junior Database Administrator $ 77.02 24.57% 58.09$ 1.00 1860 108,049$

3003 Senior Database Administrator $ 93.39 24.57% 70.44$ 0.20 372 26,204$

3006 Associate Information Systems $ 64.05 24.57% 48.31$ 0.34 632.4 30,553$

3007 Junior Information Systems $ 77.02 24.57% 58.09$ 0.50 930 54,024$

3008 Senior Information Systems $ 93.39 24.57% 70.44$ 0.34 632.4 44,547$

3009 Lead Information Systems $ 113.25 24.57% 85.42$ 0.25 465 39,721$

3016 Associate Systems Administration $ 64.05 24.57% 48.31$ 2.00 3720 179,722$

3017 Junior Systems Administration $ 77.02 24.57% 58.09$ 3.00 5580 324,146$

3018 Senior Systems Administration $ 93.39 24.57% 70.44$ 0.50 930 65,511$

4006 Associate Configuration Management $ 77.30 24.57% 58.31$ 3.00 5580 325,353$

4007 Junior Configuration Management $ 102.41 24.57% 77.25$ 2.25 4185 323,274$

4008 Senior Configuration Management $ 117.44 24.57% 88.58$ 0.25 465 41,192$

4016 Quality 1 $ 77.30 24.57% 58.31$ 0.30 558 32,535$

4017 Quality 2 $ 102.41 24.57% 77.25$ 0.60 1116 86,206$

4018 Quality 3 $ 117.44 24.57% 88.58$ 0.60 1116 98,860$

5002 Junior Information Systems Technician $ 45.52 24.57% 34.33$ 1.75 3255 111,752$

5003 Senior Information Systems Technician $ 51.09 24.57% 38.53$ 3.35 6231 240,106$

5004 Lead Information Systems Technician $ 60.57 24.57% 45.69$ 1.00 1860 84,977$

5006 Junior Network Control Technician $ 45.52 24.57% 34.33$ 1.00 1860 63,858$

5007 Senior Network Control Technician $ 51.09 24.58% 38.53$ 0.50 930 35,833$

6003 Senior Program Management $ 104.08 24.57% 78.50$ 0.20 372 29,204$

6005 Staff Program Management $ 168.17 24.57% 126.85$ 0.20 372 47,187$

7008 Senior IT Contracts Administrator $ 98.74 24.57% 74.48$ 0.10 186 13,853$

No additional labor is required to perform this optional task
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Service Transition Required Labor Subtotal SUBTOTAL 2,921,924$

Optional Task (Sub-Task 7) - Change Evaluation

3008 Senior Information Systems $ 93.39 24.57% 70.44$ 0.50 930 65,511$

-$

Change Evaluation Total 65,511$

3.8.4.2.11 (Optional Task) Transer ITSM warehouse facility from Govt. to Contractor provided

by July 2013

IT Warehouse Transition Total 43,967$

Service Transition Total TOTAL 3,031,402$

2001F Projects

1003 Senior Network Engineer $ 101.98 24.57% 76.92$ 0.10 186 14,307$

1019 Lead Information Security Systems Engineer $ 129.81 24.57% 97.91$ 0.20 372 36,424$

6003 Senior Program Management $ 104.08 24.57% 78.50$ 1.20 2232 175,223$

6005 Staff Program Management $ 168.17 24.57% 126.85$ 0.20 372 47,187$

7008 Senior IT Contracts Administrator $ 98.74 24.57% 74.48$ 0.10 186 13,853$

Projects Total TOTAL 286,995$

Labor Total (Required Task Only) 8,758,451$

Labor Total (with Optional Tasks) 11,340,744$

Labor Total TOTAL 11,340,744$

CLIN DESCRIPTION
SCHEDULE

70 RATE
DISCOUNT % QTY UOM TOTAL

2002 Materials & ODCs

Materials & ODCS Total TOTAL -$

CLIN DESCRIPTION # OF PEOPLE UOM TOTAL

2003 Travel (Not expected to quote)

2003A Bahamas Travel + COLA Provide six (6) on-site visits per year (vendor must quote) 22,894$

Other travel may be required however it is undefinitized

Travel Total TOTAL 22,894$

CLIN DESCRIPTION
SCHEDULE

70 RATE
DISCOUNT % QTY UOM TOTAL

2004 Projects (vendor not expected to quote)

(Funded as Required)

Optional Project 01: Mobile Computing Wireless (vendor must quote) 71,313$

Optional Project 02: Voice Over Secure IP (vendor must quote) 54,783$

Over & Above Total TOTAL 126,096$

CLIN DESCRIPTION TOTAL

2005 Contingency

(Funded as required)

Contingency Total TOTAL -$

CLIN DESCRIPTION TOTAL

2006 Maintenance

Vendor not expected to quote but can based off of their own assumptions and confidence in

pricing this item

Maintenance Total TOTAL -$

DESCRIPTION

Base Year Required Total SUBTOTAL 8,907,440$

Base Year Total w/ Option Task TOTAL 11,489,733$

OPTION YEAR 2 - TRAVEL (Cost-Reimbursable)

OPTION YEAR 2 - PROJECTS

OPTION YEAR 2 - CONTINGENCY (Vendor not expected to quote)

OPTION YEAR 2 - MAINTENANCE (Vendor not expected to quote)

OPTION YEAR 2 - TOTAL

All Undefinitized CLINS will have a ceiling

OPTION YEAR 2 - OTHER DIRECT COST (ODCs) (Vendor not expected to quote)
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CLIN DESCRIPTION
SCHEDULE

70 RATE

DISCOUNT

%
RATE FTE HOURS TOTAL

3001 Labor

3001A Service Operations

1001 Associate Network Engineer $ 75.08 26.35% 55.29$ 0.33 613.8 33,940$

1002 Junior Network Engineer $ 88.50 26.35% 65.18$ 0.50 930 60,619$

1003 Senior Network Engineer $ 101.98 26.35% 75.11$ 0.25 465 34,924$

1017 Junior Information Security Systems Engineer $ 88.50 26.35% 65.18$ 0.50 930 60,619$

1018 Senior Information Security Systems Engineer $ 101.98 26.35% 75.11$ 0.25 465 34,924$

1019 Lead Information Security Systems Engineer $ 129.81 26.35% 95.60$ 0.25 465 44,456$

1029 Senior Systems Engineer $ 101.98 26.35% 75.11$ 0.25 465 34,924$

1030 Lead Systems Engineer $ 129.81 26.35% 95.60$ 0.25 465 44,456$

3001 Associate Database Administrator $ 64.05 26.35% 47.17$ 1.50 2790 131,611$

3002 Junior Database Administrator $ 77.02 26.35% 56.72$ 2.25 4185 237,373$

3003 Senior Database Administrator $ 93.39 26.35% 68.78$ 0.10 186 12,793$

3006 Associate Information Systems $ 64.05 26.35% 47.17$ 0.33 613.8 28,954$

3007 Junior Information Systems $ 77.02 26.35% 56.72$ 1.50 2790 158,249$

3008 Senior Information Systems $ 93.39 26.35% 68.78$ 0.33 613.8 42,217$

3009 Lead Information Systems $ 113.25 26.35% 83.41$ 0.25 465 38,784$

3016 Associate Systems Administration $ 64.05 26.35% 47.17$ 1.00 1860 87,740$

3017 Junior Systems Administration $ 77.02 26.35% 56.72$ 1.25 2325 131,874$

3018 Senior Systems Administration $ 93.39 26.35% 68.78$ 0.25 465 31,982$

4006 Associate Configuration Management $ 77.30 26.35% 56.93$ 1.00 1860 105,892$

4007 Junior Configuration Management $ 102.41 26.35% 75.42$ 0.75 1395 105,215$

4008 Senior Configuration Management $ 117.44 26.35% 86.49$ 0.25 465 40,220$

4016 Quality 1 $ 77.30 26.35% 56.93$ 0.30 558 31,768$

4017 Quality 2 $ 102.41 26.35% 75.42$ 0.60 1116 84,172$

4018 Quality 3 $ 117.44 26.35% 86.49$ 0.60 1116 96,527$

5001 Associate Information Systems Technician $ 39.01 26.35% 28.73$ 8.00 14880 427,551$

5002 Junior Information Systems Technician $ 45.52 26.35% 33.52$ 4.75 8835 296,168$

5003 Senior Information Systems Technician $ 51.09 26.35% 37.62$ 1.25 2325 87,477$

5004 Lead Information Systems Technician $ 60.57 26.35% 44.61$ 0.75 1395 62,228$

5005 Associate Network Control Technician $ 39.01 26.35% 28.73$ 3.00 5580 160,332$

5006 Junior Network Control Technician $ 45.52 26.35% 33.52$ 3.25 6045 202,641$

5007 Senior Network Control Technician $ 51.09 26.36% 37.62$ 0.75 1395 52,480$

5015 Senior Field Technician $ 51.09 26.35% 37.62$ 2.00 3720 139,964$

6003 Senior Program Management $ 104.08 26.35% 76.65$ 0.25 465 35,643$

6005 Staff Program Management $ 168.17 26.35% 123.85$ 0.20 372 46,074$

7008 Senior IT Contracts Administrator $ 98.74 26.35% 72.72$ 0.10 186 13,526$

7012 Junior Associate IT Security Admin $ 76.52 26.35% 56.36$ 0.25 465 26,205$

3001B Helpdesk Specialist - Bahamas provide Tier 1 level maintenance

5003 Senior Information Systems Technician $ 51.09 26.35% 37.62$ 0.15 279 10,497$

Service Operations Required Labor Subtotal SUBTOTAL 3,275,019$

(Optional Task) Network Operations Center Support

1002 Junior Network Engineer $ 88.50 26.35% 65.18$ 1.00 1860 121,238$

1003 Senior Network Engineer $ 101.98 26.35% 75.11$ 2.00 3720 279,395$

1018 Senior Information Security Systems Engineer $ 101.98 26.35% 75.11$ 1.00 1860 139,697$

3007 Junior Information Systems $ 77.02 26.35% 56.72$ 5.00 9300 527,495$

3008 Senior Information Systems $ 93.39 26.35% 68.78$ 2.00 3720 255,859$

5007 Senior Network Control Technician $ 69.56 26.35% 51.23$ 1.00 1860 95,287$

-$

Network Operations Center Total 1,418,971$

*Optional Task - Helpdesk Specialist - Washington Office

184,967$

Washington Total 184,967$

3.4.5.2.7.2 (Optional Task) VTC and Conference Room Scheduling

VTC and Conference Room Scheduling Total 169,786$

Service Operations Total TOTAL 5,048,743$

3001C Service Strategy Support

1001 Associate Network Engineer $ 75.08 26.35% 55.29$ 0.33 614 33,940$

1003 Senior Network Engineer $ 101.98 26.35% 75.11$ 0.25 465 34,924$

1018 Senior Information Security Systems Engineer $ 101.98 26.35% 75.11$ 0.25 465 34,924$

1019 Lead Information Security Systems Engineer $ 129.81 26.35% 95.60$ 0.25 465 44,456$

1029 Senior Systems Engineer $ 101.98 26.35% 75.11$ 0.25 465 34,924$

1030 Lead Systems Engineer $ 129.81 26.35% 95.60$ 0.25 465 44,456$

3003 Senior Database Administrator $ 93.39 26.35% 68.78$ 0.50 930 63,965$

3006 Associate Information Systems $ 64.05 26.35% 47.17$ 0.33 613.8 28,954$

3008 Senior Information Systems $ 93.39 26.35% 68.78$ 0.33 613.8 42,217$

3009 Lead Information Systems $ 113.25 26.35% 83.41$ 0.25 465 38,784$

4008 Senior Configuration Management $ 117.44 26.35% 86.49$ 0.25 465 40,220$

4016 Quality 1 $ 77.30 26.35% 56.93$ 0.10 186 10,589$

4017 Quality 2 $ 102.41 26.35% 75.42$ 0.20 372 28,057$

4018 Quality 3 $ 117.44 26.35% 86.49$ 0.20 372 32,176$

5002 Junior Information Systems Technician $ 45.52 26.35% 33.52$ 0.25 465 15,588$

6005 Staff Program Management $ 168.17 26.35% 123.85$ 0.20 372 46,074$

7008 Senior IT Contracts Administrator $ 98.74 26.35% 72.72$ 0.10 186 13,526$

OPTION YEAR 3 - LABOR (Vendor must quote)

OPTION YEAR 3 - LABOR - FIRM, FIXED PRICE

Although this is a Firm Fixed Price Task Order, Hourly rates, skill levels, and hours are requested to aid in a fair and reasonable determination.
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Service Strategy Support Required Labor Subtotal SUBTOTAL 587,774$

Optional Task (Sub-Task 3) - Demand Management

3017 Junior Systems Administration $ 77.02 26.35% 56.72$ 1.00 1860 105,499$

3018 Senior Systems Administration $ 93.39 26.35% 68.78$ 1.00 1860 127,930$

-$

Demand Management Total 233,429$

Optional Task (Sub-Task 4) - IT Enterprise Architecture

3007 Junior Information Systems $ 77.02 26.35% 56.72$ 1.00 1860 105,499$

3008 Senior Information Systems $ 93.39 26.35% 68.78$ 0.50 930 63,965$

-$

IT Enterprise Architecture Total 169,464$

3.5.2.2.8 (Optional Task) Provide estimate for additional Service Package development

Service Package development Total -$

3.5.2.2.9 (Optional Task) Develop Mission Cases

6001 Associate Program Management $ 71.33 26.35% 52.53$ 1.00 1860 97,714$

Mission Cases Total 97,714$

Service Strategy Support Total TOTAL 1,088,380$

3001D Service Design

1003 Senior Network Engineer $ 101.98 26.35% 75.11$ 0.25 465 34,924$

1018 Senior Information Security Systems Engineer $ 101.98 26.35% 75.11$ 0.25 465 34,924$

1019 Lead Information Security Systems Engineer $ 129.81 26.35% 95.60$ 0.10 186 17,782$

1029 Senior Systems Engineer $ 101.98 26.35% 75.11$ 0.25 465 34,924$

1030 Lead Systems Engineer $ 129.81 26.35% 95.60$ 0.25 465 44,456$

3003 Senior Database Administrator $ 93.39 26.35% 68.78$ 0.20 372 25,586$

3009 Lead Information Systems $ 113.25 26.35% 83.41$ 0.25 465 38,784$

3016 Associate Systems Administration $ 64.05 26.35% 47.17$ 2.00 3720 175,481$

3017 Junior Systems Administration $ 77.02 26.35% 56.72$ 1.25 2325 131,874$

3018 Senior Systems Administration $ 93.39 26.35% 68.78$ 0.25 465 31,982$

4008 Senior Configuration Management $ 117.44 26.35% 86.49$ 0.25 465 40,220$

4016 Quality 1 $ 77.30 26.35% 56.93$ 0.30 558 31,768$

4017 Quality 2 $ 102.41 26.35% 75.42$ 0.60 1116 84,172$

4018 Quality 3 $ 117.44 26.35% 86.49$ 0.60 1116 96,527$

5002 Junior Information Systems Technician $ 45.52 26.35% 33.52$ 0.25 465 15,588$

5003 Senior Information Systems Technician $ 51.09 26.35% 37.62$ 1.25 2325 87,477$

5004 Lead Information Systems Technician $ 60.57 26.35% 44.61$ 2.00 3720 165,942$

5005 Associate Network Control Technician $ 39.01 26.35% 28.73$ 0.75 1395 40,083$

6003 Senior Program Management $ 104.08 26.35% 76.65$ 0.25 465 35,643$

6005 Staff Program Management $ 168.17 26.35% 123.85$ 0.20 372 46,074$

7003 Senior IT Program Financial Analyst $ 98.74 26.35% 72.72$ 1.00 1860 135,258$

7008 Senior IT Contracts Administrator $ 98.74 26.35% 72.72$ 0.10 186 13,526$

Service Design Required Labor Subtotal SUBTOTAL 1,362,996$

3.7.2.2.6 (Optional Task) Additional Service Package development

4017 Quality 2 $ 102.41 26.35% 75.42$ 1.00 1860 140,287$

Additional Service Package development Total 75.42$ 1860 140,287$

Service Design Total TOTAL 1,503,283$

3001E Service Transition

1001 Associate Network Engineer $ 75.08 26.35% 55.29$ 0.34 632.4 34,968$

1002 Junior Network Engineer $ 88.50 26.35% 65.18$ 0.50 930 60,619$

1003 Senior Network Engineer $ 101.98 26.35% 75.11$ 0.15 279 20,955$

1017 Junior Information Security Systems Engineer $ 88.50 26.35% 65.18$ 0.50 930 60,619$

1018 Senior Information Security Systems Engineer $ 101.98 26.35% 75.11$ 0.25 465 34,924$

1019 Lead Information Security Systems Engineer $ 129.81 26.35% 95.60$ 0.20 372 35,565$

1029 Senior Systems Engineer $ 101.98 26.35% 75.11$ 0.25 465 34,924$

1030 Lead Systems Engineer $ 129.81 26.35% 95.60$ 0.25 465 44,456$

3001 Associate Database Administrator $ 64.05 26.35% 47.17$ 1.50 2790 131,611$

3002 Junior Database Administrator $ 77.02 26.35% 56.72$ 0.75 1395 79,124$

3003 Senior Database Administrator $ 93.39 26.35% 68.78$ 0.20 372 25,586$

3006 Associate Information Systems $ 64.05 26.35% 47.17$ 0.34 632.4 29,832$

3007 Junior Information Systems $ 77.02 26.35% 56.72$ 0.50 930 52,750$

3008 Senior Information Systems $ 93.39 26.35% 68.78$ 0.34 632.4 43,496$

3009 Lead Information Systems $ 113.25 26.35% 83.41$ 0.25 465 38,784$

3016 Associate Systems Administration $ 64.05 26.35% 47.17$ 1.00 1860 87,740$

3017 Junior Systems Administration $ 77.02 26.35% 56.72$ 2.50 4650 263,748$

3018 Senior Systems Administration $ 93.39 26.35% 68.78$ 0.50 930 63,965$

4006 Associate Configuration Management $ 77.30 26.35% 56.93$ 3.00 5580 317,675$

4007 Junior Configuration Management $ 102.41 26.35% 75.42$ 2.25 4185 315,645$

4008 Senior Configuration Management $ 117.44 26.35% 86.49$ 0.25 465 40,220$

4016 Quality 1 $ 77.30 26.35% 56.93$ 0.30 558 31,768$

4017 Quality 2 $ 102.41 26.35% 75.42$ 0.60 1116 84,172$

4018 Quality 3 $ 117.44 26.35% 86.49$ 0.60 1116 96,527$

5002 Junior Information Systems Technician $ 45.52 26.35% 33.52$ 1.75 3255 109,115$

5003 Senior Information Systems Technician $ 51.09 26.35% 37.62$ 3.35 6231 234,440$

5004 Lead Information Systems Technician $ 60.57 26.35% 44.61$ 1.25 2325 103,714$

5005 Associate Network Control Technician $ 39.01 26.35% 28.73$ 0.25 465 13,361$

5006 Junior Network Control Technician $ 45.52 26.35% 33.52$ 0.75 1395 46,763$

5007 Senior Network Control Technician $ 51.09 26.36% 37.62$ 0.25 465 17,493$

6003 Senior Program Management $ 104.08 26.35% 76.65$ 0.25 465 35,643$

6005 Staff Program Management $ 168.17 26.35% 123.85$ 0.20 372 46,074$

7008 Senior IT Contracts Administrator $ 98.74 26.35% 72.72$ 0.10 186 13,526$

Service Transition Required Labor Subtotal SUBTOTAL 2,649,800$

No additional labor is required to perform this optional task
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Optional Task (Sub-Task 7) - Change Evaluation

1002 Junior Network Engineer $ 88.50 26.35% 65.18$ 0 -$

3008 Senior Information Systems $ 93.39 26.35% 68.78$ 0.50 930 63,965$

-$

Change Evaluation Total 63,965$

3.8.4.2.11 (Optional Task) Transer ITSM warehouse facility from Govt. to Contractor provided

by July 2013

IT Warehouse Transition Total 49,395$

Service Transition Total TOTAL 2,763,159$

3001F Projects

1003 Senior Network Engineer $ 101.98 26.35% 75.11$ 0.10 186 13,970$

1019 Lead Information Security Systems Engineer $ 129.81 26.35% 95.60$ 0.20 372 35,565$

6003 Senior Program Management $ 104.08 26.35% 76.65$ 1.25 2325 178,216$

6005 Staff Program Management $ 168.17 26.35% 123.85$ 0.20 372 46,074$

7008 Senior IT Contracts Administrator $ 98.74 26.35% 72.72$ 0.10 186 13,526$

Projects Total TOTAL 287,351$

Labor Total (Required Task Only) 8,162,939$

Labor Total (with Optional Tasks) 10,690,916$

Labor Total TOTAL 10,690,916$

CLIN DESCRIPTION
SCHEDULE

70 RATE
DISCOUNT % QTY UOM TOTAL

3002 Materials & ODCs

Materials & ODCS Total TOTAL -$

CLIN DESCRIPTION # OF PEOPLE UOM TOTAL

3003 Travel (Not expected to quote)

3003A Bahamas Travel + COLA Provide six (6) on-site visits per year (vendor must quote) 23,580$

Other travel may be required however it is undefinitized

Travel Total TOTAL 23,580$

CLIN DESCRIPTION
SCHEDULE

70 RATE
DISCOUNT % QTY UOM TOTAL

3004 Projects (vendor not expected to quote)

(Funded as Required)

Optional Project 01: Mobile Computing Wireless (vendor must quote) 69,630$

Optional Project 02: Voice Over Secure IP (vendor must quote) 53,490$

Over & Above Total TOTAL 123,120$

CLIN DESCRIPTION TOTAL

3005 Contingency

(Funded as required)

Contingency Total TOTAL -$

CLIN DESCRIPTION TOTAL

3006 Maintenance

Vendor not expected to quote but can based off of their own assumptions and confidence in

pricing this item

Maintenance Total TOTAL -$

DESCRIPTION

Base Year Required Total SUBTOTAL 8,309,640$

Base Year Total w/ Option Task TOTAL 10,837,617$

OPTION YEAR 3 - TRAVEL (Cost-Reimbursable)

OPTION YEAR 3 - PROJECTS

OPTION YEAR 3 - CONTINGENCY (Vendor not expected to quote)

OPTION YEAR 3 - MAINTENANCE (Vendor not expected to quote)

OPTION YEAR 3 - TOTAL

All Undefinitized CLINS will have a ceiling

OPTION YEAR 3 - OTHER DIRECT COST (ODCs) (Vendor not expected to quote)
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